
Camera dei D eputati -  1 4 5  - Senato  della Repubblica

XVII LEGISLATURA — DISEGNI DI LEGGE E RELAZIONI — DOCUMENTI — DOC. CXXXVI N. 2

In ai era controversia è stato rigettato il ricorso di una società avverso il provvedi­
mento con il quale il Garante aveva dichiarato illecito, e conseguentemente vietato, 
l’invio di fax promozionali ad operatori turistici o titolari di agenzie di viaggi in 
assenza di una informativa e di un consenso espresso documentato per iscritto e aveva 
prescritto le misure necessarie ed opporcune per rendere il tratcamenco conforme alla 
normativa in materia di protezione di dari personali (21 marzo 2012, n. 113, doc. 
web n. 1895176). Il giudice ha integralmente accolto la ricosrruzione, in fatto e in 
diricco, che ha condotto all’adozione del provvedimento (Trib. Milano, sentenza 10 
aprile 2013, n. 4978).

È stato altresì respinro il ricorso contro un provvedimento di infondatezza 
deH’Autorirà (14 luglio 2011, n. 293, doc. web n. 1835222). In quella circostanza, il 
Garante aveva ritenuto che non vi fosse stata violazione della normativa in materia di 
protezione di daci personali da parte di una banca che, ricevuto un reclamo per mob­
bing (da cui sarebbero discesi problemi di salute per la reclamante) nei confronti di 
uno dei propri dipendenti, ne aveva dato notizia al medesimo dipendente nel corso 
dello svolgimento degli accertamenci interni di natura disciplinare e fornito copia a 
fini di tutela nelle sedi competenti. Il Tribunale ha confermato la liceità dell’uso dei 
dati fatto in accività contenziose e precontenziose, condividendo peraltro la posizione 
dell’Autorirà secondo cui il generico riferimento, fatto dallo stesso interessato, a pro­
blemi di salute non costituisca di pet sé dato sensibile ai fini della più esigente disci­
plina codicistica (Trib. Roma, sentenza 26 luglio 2013, n. 10817).

Una vicenda ha riguardato la pubblicazione su un quotidiano nazionale di un 
documenro, forinaro all’inretno di una grande azienda radiotelevisiva, contenente l’or­
ganigramma della stessa, nel quale i nomi dei dirigenti erano scampaci con colori 
diversi a seconda della loro presunca affiliazione parcicica: nell’articolo di commento, 
inoltre, si denunciava l’occupazione e la lottizzazione della società da parce dei paniti 
polirici. Il Garante, adito separatamente da alcuni dirigenti e dall’azienda stessa, aveva 
adottato, per quanto qui interessa, provvedimenti di infondatezza (rispettivamente, 30 
ottobre 2008 e 12 febbraio 2009, doc. web nn. 1571719 e 1598380). Il Tribunale di 
Roma, in sede di opposizione ad entrambi i provvedimenti, si è pronunciato sulla 
vicenda con due distinte sentenze di analogo tenore. Accogliendo le argomentazioni 
del Garante, il giudice, dopo aver ben distinto gli eventuali profili di rilevanza penale 
da quelli attinenti alla protezione dei dati personali, ha sortolineato come il tratta­
mento dei dati ncH’csercizio di attività giornalistica possa prescindere dal consenso del­
l’interessato e dall’autorizzazione del Garante, avendo ricenuco il legislatore di dover 
fornire, quando l’informazione sia essenziale rispetto a fatti di interesse pubblico, una 
sorta di attenuazione del grado di tutela del diritto alla protezione dei dati personali. 
Si è ritenuta dunque la pubblicazione non eccedente le finalità del trattamento ma, al 
contrario, del tucto percinence ed indispensabile per sostenete il ragionamento seguito 
(Trib. Roma, sentenze 3 aprile 2013, nn. 13269 e 13268). .

Il medesimo ufficio giudiziario, inoltre, ha confermato un provvedimento di non 
luogo a provvedere del Garante (10 novembre 2010, doc. web n. 1776249): in rela­
zione a delle intercettazioni telefoniche a carico di un dirigenre di una società, dispo­
ste dall’autorità giudiziaria ed inviate al datore di lavoro per eventuali valutazioni disci­
plinari, un terzo non destinatario di tale procedimenro, che vi compariva in quanto 
interlocutore, lamentava -  a seguito della trasmissione delle intercettazioni al consiglio 
d’amministrazione dell’azienda -  l’indebito trattamento dei propri dati personali. Il 
giudice ha confermare le valutazioni dell’Autorità, secondo cui non vi etano i presup­
posti per aprite un autonomo procedimento volto a verificare la sussistenza di even­
tuali profili di illiceità. Premessa la liceità dell’utilizzo delle intercettazioni telefoniche 
a fini disciplinari, il Tribunale ha affermato l’inscindibilicà del concenuto dell intercet-
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fazione, che coinvolge necessariamenre anche un soggecro diverso dal diretto destina­
tario dell’azione, la cui posizione non può essere separata od oscurata se non a pena di 
rendere incomprensibile il significato della conversazione. L’interessato, peraltro, aveva 
ricevuto adeguati ragguagli sul trattamento, essendo egli stesso membro del Cda (Trib. 
Roma, sentenza 10 luglio 2013, n. 15198).

Una pronuncia, di cui si è già dato conto nel paragrafo riguardante i profili proce­
durali (cfr. suprtL, par. 17.2), ha confermato il provvedimento (20 serrembre 2012, n. 
259» doc. web n. 2106524) con cui PAutorità ha dichiarato il non luogo a provvedere, 
alla luce dell’esaustivo riscontro inviato dal titolare del rrattamenro. Il giudice ha inol­
tre evidenziarci, come correttamente il Garanre avesse distinto ai fini della propria 
decisione, la richiesta di comunicazione dei dati personali di cui agli artt. 7 e ss. del 
Codice e diritto di accesso a documenti bancari previsto dall’art. 119 del Testo unico 
bancario, diversi nella disciplina e nelle finalità (Trib. di Catania, sez. distaccata di 
Paterno, sentenza 10 giugno 2013, n. 1139).

È stata dichiarata improcedibile una opposizione avverso un provvedimento di 
inammissibilità del Garante (4 novembre 2010, doc. web n. 1774912), per la non 
corretta instaurazione del contraddittorio, ed esattamente per mancato rispetto, da 
parte del ricorrente, del termine perentorio pet la notificazione stabilito dal giudice 
istruttore a norma dell’art. 152, comma 7, del Codice (successivamente abrogato). 
Il Tribunale adito non si è pertanto pronunciato sul merito del provvedimento 
opposto (Trib. Perugia, sentenza 22 febbraio 2013, n. 139).

Una pronuncia si è occupara del tema delle cd. telefonate mute nell’ambito dell’ar- 
tività di chiamata plurima da parte dei cali center, ossia di quelle chiamate nelle quali 
il desrinaratio, dopo aver sollevaro il ricevitore, non viene messo in comunicazione con 
alcun interlocutore (in merito v. par. 10.4): il Garante, con proprio provvedimento (6 
dicembre 2011, n. 474, doc. web n. 1857326), aveva tra l’altro prescritto a due società 
che il contatto del destinatario di una telefonata muta non venisse richiamato per 
almeno trenta giorni. Il Tribunale di Roma ha confermato che il procedimento di rac­
colta, registrazione, consultazione, selezione, utilizzo e blocco della comunicazione che 
conduce alla telefonata muta è da considerarsi a tutti gli effetti un trattamento di dati 
personali. L’uso dei dati per una telefonata muta, inoltre, contrasta con il canone della 
correttezza di cui all’arr. 11 del Codice, dal momento che tutto il sistema di selezione 
e formulazione delle chiamate passate agli operatori fa cadere il rischio e il disagio non 
su chi effettua la telefonata ma sui destinatati. Il giudice ha conclusivamente rirenuro 
che il provvedimento del Garante non fosse lesivo della possibilità di condurre cam­
pagne commerciali telefoniche, rigettando le censure di difetto di proporzionalirà e 
ragionevolezza (sentenza 26 settembre 2013, n. 18977).

11 Tribunale di Padova ha confermato uua nota con cui l’Ufficio aveva chiuso un’i- 
sttuttoria preliminare, non avendo rilevato, in tema di videosorveglianza stradale, 
alcun profilo di violazione della disciplina posta a tutela dei dati personali. Il giudice 
ha ritenuto provata l’esistenza di uno specifico cartello chc informava gli utenti che 
percorrevano il tratto di strada oggetto di controllo; a nulla e valso al ricorrente opi­
nare che, nel senso opposto di marcia, da lui non percorso, non fosse presenre alcuna 
segnaletica informativa. Si è infatti sotrolineato che, anche in materia di rurela della 
riservarezza, chi agisce in giudizio non può agire a rurela della privacy indifferenziara 
degli utenti, ma solo a turela di un proprio, specifico interesse alla protezione dei dati 
personali (sentenza 7 agosto 2013, n. 1330).

Il Tribunale di Roma ha invece rirenuto illecira la condona dell’Agenzìa delle 
dogane, la quale aveva inviato il prowedimenro di trasferimento di un  lavoratore, 
morivaro sulla base di alcune indagini che la Procura della Repubblica stava svol­
gendo in ordine a gravi ipotesi di rearo ad esso ascrivibili, non soltanto al direttore
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dell'ufficio ove era impiegato, in quanto titolare del trattamento dei dati personali, 
ma genericamente all’ufficio, utilizzando un protocollo ordinario e non riservato e 
rendendo, di fatto, la nota di pubblico dominio tra i colleglli ed i superiori dell’inte­
ressato. Il giudice, discostandosi dalle valutazioni dell’Autorità (prow. 6 maggio 2010, 
doc. web n. 1724717), ha ritenuto che il datore di lavoro avrebbe dovuro adottare le 
più opportune cautele per prevenire la conoscibilità ingiustificata dei dati personali 
da parte di terzi, considerando infatti che, a norma dell’art. 22 del Codice, il tratta­
mento di dari sensibili e giudiziari deve avvenire con modalità volte a prevenire vio­
lazioni dei diritti, delle libertà fondamentali e della dignità dell'interessato (sentenza
20 maggio 2013, n. 8437).

Il Tribunale di Torino ha confermato un provvedimento (11 ottobre 2012, n. 289, 
doc. web n. 2131862) con cui il Garante aveva dichiarato inammissibile un ricorso sul 
presupposto che il Codice non consente di chiedere la conferma di dati di cui è sub 
indice la stessa giuridica esistenza, né di ottenere l’integrazione di informazioni o la rie­
laborazione delle scesse secondo modalità indicate dal ricorrente (si trattava, nel caso 
di specie, di una polizza assicurativa). U giudice ha confermato che fino a quando l’e­
sistenza del dato personale non sarà accertara con sentenza passata in giudicato, nes­
sun diritto di accesso a tale dato potrà essere attribuito al ricorrente (ordinanza ex art. 
702-bis c.p.c. del 23 aprile 2013).

È stato altresì confermato il provvedimento (17 aprile 2012, n. 149, doc. web n. 
1905893) di infondatezza di un ricorso con cui un soggetto lamentava il presunto uti­
lizzo di dati personali da parte del proprio precedente datore di lavoro, con il quale era 
pendente una controversia davanti all’autorità giudiziaria: il Tribunale ha ribadito, 
oltre alla liceità del trattamento al fine di far valere o difendere un diritto in sede giu­
diziaria. l’inammissibilità di richieste di rutela di dati personali, meramente esplorative
o congetturali (Trib. Prato, sentenza 29 marzo 2013)-

In una interessante pronuncia il Tribunale di Firenze ha confermato un provvedi­
mento inibitorio del Garante (26 ottobre 2011, n. 407, doc. web n. 1851750), reso 
in materia di trattamento di dati da parte di una società che si occupava di selezionare, 
nell’ambito di banche dati che raccolgono i dati personali di clienti di società commit­
tenti, gruppi di clienri a cui inviare e-mail per conto delle medesime committenti. Il 
Garante aveva adottato il proprio provvedimento rilevando come, non essendo stata 
designata la società in questione come responsabile del trattamento da parte delle 
committenti, essa dovesse ritenersi autonomo titolare e quindi renuta a rendere [’infor­
mativa e ad acquisire il consenso degli interessati.

Il Tribunale ha ricordato che -  per evitare che si renda necessaria una duplicazione 
degli obblighi informativi e di acquisizione del consenso nelle ipotesi in cui il tirolare 
del trattamento decida di demandare a terzi la gestione dei dati -  è stata previsra la 
possibilità di nominare per iscritto un responsabile del trattamento, la cui legittima­
zione al trattamento discende dall’adempimento degli obblighi di legge da parte del 
titolare. Il giudice ha inoltre sottolineato come costituiscano dati personali anche 
quelli che, pur non consentendo una identificabilità diretta, possano rendere comun­
que idenrifìcabile la persona a cui si riferiscono, mediante l’aggregazione dei dati rela­
tivi al sesso, alla fascia di erà, alla regione e provincia di residenza e ad altre informa­
zioni (sentenza 11 marzo 2013, n. 826).

La Corte suprema di cassazione è intervenuta in una controversia relativa alla 
pubblicazione, nell’ambito di un dossier online relativo ad alcuni soggetti, formato 
da una società operarne nel settore delle informazioni commerciali, della notizia del 
fallimento di una società nella quale essi avevano ricoperto il ruolo di soci e di con­
siglieri di amministrazione, in epoca precedente alla dichiarazione di fallimento. Il 
Garante aveva accolto il ricorso degli interessati e, per [’effetto, disposto il divieto di
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rendete ulteriormente disponibile l’informazione relativa alla dichiarazione di falli­
mento della società laddove figurasse direttamente associara agli interessaci (11 feb­
braio 2010, doc. web n. 1705084).

In una arcicolata motivazione, olcre a confermare la legittimità del provvedi­
mento opposco, il giudice della nomofìlachia ha anche rammentato che la tutela dei 
dati personali comprende anche quelli già pubblici o pubblicati poiché colui che 
compie operazioni di accoscamento, comparazione, esame, analisi, congiunzione, 
rapporto o incrocio, può ricavare ulteriori informazioni e quindi un valore informa­
tivo aggiuntivo, non estraibile dai dati isolatamente consideraci, porenziaJmente 
lesivo della dignità dell’interessato, la quale costituisce valore sommo nel nostro 
ordinamento. Nella gerarchia dei valori costicuzionali, infacci, esso risulta premi­
nente rispecco all’iniziaciva economica privara di cui all’arc. 41 della Coscicuzione, 
che infarci non può svolgersi in modo da cecace danno alla dignità umana (1 sez. civ., 
sencenza 8 agosto 2013, n. 18981).

Nel corso del 2013 è, infine, pervenuca aH’Aucocità una sentenza resa nel 2005 
dalla Suprema Corte in tema di trattamento di dati personali nell’ambito di invesci- 
gazioni difensive finalizzate a far valere un diritto in sede giurisdizionale {più esat­
tamente, in sede di acbittato rituale). Con provvedimento del 19 febbraio 2002 
(doc. web n. 1063652) l’Autorità aveva affermato, tra l’altro, che il temporaneo dif­
ferimento del diritto dell’interessato ad opporsi al trattamento ed ottenere la cancel­
lazione dei dati è legittimo solo nel periodo in cui ciò potrebbe arrecare un effettivo 
pregiudizio per lo svolgimento delle investigazioni o per l’esercizio del dicicto; non 
appena ultimate le operazioni di raccolta e trattamento e versata la relativa docu­
mentazione nel giudizio (ivi compreso quello arbicrale), non vi è più cagione di ope­
rare un ulteriore rinvio dell’esercizio dei diritti dell’intetessato. Tale impostazione 
era stata confermata dal Tribunale di Bergamo. La Corte di cassazione, nel respin­
gere il ricorso, ha ritenuto che tale soluzione costruisca "un ragionevole e soddisfa­
cente punto di equilibrio tra gli interessi configgenti, quello dell’interessato e quello 
degli autori e committenti della raccolta e del trattamento di tali dati” (1 sez. civ. 
senrenza 15 luglio 2005, n. 15076).

17.5. L ’intervento del Garante nei giudizi relativi all’applicazione del Codice

Conformemente agli indirizzi giurisprudenziali e al parere espresso dall’Awocarura 
generale dello Stato -  che si è pronunciata in rermini favorevoli alla costituzione in 
giudizio del Garante, ritenendo essenziale che l’Autoricà possa far valere le proprie 
ragioni, a tutela unicamente dell’interesse pubblico, tenendo conto delle sue specifi­
che e caratteristiche funzioni -  il Garante ha limitato la propria attiva presenza, nei 
giudizi che non coinvolgono direttamente pronunce dell’Autorità, ai soli casi :n cui 
sorge, o può sorgere, la necessità di difendere o comunque far valete particolari que­
stioni di diritto.

In quesco quadro, l’Autorità ha comunque seguito con attenzione tutti i conten­
ziosi nei quali non ha ritenuto opportuno intervenire, chiedendo alle avvocature 
distrettuali dello Stato di essere comunque informata sullo svolgimento delle vicende 
processuali e di riceverne comunicazione in merito agli esiti.
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L’attività ispettiva e le sanzioni

18.1. La programmazione dell'attività ispettiva

L'attività ispecciva è lo strumento istrutcorio necessario per accertare in loco situa­
zioni di fatto che devono essere oggerto di valutazione da parte deH’Autorità in rela­
zione a specifici casi. Essa però è spesso utilizzata anche con lo scopo di acquisire cono­
scenze in relazione a fenomeni nuovi in vista di una successiva regolazione da parte del 
Garante attraverso i cc.dd. provvedimenti generali.

Le ispezioni, 411 nel 2013 (cfr. sez. IV, tab. I), sono state effettuate sulla base di 
programmi ispettivi semestrali secondo linee di indirizzo stabilite dal Collegio con 
delibere di programmazione che indicano gli ambiti del controllo e gli obiettivi 
numerici da conseguire. Le linee generali della programmazione dell’attività ispet­
tiva vengono quindi rese pubbliche attraverso il sito web del Garante (cfr. newsletter 
n. 369 del 14 febbraio 2013 e n. 376 del 2 agosto 2013) e, sulla base dei criteri così 
fissati, l’Uffìcio individua i titolari dei trattamenti da sottoporre a controllo e istrui­
sce i conseguenti procedimenti.

Il programma relativo al primo semestre 2013 ha previsto che l’attività ispettiva 
fosse, tta l’altro, indirizzata nei seguenti settori:

- grandi banche dati pubbliche: per controllare i trattamenti di dati personali 
effettuati da enri previdenziali, mediante i propri sistemi informativi, e dal­
l'amministrazione finanziaria, mediante il sistema informativo della fiscalità 
(cd. Anagrafe tributaria). Questa attività è condotta con continuità da 
diversi anni con lo scopo di garantire che gli accessi ai dati contenuti in que­
ste enormi banche dati gestite da soggetti pubblici avvenga solo ed esclusi­
vamente nel rispetto dei presupposti fissati dal legislatore e che vengano 
costanremente aggiornate le misure per prevenire qualunque forma di vio­
lazione della sicurezza dei dati;

- Fascicolo sanitario elettronico: (attività differita al fine di tenere presente i 
recenti sviluppi normativi) per rilevare l’impostazione dei trattamenti di 
dati personali effettuati dagli enti pubblici in relazione all’istituzione del Fse 
che rappresenta lo strumento di raccolta e di condivisione delie informa­
zioni e dei documenti clinici afferenti al cittadino, generati dai vari attori 
del sistema sanitario;

- telemarketing. per accertare la liceità dei trattamenti di dati personali effettuati 
anche mediante sistemi automatizzati, in relazione alle attività di marketing 
telefonico realizzata mediante cali center operanti anche all’estero. Questa atti­
vità si inserisce organicamente nel complesso di iniziative istruttorie con le 
quali l’Autorità si è preposta l’obiettivo di contrastate fenomeni di illecito 
trattamento dei dati connessi alle attività di marketing (che sono purtroppo 
ancora oggetto di frequente segnalazione);

- mobile remotepayment (sistema che consente l’acquisto di beni digitali quali 
ad es., quotidiani online, libri elettronici, giochi, etc. pagando con il credito 
telefonico): per verificare la correttezza dei trattamenti di dati personali 
effettuati da tutti i soggetti coinvolti nella gestione di sistemi di mobdepay­
ment (in particolare, gli operatoti Telefonici, che mettono a disposizione il
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crediro disponibile sulle schede prepagare o procedono all’addebko in bol- 
letra, nel caso degli abbonam enti; il gesrore deH’infrasrcurtura tecnologica  
arrtaverso la quale viene fornito il servizio che consente l’acquisto; i vendi­
to r i (cd. merchant)-,

- sistemi di informazione creditizia: pet rilevare, attraverso ispezioni presso i 
principali gestori delle banche dati privare in cui sono raccolte le informazioni 
utilizzare ai fini dell’erogazione del credito aJ consum o o com unque riguar­
danti l'affidabilirà e la puntualità dei pagamenti e presso alcune società che 
conferiscono dari all’interno dei sistemi informativi creditizi (cc.dd. parteci­
panti), il rispetto e l'attualità delle misure contenute nel codice di deontolo­
gia e di buona condotta allegato al C odice, sulla base di quanto disposto con  
il provvedimento dell’Autotità del 16 novembre 2004 .

C on riferimento, invece, al secondo semestre 2 0 13, oltre alla prosecuzione dei con­
trolli nei confronti degli enei previdenziali e deH’ammjnistrazione finanziaria, l’attività 
ispettiva di iniziativa è stata finalizzata ad accertamenti nell’am bito di:

- WiFi pubblico: per esaminare le modalità e le cautele attuate dai soggetti 
pubblici che offrono ai cittadini l’accesso gratuito ad internet mediante con­
nessioni WiFi, in particolare per quel che riguarda le misure di sicurezza 
im plem entate, la com pletezza delle informative sul trattamento dei dati, la 
rispondenza delle finalità del trattamento dei dati aJla natura pubblici del­
l’ente che fornisce il servizio e le m odalità e le garanzie con le quali gli enti 
pubblici hanno affidato i servizi ai soggetti privati che forniscono le infra­
strutture tecnologiche;

- violazioni di sicurezza (cd. data breach): per constatare il rispetto, da parte dei 
fornitori di servizi di com unicazione elettronica, delle recenti lince guida 
adottate dall’Autorità in materia di data breach (ptow . 4 aprile 2013, n. 1 6 1, 
doc. web n. 238 8 2 6 0 ), con particolare riferimento alla corretta gestione delle 
violazioni di sicurezza verificatesi e al rispetto degli obblighi di com unicazione 
sia nei confronti delle persone i cui dati sono stati violati, sia nei confronti del 
Garante che è chiamato ad effettuare una immediara valutazione sulla viola­
zione e sulle contromisure adottate dal fornitore per attenuare le possibili con­
seguenze negarive per gli interessati;

- attivazione di servizi non richiesti a seguito di interazione con inserzioni pub­
blicitarie Online (cd. banner)-, per appurare la correttezza dei trattamenti di 
dati personali effettuati da società che offrono servizi a pagamento attivati a 
seguito dell’interazione dell’utente con collegam enti pubblicitari (banner) 
inseriti all’interno di applicazioni o pagine web. In particolare, con tale atti­
vità, tuttora in corso, si intende verificare se siano state implementate m oda­
lità di attivazione dei servizi non rispettose della volontà degli interessati con 
conseguente trattamento illeciro dei rispettivi dari personali;

- recupero crediti: per riscontrare, alla luce deirintensificarsi di segnalazioni 
concernenti le modalità operative utilizzate dagli operatori del sertore, l’ade­
guamento da parte di questi ultimi alle prescrizioni adottate dal Garante con  
il provvedimento generale del 30 novembre 2005 (doc. web n. 1213644). 
Con questa attività, tuttora in corso, il Garante, oltre ad analizzare la liceirà e 
la correttezza dei trattamenti effettuati, si propone di valutare l’attualità delle 
prescrizioni adottate nell’ottica di un loro eventuale aggiornamento.

C om e specificato al successivo paragrafo 18.3, nel periodo di riferimento sono  
state anche effettuate in diversi settori verifiche:

- sull’adozione delle misure m inim e di sicurezza da parte di soggetti, pubblici e 
privati, che effettuano trattamenti di dan sensibili;
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- concernenti l’adem pim ento deU’obbligo di nocificazione da parce di soggetti, 
pubblici e privad, individúan mediante raffronto con il registro generale dei 
trattamenti;

- sulla liceità e correttezza dei trattamenti di dati personali con particolare rife­
rimento al rispetto dell’obbligo di informativa, alla pertinenza e non ecce­
denza nel trattamento, alla libertà e validità del consenso, nei casi in cui que­
sto è necessario, nonché alla durata della conservazione dei dati nei confronti 
di soggetri, pubblici o  privati, appartenenti a categorie om ogenee. C iò, pre­
stando anche specifica attenzione a profili sostanziali del trattamento che spie­
gano significativi effetti sulle persone da esso interessate.

18.2. La collaborazione con la Guardia di finanza

A nche nell’anno di riferimento l’Autorità si è avvalsa della preziosa collaborazione 
della Guardia di finanza per lo  svolgim ento dell’attività di controllo, in applicazione 
del protocollo di in resa siglato nel 2005 . Al riguardo si fa rinvio a quanto nel dettaglio 
riferirò nelle precedenti edizioni (cfr., da ulcimo, Relazione 200 9 , p. 240  ss.), eviden­
ziando ancora una volta la meriroria attività svolta dal N ucleo speciale privacy, che ha 
provveduto direttamente ad effettuare gli accertamenti delegati, avvalendosi anche, 
ove necessario, dei reparti del Corpo territorialmente com petenti.

Sulla base della prassi operativa orm ai consolidata, le informazioni e i docum enti 
acquisiti neH’ambico degli accercamenti dal C orpo sono trasmessi all’Aurorirà per le 
successive verifiche in ordine alla liceità del trattamento e al rispetto dei princìpi 
previsti dalla legge.

N ei casi in cui sono emerse violazioni penali o amministrative, la Guardia di 
finanza ha provveduto a informare l’autorità giudiziaria com petente e ad avviare i pro­
cedim enti sanzionatoti amministrativi medianre la redazione della “conrestazione”, in 
conform ità alla legge 24 novembre 1981, n. 689.

Grazie alla sinergia ormai collaudata con il N ucleo speciale privacy della Guardia 
di finanza, il Garante utilizza un dispositivo di controllo flessibile ed articolato, in 
grado di integrare l’attività ispertiva svolta direrramenre dal com petente Dipartim ento  
dell’Autorità, consentendo così l’effettuazione, efficace e tempesriva, di turte le verifi­
che in beo che si rendono necessarie per garantire il rispetto della protezione dei dati 
personali su tutto il terrirorio nazionale.

È proseguita l’attività di formazione del personale del Corpo al fine di approfon­
dire la conoscenza delle disposizioni del C odice e dei provvedimenti deH’Autorità 
anche da parte del personale im piegato nei reparti territoriali, ordinariamente im pie­
gato in alrri servizi isricuzionali.

In questo quadro, sono stari realizzati due corsi presso la Scuola di polizia triburaria, 
denominaci “Collaborazione della Guardia di finanza con il Garante per la protezione 
dei dati personali”, cui hanno partecipato circa quaranta tra ufficiali e ispettori.

! 8 .3 . Iprincipali settori oggetto di controllo

Oltre a quanto già riportato al paragrafo 18.1, nel 2013  le ispezioni effettuate 
dall’Autorità hanno riguardato i titolari del trattamento che:

- hanno norificaro il Trattamento di dati che indicano la posizione geografica di 
persone od  oggetti m ediante una rere di com unicazione elettronica pec appu­
rare: se il trattamento riguarda clienti o  dipendenti; le modalità con le quali
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gli interessati vengono informati sol trattamento e ne viene acquisito il con­
senso (ove necessario); nel caso in cui il trattamento sia connesso all’uso di 
sistemi di localizzazione dei veicoli nell’ambito del rapporto di lavoro, il 
rispetto di quanto prescritto dal Garante nel provvedimento generale del 4 
novembre 2 011, n. 370 (doc. web n. 1850581) e di quanto stabilito all’art. 4 
dello Statuto dei lavoratori;
hanno notificato il trattamento di dati personali idonei a rivelare la vita ses­
suale o la sfera psichica degli interessati, per rilevare le modalità e le finalità 
del rtartamento nonché le misure di sicurezza adottate; 
forniscono servizi di comunicazione elettronica accessibili al pubblico su reti 
pubbliche di comunicazione, per verificare il rispetto di quanto stabilito dal- 
l’art 132 del Codice, con riferimento alla conservazione dei dati di traffico 
telefonico e telematico per finalità di prevenzione e accertamento de; reati 
(cd. data retentiori). In questa attività è stata posta particolare attenzione: alla 
verifica dei dati conservati; al rispetto dei termini tassativi di conservazione 
scabìlici dalla legge (il cui mancato rispetto, oltre a rendere illecito il tratta­
mento, è sanzionato amministrativamente sia in caso di superamento del ter­
mine che di conservazione per rempi inferiori a quelli stabiliti dall’art. 132 del 
Codice); alla corretta attuazione delle misure e degli accorgimenti prescritti 
dal Garante nd l’ambito del provvedimento del 17 gennaio 2008 (doc. web 
n. 1482111). Tra questi ricordiamo: la limitazione dell’accesso ai dati e ai 
locali dove gli stessi sono custoditi; il tracciamento delPatrivirà del personale 
incaricato di accedete ai dati; la conservazione separata dei dati e la loro can­
cellazione una volta decorso il termine di conservazione stabilito dalla legge; 
l’effettuazione di controlli interni sulla legittimità degli accessi ai dati da parte 
degli incaricati e l'adozione di sistemi di cifratura;
raccolgono dari personali ordine, con riferimento all’iscrizione di interessati ai
cc.dd. gruppi di acquisto, per accertare: la completezza delle informative rese 
agli inreressati; la correttezza delle modalità di acquisizione del consenso; la 
congruenza tra le finalirà indicate neH’informativa ed i trattamenti effettiva­
mente svolti sui dati;
sviluppano o distribuiscono applicazioni per dispositiv i mobili di comunica­
zione (cc.dd. “a p p i  per rilevare: i riattamenti di dati personali effettuati e le 
modalità attraverso le quali viene resa l’informativa agli interessati; la tipolo­
gia di dati raccolti al momento della registrazione dell’interessato a) servizio 
e, successivamente, al inomenro dell’israllazione dcW'app sul dispositivo e 
durante il suo effettivo utilizzo;
operano nel settore del marketing, con particolare riferimento ai trattamenti 
relativi alla profilazione degli interessati (cd. market profiling). In questo 
caso le verifiche hanno riguardato la tipologia dei dati raccolti, la comple­
tezza delle informative fornite agli interessati, la correttezza delle modalità 
utilizzare per raccogliere il consenso nonché l’effettuazione della notifica­
zione del trattamento;
prestano servizi di assistenza fiscale ai cittadini. Anche in questo caso le ispe­
zioni avevano come obiettivo quello di verificare le modalirà del trattamento 
dei dari, il risperto degli adempimenti previsti dalla normaciva e, in partico­
lare, le misure adotrate per garantire agli interessati che i dati fossero accessi­
bili solo alle persone specificamente autorizzate e, più in generale, fossero 
adottate tutte le misure di sicurezza;

- operano in ambito sanirano. In questo caso si è data particolare attenzione al 
controllo delle modalirà del trattamento con riferimento alle informative for-



Camera dei D eputati -  1 5 3  - Senato  della Repubblica

XVII LEGISLATURA — DISEGNI DI LEGGE E RELAZIONI — DOCUMENTI — DOC. CXXXVI N. 2

nite agli interessaci e alla corretta acquisizione del consenso richiesto dalla 
legge per il trattamento di dati idonei a rivelare lo stato di salute, nonché alla 
corretta gestione degli archivi (sia cartacei che informatizzati) in cui sono 
custoditi i dati sanitari;

- gestiscono sale giochi ove sono installati sistemi del tipo videolottery, con par­
ticolate riferimento alla verifica degli obblighi di informativa e consenso degli 
interessati i cui dati vengono raccolti dagli operatori talvolca per molteplici 
finalità (ad esempio fidelizzazione e marketing);

- forniscono servizi per il recupero di anni scolastici, con particolare riferimento 
al rispetto degli adempimenti connessi al l’informativa che deve essere resa ai 
sensi deU’arr. 13 del Codice all’atto della raccolta dei dati degli iscritti e alla 
manifestazione del consenso, quando necessario;

- gestiscono concessionarie “plurimarca” pet la vendica di autoveicoli, al fine di 
appurare il rispetto della disciplina con particolare riferimento ai profili del­
l’informativa resa agli interessati nonché al consenso degli stessi, ove necessario;

- offrono servizi di intrattenimenco ed effettuano trattamenti mediante sistemi 
di videosorveglianza, per verificare il rispetto di quanro prescritto dal Garanre 
con il provvedimento generale in materia di videosorveglianza dell'8 aprile 
2010 (doc. web n. 1712680).

Particolarmente rilevante per complessirà e significatività di risulcaro è stata l’arti- 
vità condocta nei confronti dei gestori delle grandi banche dati pubbliche, ¡’Agenzia 
delle entrate, con riferimento al sistema informativo della fiscalità (Anagrafe tributa­
ria), e i’Inps.

Nel primo caso (Agenzia delle entrare) le verifiche ispettive hanno avuto ad oggetto 
l’acquisizione di informazioni necessarie per la definizione delle misure e degli accor­
gimenti che l’Autorirà ha prescritto, in base aH’arr. 17 del Codice, a seguito della veri­
fica preliminare richiesta dalla stessa Agenzia in relazione aH’awio dell’attività di pro- 
filazione dei contribuenti ai fini dell’accertamento sintetico del reddito delle persone 
fisiche di cui all’art. 38, commi 4 e 5, del d.P.R. 29 settembre 1973, n. 600, modifi­
cato dail’art. 22 del d.l. 31 maggio 2010, n. 78, convertico, con modificazioni, dalla 
1. 30 luglio 2010, n. 122 (cd. redditomerro) (dr. supra par. 4.7).

Con riferimento invece all’Inps, gli accercamenri banno riguardato le modalità 
con le quali l’ente gestisce l’accesso da parte degli utenti esterni all’isriruro (patro­
nati, c.a.fi, liberi professionisti, etc.) ai dati contenuti nel proprio sistema informa­
tivo, al fine di rilevate profili di criticità delle procedure, nell’ottica di incremenrare 
le garanzie affinché i dati degli interessaci siano effettivamente oggetto di tratta­
mento solo ed esclusivamente su loro delega e per la fornitura delle prestazioni 
richieste, in questo caso, come per l’Anagrafe tributaria, una gescione oculata della 
sicurezza degli accessi, la loro tracciabilità e la rigorosa definizione dell’ambito del 
tratcamenco consentito alle migliaia di ucenti abilitaci costituiscono elementi essen­
ziali per ridurre al minimo i rischi di utilizzi impropri da parte degli utenti abilitati 
di banche dati di particolare rilevanza e dimensioni quali sono sicuramente quelle 
degli enti previdenziali e deJl’Anagrafe tributaria.

Sono stari effettuati altresì controlli nei confronci di specifici titolari del tratta­
mento per esigenze istruttorie connesse alle segnalazioni, ai reclami e ai ricorsi per­
venuti all’Aurorità.

In relazione a quanto emerso dagli accertamenti, sono state effetruare numerose 
proposre di adozione di provvedimenti inibitori e/o prescrizioni per conformare il trat­
tamento alla legge, a fronre delle quali l’Autorità, come riportato nel prossimo para­
grafo, ha adottato alcuni provvedimenti particolarmente significativi per i cittadini.
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18.4. / provvedimenti adottati dall’Autorità a seguito dell’attività ispettiva

Attraverso le ispezioni l’Autorità svolge una penetrante attività istruttoria che può 
essere finalizzata, a seconda dei casi, a uno o più dei seguenti obiettivi:

- intervenite sui trattamenti illeciti da chiunque effettuati adottando i provve­
dimenti cautelari previsti dalla legge (blocco e divieto) e/o definendo le 
misure da prescrivere per tendere il trattamento conforme alla legge (contra­
sto dell’illecito);

- verificare lo stato di attuazione delle prescrizioni adottate dal Garante nei 
diversi contesti e sanzionare gli eventuali inadempimenti al fine di prevenire 
futuri illeciti (attività preventiva);

- acquisire tutti gli elementi urili a comprendere nuovi fenomeni emergenti che 
impattano notevolmente sul diritto alla protezione dei dari personali degli 
inreressari (ad es., il tema del mobile remote payment) in modo da definire 
tempestivamente le misure e gli accorgimenti che devono essere adottati da 
rutti i soggetti che sono coinvolti nei trattamenti (attività conoscitiva).

Occorre tenere presente che, al di là della/e finalità che la sottendono, l’ispezione 
è pur sempre un procedimento amministrativo di controllo all’esito del quale, ove 
vengano accertate illiceità, l’Autorità è renura ad adottare i necessari provvedimenti 
per rendete il rrarramenro conforme alla legge e a conrestare le sanzioni evenrual- 
menre rilevare. •

Con riferimento all’anno 2013, tra i provvedimenti più rilevanti adottati dal 
Garanre sulla base degli elementi isttutrori acquisiti in sede ispettiva, si segnalano, in 
ordine cronologico, i provvedimenti con i quali il Garante ha:

- dichiarato illecito il trattamento dei dati personali mediante un sistema di 
videosorveglianza effettuato, per finalità an ti taccheggio presso un esercizio 
commerciale, da parte di soggetti non autorizzati ad effettuate tale attività 
(sulla base di quanto previsto dall’art. 134, r.d. 18 giugno 1931, n. 773 
Tulps), la cui osservanza costituisce presupposto di liceità del trattamento 
(prow. 17 gennaio 2013, n. 16, doc. web n. 2291893);

- dato specifiche prescrizioni a soderà esercenti l’attività di fornitura di ser­
vizi di comunicazione elettronica accessibili al pubblico su reti pubbliche di 
comunicazione, in relazione alla verifica del mancato rispetto delle misure 
e degli accorgimenti da adottare a garanzia degli interessati, con riferimento 
ai dati di traffico telefonico e telematico che tali soggetti devono conservare 
per finalità di accertamento e repressione dei reati (cd. data retention), già 
prescritti dall’Autoricà con il prowedimenro generale del 17 gennaio 
2008 (doc. web n. 1482111), successivamente integrato con il provvedi­
mento generale del 24 luglio 2008 (doc. web n. 1538237) (prow.ti 21 feb­
braio 2013, n. 74, doc. web n. 2338534 e 3 otrobre 2013, n. 429, doc. web 
n. 2740948);

- dichiarato illeciro il trattamento dei dati personali effetruato da una società 
mediante l’utilizzo di telecamere e di un sistema di geolocalizzazione installati 
sui veicoli aziendali, anteriormente alla conclusione dell’accordo con le rap­
presentanze sindacali, con la conseguente inutilizzabilità dei dati tratiati in 
violazione di legge ai sensi dell’art. 11, comma 2, del Codice (prow. 7 marzo 
2013, n. 103, doc. web n. 2471134);

- disposto il divieto del trattamento dei dati personali acquisiri da una società 
mediante apparaci di ripresa occultaci all’interno di un rilevatore di fumo e di 
una lampada d’allarme nonché dichiarato illeciro il craccamenco dei dati per­
sonali effettuato in generale dalla scessa sociecà a mezzo del siscema di video­



Camera dei D eputati -  1 5 5  - Senato  della Repubblica

XVII LEGISLATURA — DISEGNI DI LEGGE E RELAZIONI — DOCUMENTI — DOC. CXXXVI N. 2

sorveglianza in quanto effettuato senza accordo con le tappresentanze sinda­
cali, né l'autorizzazione del competente ufficio periferico del Ministero del 
lavoro, in violazione quindi degli artt. IN  del Codice e 4, I. n. 300/1970 
(prow. 4 aprile 2013, n. 164, doc. web n. 2439178);

- dichiarato illecito il trattamento dei dati personali mediante un sistema di 
videosorveglianza effettuato da titolari del trattamento, pubblici e privati, 
in assenza dell’accordo con le rappresentanze sindacali e dell’autorizzazione 
del competente ufficio periferico del Ministero del lavoro, in violazione 
quindi degli arte. 1 14 del Codice e 4, I. n. 300/1970 (prow.ti 18 aprile 
2013, nn. 199 e 200, doc. web nn. 2476068 e 2483269; 4 luglio 2013, n. 
335, doc. web n. 2577227, n. 334, doc. web n. 2577203, n. 336, doc. web 
n. 2578071; 18 luglio 2013, n. 361, doc. web n. 2605290; 5 settembre 
2013, n. 385, doc. web n. 2683203; 12 settembre 2013, n. 398, doc. web 
n. 2705679; 30 ottobre 2013, n. 483, doc. web n. 2851973 e n. 484, doc. 
web n. 2908871);

- disposto il divieto del trattamento dei dati personali acquisiti, per finalità di 
profilazione e marketing, in assenza del rilascio di un’idonea informativa e 
deH’acquisizione del necessario consenso, da parte di una soderà esercenre 
l’attivicà di fornitura di servizi di comunicazione eletttonica accessibili al 
pubblico su reti pubbliche di comunicazione (prow. 3 ottobre 2013, n. 430. 
doc. web n. 2745497);

- dichiarato illecito il trattamento dei dati personali effettuato da un enre pub­
blico per aver consentito la messa a disposizione e consultazione del fascicolo 
personale di una dipendente, contenente in parricolare dati personali idonei 
a rivelare lo stato di salute dell’intetessata, a soggetti non designaci incaricati 
del craccamenro, in violazione degli artt. 1 1, comma 1, lett. /1), 20. commi 1 
e 2, e 22, commi 3 e 5, del Codice (prow. 24 ottobre 2013, n. 469, doc. 
web n. 2799174);

- stabilito, nell’ambito di una verifica preliminare richiesta dall’Agenzia delle 
entrate, le misure e gli accorgimenti a garanzia dei diritti degli interessaci sul 
craccamenco di dari personali effettuato dall’ente richiedente ai fini dell’accer- 
ramenco sintetico del reddito delle persone fisiche di cui aJl’art. 38, commi 4 
e 5, d.P.R. 29 settembre 1973, n. 600 (cd. redditomerro), modificaco dall’arc.
22 del d.l. 31 rnaggio 2010, n. 78, convercico, con modificazioni, dalla 1. 30 
luglio 2010, n. 122 (prow. 21 novembre 2013, n. 515, doc. web 2765110);

- viecaro a una sociecà il rratcamenco dei dati personali raccolti ordine, con fina- 
licà di inrermediazione tra domanda e offerta di lavoro, in quanto risultavano 
effettuati in violazione di legge in assenza dell'autorizzazione prevista dal 
d.lgs. n. 276/2003 e sulla base di un’informativa inidonea (prow. 5 dicembre 
2013, n. 547, doc. web n. 2865637);

- adottato uno schema di prowedimento recante “Prowedimenco generale in 
materia di trattamento di dati personali nell’ambito dei servizi di mobile 
remotepayment”, soccoponendo a consulcazione pubblica (prow. 12 dicembre 
2013, n. 561, doc. web 2830145).

In moki dei prowedimenci sopra cicaci l’Autoncà, accercata la violazione di 
norme del Codice per le quali la legge prevede una sanzione amminiscraciva, ha 
awiaco anche un procedimenco sanzionarono. In diversi casi inoltre l’Autorità, rile­
vando condotte punire come reato, ha disposto anche la trasmissione degli acci alla 
competente Procura della Repubblica.
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18.5. L'attività sanzìonatoria del Garante

18.5.1. Le violazioni penali e i procedimenti relativi alle misure m inim edi sicurezza
Nell’anno 2013, in relazione alle istruttorie effettuate, sono state inviate 71 segna­

lazioni di violazioni penali all’autorità giudiziaria di cui:
- ventinove per la mancata adozione delle misure minime di sicurezza;
- ventitré per violazioni della 1. n. 300/1970 (Statuto dei lavoratori), ora punite 

come reato dall’art. 171 del Codice;
- cinque per trattamento illecito dei dati;
- tre per inosservanza di un provvedimento del Garanre;
- due per falsità nelle dichiarazioni e notificazioni al Garante;
- nove in relazione ad altre violazioni penali.

Come dimostrano i dati sopra riportati (cfr. tab. 7), permangono numerose le vio­
lazioni delle misure minime di sicurezza; ciò nonostante si tracci di adempimenti di 
non particolare complessità, in vigore da più di dieci anni, che dovrebbero essere scaci 
oramai “metabolizzaci” sia dalle imprese che dagli enei pubblici. Deve essere nuova­
mente segnalata la ormai indifferibile esigenza di aggiornare il “Disciplinare tecnico in 
materia di misure minime di sicurezza”, All. B al Codice in vigore dal 2003, le cui pre­
scrizioni appaiono in buona parte non più adeguate allo stato dell’evoluzione tecnica, 
anche alla luce della ormai consistente esperienza maturaca dalTAutorità in sede di 
controllo. Tale revisione dovrebbe essere ispirata a criteri di semplificazione, rispetto 
ad adempimenti di natura prettamente burocratica oggi previsti dalle disposizioni, e 
di maggiore effettività delle misure, prevedendo adeguati accorgimenti cecnici che 
inrervengano in modo progressivo in funzione della quantica e della quaJicà dei daci, 
nonché della complessicà della scrurrura cecnologica ucilizzara e del numero di incari­
cati che vi hanno accesso.

Al di là dei risvolti sanzionatori, occorre sottolineare che la mancata osservanza 
delle disposizioni relative alle misure minime di sicurezza è particolarmente grave per­
ché espone, almeno potenzialmente, i daci personali degli interessati all’accesso da 
paice di persone non autorizzate e a trattamenti non consentiti, intaccando il naturale 
affidamento degli inreressati nei confronti del titolare del trattamenco.

Sorto il profilo procedurale, nel caso in cui venga rilevaca una violazione di una o 
più delle misure minime di sicurezza (specificatamente previste dal disciplinare tecnico 
sulle misure di sicurezza All. B al Codice), in base al disposto dell’art. 169, comma 2, 
del Codice, il Garante impartisce una prescrizione alla persona individuata come 
responsabile della predetta violazione e, successivamente, verificato il ripristino delle 
misure violate, ammette il destinatario della prescrizione al pagamento del quarto del 
massimo della sanzione prevista (pari a 30.000 euro). L’adempimento alla prescrizione 
ed il pagamento della somma vengono comunicati all’autorità giudiziaria competente 
per le valutazioni in ordine all’estinzione del reato.

Come per l’anno precederne, anche nel 2013 si è avuca una notevole incidenza del­
l'accertamento di violazioni penali relacive allo Statura dei lavoracori connesse, nella 
maggior parte dei casi, alTinscallazione di sisremi di videosorveglianza in assenza delle 
garanzie previste dall’art. 4, comma 2, 1. n. 300/1970. Occorre tenere presente che la 
disciplina previsra dallo Statuto e relativa all’utilizzo di impianri audiovisivi e di altre 
apparecchiature per finalità di controllo a discanza dell’accivicà dei lavoratori (an. 4) e al 
divieto di indagini sulle opinioni ai fini dell’assunzione (arr. 8), costituisce ormai parte 
inregrame delle disposizioni del Codice (arrr. 113 e 114) ed è sanzionata dall’arr. 171.

L’enncà delle violazioni accertate in quesro settore dipende:
- dalla circostanza che pervengono all’Autorirà numerose segnalazioni da parte 

di dipendenti o di organizzazioni sindacali;
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- dalla coscituzione, a partite dall’aprile del 2011 (v. p. 117 della Relazione 
annuale 2011) di una specifica unicà organizzativa che cura anche queste 
istruttorie che presuppongono quasi sempre un accertamento in fatto per 
il quale si rende necessario lo svolgimento di ispezioni in beo (effettuate sia 
directamente dall’Ufficio che dal Nucleo speciale privacy della Guardia di 
finanza).

18.5-2. Le sanzioni amministrative
Il darò relativo ai procedimenti sanzionatori amminisrrativi nell’anno 2013 (850; 

cfr. sez IV, tab. 6) atresra una rilevante crescira delle violazioni (+ 47%  rispetto al 2012).
Per apprezzare compiutamente questo dato occorre tenere presenre che all’acceila­

mento delle violazioni amministrative previste dal Codice può procedere:
- il personale dell’Ufficio del Garanre addetto airattività ispettiva a cui, sulla 

base di quanto previsto dall’art. 156, comma 9, del Codice, nei limici del ser­
vizio cui è descinaco e secondo le rispettive atcribuzioni, è attribuita la quali­
fica di ufficiale o agente di polizia giudiziaria;

- chiunque rivesta, nelFesercizio delle proprie funzioni, la qualifica di ufficiale
o agente di polizia giudiziaria, in base a quanto previsto dall’art. 13, I. 24 
novembre 1981, n. 689.

L’art. 13, I. n. 689/1981 prevede: “Gli organi addetti al controllo sull’osservanza 
delle disposizioni per Ja cui violazione è ptevista la sanzione amministrativa del 
pagamento di una somma di denaro possono, per l’accercamento delle violazioni di 
rispettiva competenza, assumere informazioni e procedere a ispezioni di cose e di 
luoghi diversi dalla privata dimora, a rilievi segnaletici, descrittivi e fotografici e ad 
ogni altra operazione tecnica [...]. All’accertamento delle violazioni punite con la 
sanzione amministrativa del pagamento di una somma di denaro possono procedere 
anche gli ufficiali e gli agenti di polizia giudiziaria”.

I procedimenti sanzionatori iniziano, pertanto, con la contestazione in relazione 
ad istruttorie effettuate ditettamence dall’Autorità ma anche sulla base di accetta- 
menti effettuati autonom am ente da corpi dello Stato quali la Guardia di finanza, i 
Carabinieri, la Polizia di Stato che possono accertare le violazioni amministrative in 
materia di protezione dei dati personali in occasione di attività svolte sulla base dei 
ptopti poteri, anche di polizia giudiziaria. Questo “doppio hinario’ risulta comples­
sivamente efficace, considerata l'amplissima platea di soggetti tenuti all’osservanza 
delle tegole previste dal Codice, che tenderebbe velleitario un sistema di accerta­
mento delle violazioni accentrato solo neU’Autotità.

L’assicurazione di una uniformità di giudizio e di interprecazione è peraltro assi­
curata, in quanto la legge affida invece al solo Garante il compito dell’applicazione 
delle sanzioni in tutti i casi nei quali, a seguito dell’accertamento, il contravventore, 
non avvalendosi della possibilità di definire il procedimento con il pagamento entro 
sessanta giorni dalla notifica del doppio del minimo della sanzione, decida di pro­
seguire il procedimento medesimo inviando scritti difensivi o chiedendo l’audi­
zione. In tutti questi casi è infetti l’Autorità a prendere la decisione finale circa l’ap­
plicazione della sanzione adotrando l’atto finale dell’otdinanza ingiunzione, quanti­
ficandone l’importo o l’atchiviazione.

Le violazioni in relazione alle quali sono stati avviati procedimenti sanzionatori nel 
2013 hanno riguardato (cft. sez. IV, tab. 6):

- l’omessa o inidonea informativa -  art. 161 (n. 476);
- il trattamento illecito amministrativo — art. 162, comma 2-bis (n. 277);
- l’omessa adozione delle misure minime di sicurezza di cui all’art. 33 del 

Codice -  art. 162, comma 2 -bis (n. 24);
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- l’utilizzo illecito dei daci delle persone ¡scritte al Registro pubblico delle oppo­
sizioni per finalità di marketing -  art. 162, comma 2-quater (n. 19);

- l’omessa informazione o esibizione al Garante -  art. 164 (n. 18);
- l’inosservanza di un provvedimento del Garante -  art. 162, comma 2-ter 

(n. 17);
- l’omessa o incompleta notificazione — are. 163 (n. 12);
- la conservazione di dati di traffico telefonico e telematico per un tempo supe­

riore a quello stabilito daH’arc. 132 del Codice -  art. 162-bis (n. 7).
Un approfondimento merita il dato relativo alle 277 violazioni di cui all’art. 162, 

comma 2-bis che si è definito “trattamento illeciro amministrativo”. La disposizione 
prevede una sanzione pecuniaria, da 10.000 a 120.000 euro in relazione alla violazione 
delle disposizioni di cui all’arc. 167. Quest’ulcima disposizione, a sua volta, richiama 
numerose disposizioni del Codice, estremamence eterogenee, e, in particolare, gli actc: 
17 (verifica preliminare), 18, 19, 20, 21, 22, commi 8 e 11 (disposizioni concernenti 
il trattamento dei dati da parte di soggetti pubblici), 23, 25, 26, 27 (disposizioni con­
cernenti il trattamento dei daci da parce dei soggetti privati), 45 (crasferimenci all’e- 
scero viecaci), 123, 126, 129 e 130 (disposizioni specifiche per le comunicazioni elec- 
croniche). Nel 2013 le violazioni concernenci il “cratcamenco illecito amminiscrativo” 
accercace hanno riguardato:

- in 179 casi, la violazione del consenso deH’inceressaco in rapporto agli artt. 
23 e 130 del Codice;

- in 36 casi, violazioni commesse da enti pubblici (nella maggior pane dei 
casi comunicazioni o diffusioni di daci non sensibili senza i necessari pre­
supposti di legge o regolamento);

- in 51 casi, violazioni commesse da enti pubblici con riferimento a daci sensibili;
- in 8 casi, violazioni delle misure e degli accorgimenti prescrirci dal Garante 

nell’ambico di una verifica preliminare sulla base dell’arc. 17 del Codice;
- in 3 casi, violazioni commesse da soggecci privaci in relazione al cratcamento 

di daci sensibili o giudiziari.
Analizzando i daci scaciscici sopra riporrari si può rilevare che:

- in senso assoluco, anche per l’anno di riferimenro, il maggior numero di 
violazioni accertate ha riguardato l’obbiigo di fornire all’interessato cucce le 
informazioni sul trattamento dei daci, al fine di renderlo pienamencc con­
sapevole deN’effectivo utilizzo dei suoi dati personali; ciò si spiega alla luce 
del facco che l’obbligo di informativa coscicuisce l’adempimenro più gene­
rale previsco dal Codice;

- sommando le violazioni riguardanci il consenso dell’interessaco (n. 179) a 
quelle relacive all’ucilizzo illecico dei dati delle persone iscritte al Registro 
pubblico delle opposizioni per finalità di marketing {n. 19), si arriva :id un 
totale di circa 200 violazioni commesse da soggetti privaci che hanno utiliz­
zato i dari personali dei clienti senza (o contro) la volontà degli interessaci. 
Nella gran parte dei casi quesre violazioni attengono a trattamenti effettuaci 
da aziende per finalità di marketing e rientrano in quel fenomeno definito 
marketing selvaggio in relazione al quale pervengono centinaia di segnala­
zioni di cittadini disturbati in particolare da chiamate indesiderare sulle 
proprie utenze telefoniche.

Infine appare opportuno evidenziare il numero di violazioni in maceria di conser­
vazione di daci di craffico relefonico c edematico da parce dei fornicori di servizi di 
comunicazione electronica accessibili al pubblico per finalità di accertamento e repres­
sione dei reati; si trarra di dati molto delicati ai quali si può accedere solo in forza di 
specifici decreti adottati dall’autorità giudiziaria nell’ambito delle indagini penali.
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Seppure non eievaro in termini assoluti (11. 7 conrestazioni), il darò è rilevante se si 
tiene conto dell’esrrema specificità di tale violazione, dell’elevata incidenza in relazione 
al numero di controlli effettuati (n. 12), della regolamentazione specifica e dettagliata 
prevista dal Codice e dai provvedimenti del Garante che evidentemente non sono stari 
ancora compiutamente attuari dagli operatori del setcote.

1 procedimenti che non si sono chiusi con il pagamento spontaneo da parte del 
contravventore (e sono stati quindi definiti con ordinanza dall’Autotità) sono stati 
527. Di questi 420 hanno comportato l'applicazione di una sanzione (per un 
ammontare complessivo di somme ingiunte pari a 4.709.400 euro) e 107 si sono 
invece conclusi con l’archiviazione in quanto la parte ha potuto dimostrare nel pro­
cedimento di non aver commesso la violazione contestata o che la violazione non 
era a lei imputabile.

Tra le ordinanze più rilevanti adottate si segnalano, per rilevanza economica, quella 
nei confronti di una primaria società internazionale che opera nel setcore della pubbli­
cità online e delle ricerche web, in relazione all’omessa informativa agli interessati in 
conseguenza di una raccolra di dari attuata sistematicamente su tutto il territorio 
nazionale (ordinanza di ingiunzione del 18 dicembre 2013, n. 583, doc. web n. 
2954309) e quelle nei confronti di due importanti società italiane operanti nel settore 
della fornitura di servizi per il marketing, in relazione aJl’utilizzo illecito di ingenti ban­
che dati per finalità di marketing (ordinanza di ingiunzione del 10 gennaio 2013, n.
6, doc. web n. 2438949 e ordinanza di ingiunzione del 5 dicembre 2013, n. 549, doc. 
web n. 2954335). Fattore comune di queste ordinanze è srata l’applicazione della san­
zione, prevista dall’art. 164-bis, comma 2 , del Codice, a seguito dell’accerramento di 
plurime violazioni commesse in relazione a banche dati che possono essere qualificare 
“di particolare rilevanza o dimensioni”, in armonia con i criteri e i principi già illu­
strati nella Relazione annuale 2012 (cfr. p. 265).

Per quanto invece riguarda ¡’interpretazione degli aspetti giuridici, si citano i 
seguenti casi.

- Propaganda elettorale: i trattamenti di dati personali nell'ambito di propa­
gande elettorali, benché possano essere in senso lato assimilati alle comuni­
cazioni commerciali rradizionali e al marketing, hanno una propria specificità 
di cui il Garante ha tenuto conto nel provvedimento generale adottato il 7 
setrembte 2005 (doc. web n. 1165613), attualizzato varie volte e, da ultimo, 
con provvedimento del 10 gennaio 2013, n. I (doc. web n. 2181429). 
L’Autorità ha definito i casi nei quali non è necessario richiedere il consenso 
degli elettoci per l’invio del materiale di propaganda. In particolare, è stato 
confermato che il consenso è necessario in caso di utilizzo di particolari 
modalità di comunicazione elettronica come sms, mms, e-maile per telefo­
nate pre-regisrrate e fax, in virtù di quanto previsto daJI art. 130 del Codice. 
In questo ambito l’Autotità ha applicato la sanzione prevista dall’art. 162, 
comma 2-bis, del Codice, in relazione all’invio di sms di propaganda elet­
torale da parte di un candidato alle elezioni regionali ad una persona che 
aveva manifestato, in maniera espressa e specifica, la propria opposizione al 
crarramenro. In assenza di un docum entato consenso dell’interessato, il trat­
tamento dei suoi dati personali è risultato illecito, indipendentemente dal 
fatto che i dari urilizzari (in questo caso il numero di cellulare) fossero srati 
reperiti sul web, o acquisiti neH’espletamento dell’atcività istituzionale 
(prow. 21 febbraio 2013, n. 78, doc. web n. 2462289). Il Tribunale di 
Milano, pur riducendo in sede di ricorso l’ammontare della sanzione irro­
gata, con la sentenza del 4 dicembre 2013 ha pienamente confermato 1 im­
postazione dell’Aurontà.
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Notificazione dei trattamenti di geolocalizzazione: in ragione del fatto che la 
maggior patte dei siscemi gps, utilizzati per la geolocalizzazione, funziona 
mediante l’utilizzo di una scheda telefonica tramire la quale, inviando un sms, 
si ateiva il localizzatore, indicando la posizione del mezzo sul quale è appli­
cato, questa modalità sostanzia, così come specificato al punco 2 del parere del
23 aprile 2004 (doc. web n. 993385), il requisito della continuici di funzio- 
namenco, acceso che il siscema è in grado di fornire la posizione del mezzo (e, 
di regola, quantomeno indirettamente, deH’interessato) su cui è applicato il 
localizzatore in qualsiasi momento (cfr. provv. 18 dicembre 2013, n. 604, 
doc. web n. 2954181).
I trattamenti di dati personali efferruari per mezzo di un sistema di vidcosor- 
veglianza dal libero professionista persona fisica: quando il ttaccamento di daci 
personali viene effenuaro, quale titolare, da una persona fisica nell’ambito 
della propria artivicà professionale non sussistono infatti le finalità esclusiva­
mente personali che consentirebbero di escludere il rrarramento dall’ambiro 
di applicazione del Codice ai sensi dell’art. 5> comma 3, così come illustrato 
anche al punro 6.1 del provvedimento generale sulla videosorveglianza adot­
tato da] Garante l’8 aprile 2010 (doc. web n. 1712680) (prow. 21 marzo
2013, n. 146, doc. web n. 2922669).
Documenrazione del consenso al rracramenro dei dati personali in ambito 
sanitario: i trattamenti di dati personali idonei a rivelare lo sraco di salure 
efferruari dagli esercenri le professioni sanitarie e dagli organismi sanitari 
pubblici rientrano rra quelli per i quali il Codice richiede il consenso infor­
mato degli interessati; in tale ambito sono previsre specifiche modalirà sem­
plificate per rendere l’informariva agli interessati medesimi ed acquisirne il 
consenso (art. 77). In particolare, rispetto alla regola generale che richiede 
la forma scritta per il rilascio del consenso al trattamento di dati sensibili 
(att. 23, comma 4), l’art. 81 del Codice prevede che il consenso in ambito 
sanitario possa essere manifestato anche oralmente ma che, in tal caso esso 
debba essere documentato, anziché con atro scritto deU’inreressato, con 
annotazione scritta dell’esercenre la professione sanitaria o dell’organismo 
sanitario pubblico. L’Autorità ha, dunque, chiarito il rapporto di genere a 
specie esistente era la disposizione di cui all’art. 23, che, in quanto norma 
di carattere generale, individua gli elementi atti a connotare un valido con­
senso, e l’arc. 81 che, ne) caso di traccamenci in ambico sanicario, specifica 
le modalità con cui questo debba essere raccolto, applicando la sanzione 
prevista dall'art. 162, comma 2-bis nei confronti di un organismo sanitario 
che aveva omesso di documentare l’acquisizione del consenso degli interes­
sati secondo quanro previsto dall’art. 81 del Codice (prow. 22 maggio
2013, n. 254, doc. web n. 2616474).
Artivicà di marketing e vincolo di finalità: l’utilizzo di dati provenienti da pub­
blici registri, elenchi, acti o documenti conoscibili da chiunque può avvenire 
senza il preventivo consenso degli interessati, purché nel rispetto dei limiti c 
delle modalità stabilite dalla legge (are. 24, comma 1, lect. c), del Codice); tra 
questi rientra, in particolare, il cd. vincolo di finalità, in base al quale i dati 
possono essere raccolti e registrati per scopi determinati, espliciti e legittimi e 
possono essere utilizzati in altri trattamenti in termini compatibili con tali 
scopi, tenuto conto del dettato dell’arc. 11, comma 1, lett. b), del Codice. Il 
caso riguardava una società che aveva inviato e-mail promozionali ritenendo 
erroneamente che i dati tratti da un elenco pubblico (estrapolato dal sito 
dell’Ordine degli avvocaci) potessero essere liberamente utilizzati per finalità


