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Nel testo si ipotizza ['abolizione dell’obbligo per i tirolari di notificare i tractamenti
di dari personali, sostituito da quello di nominare un data protection officer (inca-
ricato della protezione dari, secondo la rerminologia della direttiva 95/46/CE) per
rutei 1 soggerti pubblici e per quelli privati al di sopra di un certo numero di dipen-
denti (per detcagli sull’iter delle proposte modifiche v. infra pac. 19.1).
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| 16 La trattazione dei ricorsi

16.1. 1 profili generali

E difficile riassumere in una sola parola il senso complessivo del lavoro svolto nello
scorso anno. Se si guarda al numero complessivo dei ricorsi trattati ¢ all'insieme dei
cerni affronradi, i termini “assestarnenro” e “consolidamento” sembrano 1 pili nspon-
denti alla realca complessiva. Il numero delle decisioni adotrate, duecentoventidue (cfr.
sez. IV, rab. 4 ¢ 5), ¢ stato pressoché uguale all’anno precedente e le tipologie princi-
pali dei procedimenti instauratci corrispondono grosso modo agli ambiri intorno ai
quali da diversi anni si concenerano la maggior parte dei fascicoli in traccazione (e che
saranno oggetro di specifico esame nei paragrafi successivi).

Uno sguardo pill approfondiro (che tenga conto non solo del contenuro imme-
diaro delle richieste formulate, ma anche delle ragioni sostanziali che muovono i ricor-
renci) permette perd di cogliere un filo rosso (a volte curioso, sicuramente sorpren-
dente) che consente di ricondurre molte vicende esaminate alle varie sfaccetcature
determinate da quel complesso di azioni e reazioni che va sotro il nome (riassuntivo e
semplificatorio) di “crisi economica globale”. Ne sono testimonianza, prima di :uto,
1 numerosissimi ricorsi rivold nei confronri delf'intera galassia degli isticuti di credico
e delle sociera finanziarie. In un quadro di persistente crisi economica appare, infatd,
di escrema importranza disporre di uno strumento di rurela capace di assicurare (in
tempi celeri e con minimo esborso di denaro) la possibilita di ricostruire il quadro
complero dei rapporti bancari che fanno capo ad una persona singola o ad un'impren-
dicore individuale (o alle posizioni riconducibili ad un defunto, grazie alle pocen-ialira
racchiusc nel disposto dell’arc. 9, comma 3, del Codice). Larc. 7 del Codice diventa
cosi scrumenro per ricostruire Passerto e 'evoluzione di parrimoni e rapporti bancari
personali, familiari, imprenditoriali, ed & spesso il punto di partenza pec conrestare le
condizioni contracruali dei rapporti in essere con il sistema creditizio o, pili in detra-
glio, per verificare la congruira degli interessi praricati.

Pit spesso le potenzialica di acquisizione di dari e informazioni.messe a disposi-
zione dal Codice sono lo scrumento indispensabile per verificare la liceica del tratra-
menco operato pell’'ampio setrore della centralizzazione dei rischi di crediro e in quello
ancora piit esteso delle banche dati che forniscono elementi di informazione sulle
imprese (e piti specificamente sulle persone ad esse preposte), sulla corretrezza ¢ rem-
pestivira di queste nell’onorare le scadenze dei pagamenti e, pili in generale, sulla loro
affidabilicd economica.

Non & un caso, quindi, che otmai da anni, il Garance sia diventaro un punto di
riferimento in questa matetia grazie agli orientamend espressi in relazione, in partico-
lare, al settore (assai ampio) che comprende j tracramenti effercuari presso i sistemi di
informazioni creditizie, la Centrale dei tischi della Banca d'lralia e Ja Centrale d'al-
larme interbancaria.

Se quello descritto & il profilo positivo e fisiologico dell'utilizzo della normativa
sulla protezione dei dati personali a tutela delle posizioni degli arrori “deboli™ del
sistema economico, in un momento di crisi economica diffusa, aon si puo perd sot-
racere che gli stessi scrumenti a volte appaiono usati in modo sccumentale per finalica
prevalentemente dilatorie. Su questo confine, a volte conrrassegnato da chiaroscuri, si
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deve esercicare i} seaso di responsabilitd dell’Autorita, chiamara a fornire interpreta-
zioni ¢ ad adottare decisioni che salvaguardino le effettive esigenze di tutela degli inte-
ressati senza dimenticare perd le ragioni delle imprese e le necessita di turela del
sistema bancario ¢ finanziario in genere.

16.2. Uno sguardo ai dats statistict

Una conferma di questo panorama generale si desume anche dall'analisi det dau
statistici riferiti al 2013, sia prestando attenzione alla tipologia di decisioni adottate,
sia con riguardo alle categorie di tirolari del tratramento.

Dal primo punto di vista, si conferma con assoluta evidenza l'alto numero di
decisioni di non luogo a provvedere (pari al 60% del totale), cio¢ di procedimenti
conclusisi con il soddisfacimento, nel corso dell'istruttoria, delle richieste degli inte-
ressati/ricorrenti (procedimenti spesso imperniati su quelle istanze di accesso a dai
e informazioni economico-finanziarie cui sopra si & fatto rifecimento) (cfr. sez. IV,
tab. 4). Una percentuale cosi significaciva di procedimenti conclusisi celermente e
positivamente senza dubbio depone a favore dell'utilica ¢ dell’cfficacia dello srru-
menro del ricorso, anche se, di riflesso, segnala ancora la persistenza di ambiu di
“resistenza” da parte dei titolari del tracramento o (quantomeno) di non conoscenza
dei diritai previsti e rurelad dall’are. 7 del Codice, tenendo conto, peraltro, che l'at-
tivazione del ricorso dinanzi all’Autorid & passaggio necessatiamente successivo
rispetco alla proposizione di un apposito interpello rivolto previamente al soggetro
detentote dei dati.

Sul piano della tipologia delle decisioni va comunque sotolineato un incremento
significativo dei casi di accoglimento {rotale o parziale) delle richieste dei ricorren
(cfr. sez. IV, tab. 4). Spesso dietro queste vicende si celano istanze arricolate (non esclu-
sivamente imperniate su semplici domande di accesso) che artestano una ormai dif-
fusa conoscenza dell’ampio ventaglio delle situazion giucidiche soggettive ricono-
sciute dalla disciplina di protezione dei dari personali.

Non meno significativo ¢ lo sguardo alle principali caregorie di citolari del trat-
tamento (cfr. sez. 1V, tab. 5). Pur nella grande varierd di ambici (praticamente I'in-
fero spercro immaginabile dei soggetti pubblici e privari) emergono in modo evi-
dente le macro-categorie (banche e sociera finanziarie, sistemi di informazioni cre-
ditizie, alcri archivi cencralizzari reladvi alla verifica della affidabilira delle impresc)
che sono gia state indicate in apertura di questo paragrafo. E a conferma della “sen-
sibilica” dell'ampia casistica dei tractamenti di dati pecsonali connessi allo svolg-
mento dell’artivita economica, va notato anche il numero significativo di procedi-
menti activat nei confrond dei datori di lavoro pubblici e privati (circostanza que-
sta che trova conferma anche dal panorama che si ricava dalle segnalazioni e dai
reclami pervenuri in questa materia: cfr. par. 11.4). E una casistica che riflecce le dif-
ficold occupazionali del momento, che evidenzia le dinamiche conflirruali diffuse
nelle fabbriche e negli uffici e che pone spesso in luce, rispetco all'urilizzo delle
nuove tecnologie, il rapporco complesso fra rurela della riservatezza e della dignica
dei singoli e Je esigenze dell'impresa.

Non pud essere sottaciuto, in conclusione, il persistenre flusso, gia segnalato lo
scorso anno, di ricorsi che vengono turrora propost {in veste di “interessari”) da
societa commerciali ed enti vari, non ancora consapevoli che le modifiche normarive
(intervenute alla fine del 201 1) alle nozioni di “intetessato” e di “daro personale”, con-
tenure nell'art. 4 del Codice privano ormai questi soggetri della possibilica di urilizzare
gli scrumendi di rurela previst dal Codice, di cui proprio negli ultimi anni erano state
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colte le potenzialicd. E un fenomeno che va messo in luce, se non altro per segnalare
al legislatore e alle associazioni di cacegoria, il rischio insito in alcune proposte di
modifica notmativa che, in nome di una malintesa semplificazione, possono sottrarre
ulceriori ambii della vita economica (in primis quelle degli imprenditori individuali)
alle tucele specifiche della normativa in materia di protezione dei dati personali, ripor-
tando in un'area di opacita i tratcamendi di dari personali che interessano le realea
imprenditoriali (specie piccole e medie) rispetto al grado di trasparenza alle scesse assi-
curaco dalla disciplina previgence.

16.3. I profeli procedurali

La variecd dei temi e dei soggetti implicati nella trattazione dei ricorsi e la stessa
“elasticica” di molte delle posizioni giutidiche contemplate dall’are. 7 del Codice ha
portato da sempre ad un urilizzo ampio dello stcrumento del ricorso che, lungj dall’es-
sere solo il rimedio al mancato, positivo esercizio del diritto di accesso, ha finito per
costituire spesso una sorta di “cavallo di Troia” per utilizzace i rimedi (e [a tempistica)
prevista in materia di protezione di dari personali al fine di “esplorare” e influenzace la
decisione di profili pili propriamente pertinend ad aleri ambiti dell’ordinamento giu-
ridico. In questo senso vanno evidenziate le non poche decisioni che hanno permesso
di fare luce su diversi aspetti procedurali (a volte anche inedit) fissando quindi i
“paletti” dell'area potenzialmente interessata dall’utilizzo dello strumento ricorso.

Vanno anzitutro ricordate le decisioni cbe hanno messo in luce alcuni profili
rispetro ai quali il legislacore ha espliciramente escluso la possibilita di urilizzare Io stru-
menco del ricorso. In un caso (provv. 27 giugno 2013, n. 324, doc. web n. 2615218)
veniva in gioco I'installazione di un impianro di videosorveglianza a tucela di un’abi-
tazione privata che riprendeva perd una zona soggeta al wansico dell'interessato/
ricorrente: in tale fattispecie va fatto riferimento al significacivo disposto dell’arc. 5,
comma 3, del Codice, secondo cui “il tracramenco di dati personali effettuaro da
persone fisiche per fini esclusivamente personali & soggetro all’applicazione del pre-
sente Codice solo se i dati sono destinati ad una comunicazione sistemarica o alla
diffusione”. Ne deriva che situazioni analoghe a quella rappresentara, in cui possono
darsi ingerenze nella vita privara di singoli, (non rientrando nell'ambito di applica-
zionc del Codice) non possono (neanche) costituire oggetro di richieste ex art. 7, né
rantomeno di proposizione di ricorso. '

Profilo diverso & quello affrontato nella decisione del 21 febbraio 2013, n. 83
(doc. web n. 2413109) concernente una richiesta di “integrazione” dei dati perso-
nali dell'interessato contenuti in un'informativa redarea da ufficiali di polizia giudi-
ziaria e rivolra alla procura della Repubblica. Si tratra di fattispecie che, ai sensi del
combinaro disposto degli arcr. 8, comma 2, lete. A) e 53 del Codice, tientra fra i rrat-
tamenti svolti da “organi di pubblica sicutezza [...] per finalita di [...] prevenzione,.
accerramento e repressione dei reati” per i quali non ¢ possibile ucilizzare lo stru-
mento di tutela di cui agli arte. 145 ¢ ss. (interpello preventivo e successiva, even-
tuale, proposizione del ricorso).

Lampia casistica relariva al 2013 ha messo in luce anche alcune situazioni nelle
quali i ricorsi sono stari dichiarad inammissibili in quanco proposti da soggerti non
legictimati o rivold a soggetdi che di tale particolare strumento di rutela non pos-
sono essere destinacari. E il caso della decisione del 6 giugno 2013, n. 285 {doc. web
n. 2603890) con la quale, in riferimento ad una richiesta di accesso a informazioni
pertinenti ad una controversia in materia bancaria, I'Auroricd ha avuro modo di sot-
tolineare che, ai sensi dell’art. 147 del Codice, il ricorso pud essere proposto esclu-
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sivamente nei confronti del “rirolare del crattamenro” e non anche del soggerto qua-
lificato formalmente come “responsabile” ai sensi dell’art. 29 del Codice (come
avvenuto nel caso di specie).

Interessanre anchc la vicenda, decisa il 28 novembre 2013, n. 539 (doc. web n.
2943920) nella quale I'Autorica ha ricenuto inammissibile il ricorso proposto da un
curatore (privo pert di espressa procura) nell'interesse di un soggetco inabilitaco. Cid,
seguendo un ormai consolidato oriencamenco della Corte di cassazione secondo cui
“I'inabilirato pubd stare in giudizio come actore e come convenuto con I'assistenza del
curarore [...] acteso che il curatore ha isticuzionalmente solo funzioni di assistenza €
di supporro, non di rappresentanza o di sostituzione processuale del suo assistiro, cui
spettano le manifestazioni di volont processuale” (Cass. civ., sez. |, n. 5359/1992).

Significative e ricche di spunni procedimenrali sono state anche le diverse pronunce
incentrace sull’esercizio del diricto di accesso ai dati riferiti ai defunti (che abbiamo gia
segnalato come efficace strumento per I'impostazione o la risoluzione di complesse
controversie eredirarie). Basti ricordare al riguardo le decisioni del 6 giugno 2013, n.
289 {doc. web n. 2605463) e del 26 settembre 2013, n. 419 (doc.- web n. 2745548)
che hanno permesso di metcere in luce 'ampia platea dei soggetti che possono avere
titolo a richiedere le informazioni riferite al defunto, atteso il disposto dell'arc. 9,
comma 3, del Codice che legitrima “chi ha un interesse proprio, o agisce a turtela del-
Iinteressato o per ragioni familiari meritevoli di protezione”, formula di evidente
ampiezza che, in particolare, & svincolata dalla configurazione in capo all'interessato
della qualica di erede.

Non si pud sorracere che l'utilizzo di questa ampia possibilita di accesso (innestata
sulle gia segnalate rilevanti potenzialica deil'art. 7 del Codice) ha dato luogo a forme
di abuso e a richieste di tipo esplorativo che hanno comportato oneri significarivi (si
pensi al caso degli istituti di crediro). E stata cosi riaffermara {provv. 21 novembre
2013, n. 525, doc. web n. 2936729) la proposta di superare la rendenziale gratuita
dell'esercizio del diritro di accesso, dando atruazione al disposto dell’ultima parte del-
Pare. 10, comma 8, de} Codice. Si trata di tema delicato, cbe porra essere oggeto di
approfondimento, cui I'Autorita si & fino ad ora accostata con doverosa prudenza e con
riferimento al solo ambico dei sistemi di informazioni creditizie.

16.4. La casistica piit significativa

Merita ora passare rapidamente in rassegna alcuni degli ambiti pili significarivi
interessan dai ricorsi nel 201 3. Lelenco (come detro, parziale) mira a segnalare alcuni
provvedimenti che, in ragione della loro valenza generale, possono fornirc urili indi-
cazioni ai sogget(i interessati ad artivare le tutele di cui all'are. 7 del Codice in relazione
ad ambiu analoghi.

Lo sviluppo delle tecnologic e la diffusione di apparecchiature informariche a
curt i livelli e per wurri i tipi di arrivica ha ovviamente moldiplicato le possibilica di
tracramento dei dati personali e il relativo contenzioso. Va pero evidenziato che i
ricorsi proposti in questa materia nell'ultimo anno si sono concentrati su un asperto
che in passato era stato piu volce all'attenzione del Garante: la possibilira di accedere
ai cd. dari dj rraffico. Le norme di riferimento sono rappresentate, come noto, dagli
artt. 123 e 132 del Codice, che prevedono un'articolara tempistica di conservazione
di cali dati e delimitano in modo puntuale fa possibilita di avervi accesso. La consa-
pevolezza della parricolare delicatezza di queste informazioni (tenuco conto delle
garanzie che assistono la liberca e segretezza delle comunicazioni) e dei diversi sog-
getti che possono essere interessati da una medesima comunicazione (abbonari e
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utenti chiamati o chiamanti) giustifica una disciplina che &, sul punto, attenta ¢ giu-
stamente restrittiva. Disciplina che perd non appare molto conosciuta, come dimo-
strano diversi ricorsi che sono stati dichiarati infondati in quanto formulati con rife-
rimento a iporesi che si pongono al di fuori dei limiti consentiti dal cicato are. 132.
A tal proposito, si pud ricordare la decisione del 28 febbraio 2013, n. 90 (doc. web
n. 2414766) relativa ad una richiesta di dati di traffico telefonico gid piutcosto risa-
lenci nel tempo. Nel caso di specie, infati, la richiesta riguardava informazioni
rispetro alle quali era gia crascorso il termine massimo di conservazione di venciquar-
rco mesi e, inoltre, Jistanza non era stara formulata con riferimento alle finalica di
accerramento ¢ repressione dei reati. Quest'ultimo, indispensabile elemento sta alla
base dell’infondarezza anche del ricorso deciso il 26 settembre 2013, n. 421 (doc.
web n. 2746125). In ral caso i dari risulavano ancora conservari dall’operatore
telefonico ma, essendo gi decorsi i sei mesi previsti per la conservazione dei dari a
fini di facrurazione ed essendo la richiesta connessa a profili di rurela concracruali (o
comungque civilistica), si esulava dalle previsioni del citato arc. 132.

Va infine ticordara la decisione dell’11 aprile 2013, n. 194 (doc. web n. 254:4003)
che ha visto il positivo esito di una richiesta di accesso a dari di tipo relematico, neces-
sari all'inceressaro al fine di chiarire i sospetri relarivi all’accesso fraudolento da parte
di rerzi alla propria casella di posra eletcronica.

Si & gid avuro modo di sotrolineare come sia questo 'ambiro risperro al quale & per-
venuco il maggior numero di ricorsi anche nel 2013. Cid, considerando, natural-
mente, questo sctrore in una accezione larga che comprende non solo le istanzc speci-
ficamente rivolre nei confront degli isticuai di crediro {con parricolare tiguardo all’e-
sercizio del diricco di accesso), ma anche cutti i procedimenti rivolti (olrre che nei con-
fronti delle banche) nei riguardi dei soggetri (con funzioni di gestione di banche dad
o di conrrollo sulle stesse) che svolgono il ruolo di ritolari del trarramento dei dati con-
servatt in alcuni delicati archivi, sia pubblici, sia privaci. Il riferimento, nawralmente,
¢ alla Centrale dei rischi istituica presso la Banca d'ltalia, alla Centrale d'allarme inter-
bancaria, ma anche e sopracrucro, ai soggetri gestori dei sistemni di informazioni credi-
tizie, cui tureora i indirizzano numerosi ricorsi in relazione al delicato ambico del “cre-
dito al consumo”. Si tratta peraltro di micro sectori caratrerizzan da specifiche norma-
tive (primarie /o secondarie) o disciplinace, come nel caso dei sistemi di informazioni
creditizie, da fonti acipiche come i codici di deontologia e buona condorta che stabi-
liscono le modalica di trattamento e la cempistica di conservazione delle informazioni.
Sono questt i parametri di riferimento cui il Garante si richiama nell’esaminare questi
ricorsi e nel verificarne la liceita dei relativi crattamenti (cfe. provv. 11 aprile 2013, n.
193, doc. web n. 2542632 e provv. 17 otrohre 2013, n. 465, doc. web n. 2925010).

Al di |3 dei procedimenti che hanno fatro riferimento alle problematiche interpre-
tative di questo complesso di disposizioni (risperto ai quali nell'anno trascorso non
sono emersi profili innovartivi ma sostanzialmente una riproposizione di temi sui quali
st sono ormai consolidati gli orientamenti del Garante) vi sono perd da segnalare
alcuni casi che hanno portato all’attenzione dell’Aurorita problemariche diverse, ¢ in
parte, nuove. In particolare, la decisione del 17 otrobre 2013, n. 463 (doc. web n.
2914255) ha permesso di affrontare per la prima volra il tema dell’accesso alle infor-
mazioni trattate nell’ambito delle operazioni (normalmente effercuace con I'ausilio di
appositi programmi informarici) di cd. credst scoring, ciot il calcolo matemarico che
precede e {in misuca rilevante) condiziona la possibile concessione di un finanzia-
mento o (come nel caso di specie) il tilascio di una carta di credito. Nel casc in esame,
Ja societa emirttente la carma (che ne aveva negato l'attivazione all'inceressato) nel corso
del procedimento ha integrato le proprie comunicazioni e, venendo incontro alle
cichieste del icorrente volte a conoscere sulla base di quali specifiche informazioni si
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era formularo un giudizio “negativo” nei suoi confrond, ha precisato quali daai ave-
vano concorso al calcolo del credit scoring, che, nel caso di specie, era risultaro inferiore
a quello minimo stabilito dalla sociera per 'emussione del prodorro richiesto.

Interessanti, su altro versante, sono poi due decisioni (del 14 febbraio 2013, n. 70,
doc. web n. 2413087 e del 30 occobre 2013, n. 493, doc. web n. 2929960) con le
quali UAuroritd ha avuro la possibilica di confrontarsi con il tema del cd. furro d'iden-
ticd (realcd purtroppo in costante espansione, tanco da frenare in modo significacivo lo
sviluppo delle transazioni online). Anche in questo caso si & poruta cogliere l'urilica del-
Pesercizio del diritro di accesso ai dati personali che ha permesso di ricostruire le infor-
mazioni da cui la rruffa subita dall’'inceressato ha avuro inizio, actraverso l'acquisizione
dei dari (solo parzialmente corrispondenti al vero) riportati sui documenti d'idencica
concraffacci della vitrima del raggiro.

In relazione al giornalismo, 'anno 2013 ha confermato in picno come ormai la
quasi roralicd delle vicende sottoposte al vaglio de!l’Autori attenga al giornalismo
online, o riguardi 'ambito televisivo, o interessi il settore, in rapidissima espansione,
degli archivi storici digicali delle tescate giornalistiche (accessibili gratuitamente e, in
alcuni cast, docari di una profondica temporale di decenni). Da questo punco di vista
& anche largamente cambiara Ja tipologia di contenzioso che si affronca. Sono sem-
pre meno numerose le vicende che vengono porrtate all'attenzione dell’Autorira per
valurazioni sui “contenuri” delle notizie dace {profili peraltro che un’aurorica ammi-
nistraciva, per quanto indipendence come il Garante, ha sempre esaminaro con pru-
denza, considerate le parricolari guarentigie costituzionali di cui Wll'are. 21 Cost.),
mentre si molaplicano le iportesi in cui il tractamento dei dati e, in particolare, le
disposizioni del codice di deonrologia e buona condorra del sertore giornalistico ven-
gono messe in discussione in relazione alle modalita (sorto il profilo della cocretcezza
e liceira delle stesse) con le quali, grazie alle nuove tecnologie, le norizie vengono
acquisite, tratcate e diffuse. Se questo & gia il nuovo fronte dell'informazione, che
supera barriere spazio-temporali e professionali (aprendo una rinnovaca stagione al
giotnalismo d'inchiesta anche acrraverso irruzione del “cirizen journalion™), non
meno rilevanti sono le problemariche {ormai sotroposte al vaglio del Garante con fre-
quenza pressoché quoridiana) legate alla persistenza sulla rete interner ed alla connessa
facile reperibilica (in ragione dell’azione dei mototi di ricerca) di norizie, anche molto
tisalenti nel tempo, che possono contenere informazioni (in alcuni casi molto delicace
o comunque quasi sempre negative). Tali notizie, inizialmente giustificate da un cor-
receo esercizio del diritto di cronaca, poi sicuramente legittimate nella loro conserva-
zione da esigenze di memoria storica, finalizzata ad assicurare anzituto Ja liberea di
informazione nonché di studio e ricerca, non di rado, perd, riverberano (per un tempo
indefiniro) un influsso negativo e spesso condizionante sulla vica e le aspecrative future
di molte persone (che pur possono essere state protagoniste con un ruolo “negativo’
di vicende giudiziarie o di cronaca). In questo senso, gta da alcuni anni YAutoriti, con
una serie numerosa ¢ rilevante di decisioni. ha indicaro (significativamente seguita
dalla giurisprudenza) la strada della deindicizzazione dei conrenuti contestati come
strada maestra per assicurare il giusto contemperamento fra le diverse esigenze (ed j
connessi valori) sopra evidenziate e le istanze {pressanti e comprensibili) di rante per-
sone comuni che, riassumendo nel concetto evocativo di “diritto all’oblio”, Je ansie e
le negarivica indotre da una “esposizione telematica” continua e incancellabile, haano
spinto ['Autorita ad intervenire su questa materia.

Fra le tante decisioni adortrate in mareria, si possono segnalare quelle del 24 aprile
2013, n. 224 {doc. web n. 2547890) e del 18 dicembre 2013, nn. 597 e 600 (doc.
web nn. 2957134 e 2956995) (cfr. par. 9.5). Se questi esemnpi riflettono un orienta-
mento ormai consolidato, cui sembra peraltro corrispondere un atteggiamento colla-

Trattamenti in ambito
giornalistico e archivi
online
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borativo sempre pilt diffuso da parte degli edicori, non bisogna trascurare i casi (pit
complessi e delicati) nei quali 'Autorird, oltre al profilo della persistenza in rete degli
articoli ormai insetiti negli archivi storici. ha affrontato il problema della pubblica-
zione di dad avvenura in modo illecito, in particolare, in violazione delle disposizioni
contenute nel codice deontologico di settore, con riferimento, ad esempio, alla diffu-
sione di informazioni, anche dertagliate, sullo stato di salute di una persona (provv. 12
dicembre 2013, n. 578, doc. web n. 2956950) o con riguardo alla pubblicazione di
dati identificativi di minori coinvolt, seppure indirettamente, in gravi fatd di cronaca
(provv. 18 dicembre 2013, n. 594, doc. web n. 2957346).

Per quanto non attinente alla materia del giornalismo, va infine segnalata una deci-
sione (provv. 21 novembre 2013, n. 516, doc. web n. 2914227) che & strectamente
connessa alla mareria della deindicizzazione degli articoli dai morori di ricerca. [n que-
sro caso, oggerro delle richieste dell'interessato non era un “pezzo” giornalistico, bensi
un’interrogazione parlamentare contenente dari giudiziari (molro risalenti nel tempo
e superati da successivi sviluppi processuali) del ricottente. Pur cratrandosi formal-
mente di una declararoria di inamamissibilica (in ragione della pertinenza dell’awrivicd
in questione con lo svolgimento delle funzioni parlamentari assistite nell'ordinamento
da una “indipendenza guarentigiata nei confronti di qualsiasi altro potere”), la vicenda
ha coinciso con un ripensamento della Camera dei depuraci sulle modalica di tracra-
mento di tali questioni. | competenti organi della Camera hanno, infard, adorrato
apposice disposizioni procedurali incerne (cfr. Deliberazioni dell’Ufficio di Presidenza
n. 46/2013 e n. 53/2013, Procedura in ordine a richieste concernenti dati personali
contenud in atti patlamenrari) che, recependo linee interprerative e metodologiche gia
ucilizzare in conresti simili {(deindicizzazione di notizie disponibili negli archivi storici
online delle principali testate giornalisriche), hanno offerto anche a queste particolari
faccispecie una wurela efferuva e adeguara.
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17 Il contenzioso giurisdizionale

17.1. Considerazioni generals

Come riferito nella Relazione 2012, il d.Igs. n. 150/20] 1 con I'art. 34 ha abrogato
I'arc. 152 del Codice — con I'eccezione del comma 1 —, derrando all’arc. 10 nuove
regole procedurali concernenti le controversie in materia di applicazione delle dispo-
sizioni del Codice in materia di protezione dei daci personali. In particolare, I'art. 34
ha abrogaro anche il comma 7 dell'art. 152, che prevedeva espliciamenre 'obbligo
della norifica al Garante dei ricorsi proposti ditettamente davanti all’autorica giudizia-
ria, non coinvolgenti le pronunce dell’Autorira.

Tale abrogazione concinua a far sencire i suoi effetti negativi sul numero delle noti-
fiche relative a tale tipologia di giudizi efferruace al Garanre, che in alcuni casi I'auto-
ticd giudiziaria ha continuaro a ritenere necessarie; a fronte dei 170 ricorsi notificati
nel 2011 e dei 78 nel 2012, nel 2013 sono stau nodficati all’Autoricd e da questa trat-
rari 32 ricorsi {cfr. sez. 1V, tab. 1).

Attesa I'accertara validicd di cale scrumento posto a disposizione degli interessati,
volto alla tutela giurisdizionale del diritto alla protezione dei dati personali in alterna-
tiva al ricorso presentato in sede amministrativa al Garante, attestata dal costante
aumento del numero delle nocifiche all’Autorita effettuate negli anni precedent,
assume quindi sempre maggiore rilevanza 'obbligo — purtroppo non sempre puntual-
mente adempiuto — per le cancellerie di trasmertere al Garante copia dei provvedi-
menti emessi dall'auroritd giudiziaria in relazione a quanco previsto dal Codice o in
materia di criminalitd informarica (art. 154, comma 6).

Tale scrumento, unitamente alle notifiche dei ricorsi proposti direttamente davanti
al giudice che l'aucorita giudiziaria riterra di effetcuare, porra consentire al Garante di
continuare ad avere conoscenza sull’evoluzione della giurisprudenza in mareria di pro-
tezione dei dati personali ¢ di svolgere il ruolo di segnalazione al Parlamento e al
Governo degli interventi normativi necessari per la tutela dei diritti degli interessati
(come previsto dall’art. 154, comma 1, lett. £), del Codice).

17.2. 1 profili procedurali

Lart. 152 devolve turce le controversie riguardanti ["applicazione del Codice, com-
prese quelle inerenti ai provvedimenti del Garante, all'autorita giudiziaria ordinaria
(comma 1), con ricotso da depositare nella cancelleria del Ttibunale del luogo ove ha
la residenza il titolare del trattamento f(art. 10, comma 2, d.Igs. n. 150/2011).

Una pronuncia ha affroneato il problema dell’individuazione del giudice territorial-
mence competente nel giudizio di opposizione a provvedimenti dell’Autorira nel caso
in cui il titolare del trattamento sia una societa avente una pluralita di filiali sul tetri-
torio nazionale (si rractava, nel caso di specie, di un imporrante istituro di credito).

Secondo 'art. 152, comma 2, del Codice, applicabile ratione temporis alla fattispe-
cie, “I'azione si propone con ricorso depositato nella cancelleria del Tribunale del
luogo ove risiede il titolare del traccamento”. 1l giudice ha repuraco che la disposizione
citata fosse Intesa a radicare la competenza rispetco al luogo di residenza del titolare
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“in concreto™ il verbo “tisiede” non evochetebbe una localizzazione in senso statico
del titolare, ma la localizzazione in senso dinamico del suo concreto operare. Assume-
rebbe rilievo infatd, dal punto di vista dell'interessato, il luogo in cui il trattamento
dei dati ¢ stato concretamente percepito. Tale incecpretazione & stata sostenuta anche
avuro riguardo alle finalica di rucela della normativa in mareria di protezione di daci
petsonali: sarebbe infari irragionevole costringere I'inceressato ad esercirare i propri
diritti non gia nel luogo in cui gli effetti del rracramento si evidenziano e, quindi rive-
tano la loro capacicd lesiva, bensi nel luogo, potenzialmente molto distanee, ove ha
sede il drolare del trattamento.

Sulla base di rali premesse, @ stato ritenuto corretto incardinare la controversia nel
luogo dove si trovava la filiale della banca che effettivamente aveva esercitaro il tratca-
mento dei dati della ricorrente, escludendo la competenza del tibunale del luogo ove
si crova la sede centrale dell'istituto (Trib. Carania, sez. distaccara di Pacernd, sentenza
10 giugno 2013, n. 1139).

La menzionata disposizione del Codice, secondo quanto si accennava, & stata suc-
cessivamente abrogata ¢ sostituira dall’are. 10, comma 2, d.Igs. n. 150/2011, il quale
la riproduce nella sostanza, anche se con diverso tenore testuale: “¢ competente il cri-
bunale del luogo in cui ha la residenza il ditolare del trattamento dei dati”. Tale modi-
fica dovtebbe definitivamente deporre a favore della competenza del tribunale del
Juogo dove si trova la sede legale della societd, con I'eccezione del caso in cui una sede
decentrata, per le particolari caratteristiche che la contraddistinguono, possa essere
considerara come auronoma ritolare del tratamento dei dati.

Due decisioni si sono occupate della competenza terriroriale nei casi in cui una
controversia in materia di protezione di dat personali si inserisca nell’ambito di un
rapporto di consumo: Parc. 33, lect. «), d.lgs. n. 205/2006 (cd. codice del consumo)
stabilisce infatti Ja competenza del giudice del luogo di residenza o di domicilio
elettivo del consumatore (derogabile contrattualmente ma, in tal caso, con presun-
zione di vessatorietd). Sulla scorra di una decisione della Corre di cassazione {ordi-
nanza 14 otrobre 2009, n. 21814), i giudici hanno affermaco che il foro previsto
dal d.lgs. n. 206/2005 prevale su quello individuato dal Codice, perché la soprav-
venienza del primo ha derogato al secondo (Trib. Chicti, sentenza 30 dicemhre
2012, n. 833; Trib. Roma, sentenza 18 giugno 2013, n. 12550). Souo questo pro-
filo, si rileva che - in applicazione del medesimo criterio cronologico indicarto dalla
Suprema Corte e confermaro nelle due pronunce citate — il successivo intervento da
parce del d.Igs. n. 150/2011 potrebbe allora indurre a modificare la soluzione pro-
spetraca nel senso della prevalenza del foro indicato dalla normativa in materia di
turela dei dau personali.

In tema di giurisdizione, analogamente a quanto accaduto nel 2012, 'Autoritd non
ha avuto notizia di ricorsi concernenti il rrartamento dei daci personali proposti avanti
al giudice amministiativo.

* Non si sono altrest riscontrate pronunce che hanno dichiarato un difetto di com-
petenza per mareria.

17.3. { profili di merito

Nel 2013 si sono riperute pilt decisioni emesse dall’autorita giudiziaria, nell’ambito
di giudizi nei quali non erano in discussione provvedimend adortrati dal Garante, con
riferimento alla divulgazione di dati personali di natura sensibile da parte di una p.a.
e il loro trattamento da parte di alcuni istituti di credito. Le fartispecie oggetro dei giu-
dizi concernevano lilliceira del riferimento da parre dell’ente pubblico erogatore, nella
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causale di accredito dei fondi confluiri nei conti correnti bancari dei ricorrenti, bene-
ficiari di presrazioni indennitarie, aJ titolo giustificativo costituto dalla | n. 210/1992
(concernente I'indennizzo a favore dei soggerti danneggiaci da complicanze di tipo
irreversibile a causa di vaccinazioni obbligatorie, trasfusioni e somministrazione di
emoderivaci) nonché la detenzione di rale dato da parte delle banche ove erano stan
aperti i conti. Gli istand chiedevano l'inibicoria della divulgazione di dadi personali
sensibili e il risarcimento dei danni subiti.

La maggioranza di tali pronunce hanno rigerraro le domande, avendo J'adito
Tribunale di Napoli escluso che I'enre pubblico avesse illeciramente propagaro i daci
sensibili porrandoli a conoscenza di soggerri indeterminati, essendosi invece limiraro
a trasmerterli attraverso una rere informarica ad accessibilica ristretra ad un unico sog-
getto, ovvero Visticuro di crediro ove era stato aperto il conto, che, essendo stato pre-
venrivamente autorizzaro sulla base del contrartco di conto corrente stipulato dall’in-
teressato, rivesce il ruolo, unitamente all’ente pubblico, di titolare del tratcamento cui
comperono le decisioni in ordine alle finalira, alle modalita del traccamenro dei dari
personali ed agli sccumenti wrilizzad, ivi compreso il profilo della sicurezza. In rali
casi, anche nei confronti degli isticuti di crediro il Tribunale non ha ritenuto dimo-
steato alcun illecito, essendosi verificaro che 'unica condotta della banca denunciara
come illecita dai ricorrenti ¢ provata per rabulas consisteva nella descrizione, effer-
tuara in esccuzione di un preciso obbligo contrattuale, della causale del bonifico
disposto dall’ente erogatore nei certificati di estratro conto inoltrati periodicamenre
alla medesima persona fisica a cui si rifecisce il daro personale (Trib. Napoli, sentenze
nn. 6383 e 6384 del 16 maggio 2013; in precedenza, sentenze nn. 12068 e 12098
dell’8 novembre 2012).

Pud aggiungersi che in passaro una sola pronuncia, emessa nel 2011 ma pervenuta

" a) Garante nel 2013, invece, ha accolwo il ricorso, evidenziando una diversic di orien-
tamento giurisprudenziale all'interno della medesima sezione del Tribunale di Napoli.
In tale decisione, il giudice, confermando che il riferimenco alla 1. n. 210/1992, con-
tenuro nella causale di accredito in relazione al pagamento dell'indennizzo previsto
dalla stessa legge, integra sicuramente un daro sensibile e che costituisce obbligo di
legge che i mandari di pagamento contengano la precisa indicazione dell'oggetro della
spesa, ha tutravia ritenuto che debba applicarsi I'art. 22, corama 6, del Codice, il quale
stabilisce che i dari sensibili debbano essere trattati, da parre dei soggerri pubblict, con
tecniche di cifratura o mediante |'utilizzo di codici identificativi o di alure soluzioni che,
consideraro il numero ¢ la natura dei dadi tractan, li cendano remporaneamente non
intellegibili anche a chi & autorizzaro ad accedervi (sentenza 7 giugno 2011, n. 7157).

A sostegno di questo orientamenro, il giudice ha citato il provvedimento del
Garante che, in un caso analogo, ha chiesto al Ministero dell’economia e delle finanze
di individuare una modalitd di pagamento piu rispettosa della riservatezza dei dau
sulla salute degli inreressar. )

Un'alera pronuncia ha riguardato la richiesta di risarcimento del danno (parrimo-
niale e non) nei confronti di due sociera operanti nel campo finanziario da paree della
persona titolate di una societa operante nel medesimo sertore e che aveva svolto Ja pro-
pria attivitd quale agente delle societa convenure, le quali avevano comunicato a sog-
getti terzi dati di natura giudiziaria relativi alla ricorrente. Lilliceita dei comportamenti
posti in essere dalle convenure era stara sancita dal provvedimento del Garante del 2
aprile 2008 (doc. web n. 1519711}, a seguito di reclamo dell’actrice. In particolate, il
Garante aveva rilevato che le comunicazioni lamenrare erano state effertuate in assenza
della prevista informativa ed erano eccedenti rispetro alle finalira perseguire. Il giudice,
nel valusare la sussistenza dei requisiti per il risarcimento del danno, ha ritenuto che,
ai fini della prova dell’an debeatur, debba ritenersi vincolante la pronuncia del Garante.
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Rispetto al guancum debeatur, ha ritenuto che la ricorrenre non avesse fornico
alcuna prova dei danni patrimoniali e non conseguiti, non potendosi considerare sus-
sistenre nella specie un danno in re fpsa, in adesione con I'orientamento della Suprema

Corte (Trib. Napoli, sencenza 12 febbraio 2013, n. 2036).

17.4. Le opposizioni ai provvedimenti del Garante

Lanno 2013 ha registrato una lieve flessione nella proposizione delle opposizioni a
provvedimenti dell’Autoricd: a fronte dei 73 ricorsi del 2012, nel 2013 sono state pro-
poste sessantasetce opposizioni (cfr. sez. 1V, tab. 1). Di queste, trencoteo si riferiscono
a opposizioni a ordinanze ingiunzioni, cosi registrando un aumento rispetco al 2012,
nel quale le impugnazioni di tale natura erano srare trentaquartro.

Complessivamence, I'’Aurorita ha avuto notizia di quacantuno decisioni dell'au-
torird giudiziaria relative a opposizioni a provvedimenti del Garance, che si & sem-
pte costiruiro in questi giudizi, tramite PAvvocatura dello Stato terricorialmente
competente.

Ventuno sentenze hanno avuro ad oggetto opposizioni ad ordinanze ingiunzioni;
in prevalenza, si & rratrato di violazioni dell’art. 13 del Codice (omessa o inidonea
informativa agli intetessati), talvolta unitamente alla mancara acquisizione del con-
senso ¢, piu raramente, ad alue violazioni della normativa in materia di protezione dei
dati personali.

Al riguardo, va rilevato che, risperco al 2012, si & manifestata una maggiore ten-
denza dei giudici a ridurre Fimporto delle sanzioni irrogate dall’Autorira.

Tra le opposizioni alle ordinanze ingiunzioni, due decisioni hanno riguardato prov-
vedimenti irrogand sanzioni in relazione a traccamend di immagini raccolte mediante
impiant di videosorveglianza, tispettivamente, in un'area portuale e presso una far-
macia. In encrambi i casi le valurazioni dell’Aurtoricd sono state confermare ed i
ricorsi rigetrati (Trib. Vibo Valentia, sez. distaccara di Tropea, sentenza 6 novembre
2012, n. 227; Trib. Piacenza, sentenza 23 maggio 2013, n. 368).

Anche in un alrro caso, inerente l'invio, da parte di una societd, di comunicazioni
indesiderare di carartere promozionale via fax in assenza di inforinativa e consenso, &
stato integralmente confermato il provvedimenro del Garanre (Trib. Padova, sentenza
4 aprile 2013, n. 877).

In tema di e-mail promozionali, il Tribunale di Milano ha confermaro l'ordinanza
ingiunzione emanara per sanzionare l'invio di tali comunicazioni senza che fossero
stati assolti gli obblighi di legge. Lorgano giudicante, peraltro, ha ritenuro di ridurre
la sanzione, avuro riguardo alle condizioni soggertive del trasgressore (una sociecd aru-
gianale, operante nei confronti di una plarea riscretta di utenti) e, per quanto concerne
la condotra contestata, il numero assai contenuro di messaggi elettronici inviari {sen-
tenza 17 giugno 2013, n. 8373).

Il Tribunale di Montepulciano, in analoga fattispecie, confermato il provvedi-
mento ingiuntivo nel merito, ha ridotro I'encird della sanzione irrogaea, rilevaco che
non vi era stata né diffusione, né conservazione dei dari tratcaci nonché la circostanza
che P'inreressato era staro messo in condizione di consulrare I'informariva dopo la rice-
zione del messaggio di posta elettronica e di comunicare la volonta di non riceverne
uleeriori (sentenza 4 aprile 2013, n. 75).

Anche il Tribunale di Santamaria Capua Vetere ha pienamente condiviso le valu-
tazioni svolte dall’Autoricd in un caso di omessa informativa relarivamente alla raccolra
di daci personali dei contribuend medianre questionari, nellambico del servizio di
riscossione dei tributi comunali (sentenza 8 maggio 2013, n. 317).
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E stato altrest confermaro il provvedimento ingiuntivo a carico di una azienda di
trasporti per una raccolta di dari personali tramite un form online: il giudice si & inse-
rito nel solco di una pacifica giutisprudenza secondo cui, in tema di sanzioni ammini-
strative, & sufficiente e necessaria la coscienza e la volonta della condorta omissiva, senza
che occorra la concreta dimostrazione del dolo o della colpa, giacché la norma pone
una presunzione (celativa) di colpevolezza a carico del trasgressore. Si & repurato equo,
turtavia, ridurre la sanzione, attesa la minore gravita della violazione ed avuto riguardo
al servizio pubblico svolto dall’azienda (Trib. Verona, sentenza 15 marzo 2013, n. 587).

1] Tribunale di Cosenza ha rigettato il ricorso contro un provvedimento emanato
nei confrond di un'azienda ospedaliera, con cui il Garante aveva sanzionato una plu-
ralita di violazioni del Codice. Accogliendo le osservazioni della difesa dell’Autoricd, i
giudice ha rilevato che il pagamento gia effettuato non avesse efficacia estinciva del-
l'obbligazione perché versato dall'azienda, in luogo dell'obbligaro, a norma dell’arc.
169, comma 2, del Codice, al fine di estinguere il reato di cui al comma | del mede-
simo articolo (sentenza 22 ottobre 2013, n. 1921).

Anche in un'altra controversia vi & stata integrale conferma della sussistenza degli
illeciti sanzionati dal Garante: violazione di un provvedimento dell’Aucorira, omessa
informativa, ynancata acquisizione del consenso, mancaco risconrro alle richieste di
informazioni ed esibizione di documenti effertuate dal Garante, pluralita di violazioni
in relazione a banche dati di particolare rilevanza o dimensioni. IJ giudice ha dtenuro
di operare una riduzione della sanzione, in ragione delle qualica soggetrive del crasgres-
sore, come la mancanza di precedenri specifici e le precarie condizioni economiche in
cui versava (Trib. Milano, sentenza 15 ortobre 2013, n. 7555).

In maceria di rilevazione di dati biometrici, ¢ stato confermaro nel merico il prov-
vedimento del Garante che sanzionava 'omessa norificazione all’Autorica dell’avve-
nura installazione, all'ingresso del palazzo di un ente pubblico territoriale, di uno srru-
mento di riconoscimenco delle impronte digirali, al fine di disciplinare l'accesso alle-
dificio medesimo.

Il giudice ha rirenuto di cidurre la sanzione pecuniaria, applicando la diminuente
di cui all’art. 164-655, comma 1, del Codice, considerato lo scopo perseguito dal
ricorrenre, la circosranza che il sistema non avesse mai funzionaro secondo le inten-
zioni ¢, sopratrutto, che il letrore non fosse idoneo ad individuare la posizione geo-
grafica delle persone mediante una rete di comunicazione eletrronica (Trib. Sanremo,
sez. distaccara di Ventimiglia, sentenza 6 maggio 2013, n. 75).

E stara altresi confermara 'ordinanza ingiunzione con la quale veniva sanzionara
I'omessa risposta ad una richiesra di informazioni del Garante ex act. 157 del Codice.
{l giudice adiro ha respinto la censurta relativa al mancaro rispetro del rermine di
novana giotni pet la notifica della contesrazione di violazione amministraciva. In
conformita ad una consolidata giurisprudenza di meriro e di legitrimica, richiamaca
dalla difesa dell'Autoricd, si & ribaditwo che il dies a quo va individuato non gia in quello
della commissione dell’infrazione, bensi nella dara di accerramento della medesima da
parte dell'organo procedente: la durata dell'istrurcoria, peraltro, va valurara in rela-
zione al caso concreto e sulla base della complessira delle indagini tese a riscontrare
la sussistenza dell’infrazione e ad acquisire piena conoscenza della condotra illecita,
si da valutarne I'esatca consistenza agli effecci della formulazione della conresrazione.
Lentica della sanzione & staca turtavia ridota a causa delle condizioni economiche del
conrravvencore (Trib. Milano, sentenza 4 luglio 2013, n. 9510).

Un’altra pronuncia ha confermaro Pordinanza ingiunzione emessa sulla base del-
Parr. 162, comma 2-4is, in relazione all'arc. 33 del Codice (misure minime di sicu-
rezza). 1l Giudice ha ridotro 'ammontare della sanzione al minimo editcale, conside-
rando 'imporro gid versaro dal crasgressore'in sede penale e considerato soprattutro il
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successivo adeguamento della societd ricorrence alla normariva in mareria di prorte-
zione der daa personali (Trib. Cagliari, sentenza 15 maggio 2013, n. 1610).

Il Tribunale di Milano ha pienamente confermato nel merito un provvedimento
ingiuntivo con cui il Garante aveva sanzionato il trattamento det dati personali dopo
la revoca del consenso dellinteressato da parte di un’agenzia di viaggi onfine ed il man-
caro riscontro alla richiesca di informazioni dell’Autorird. Il giudice ha tuttavia deciso
di operare una leggera riduzione dell'importo della sanzione, in base ad una differente
valutazione sulla gravita della condotta (sentenza 16 aprile 2013, n. 5637).

E staro invece dichiarato inammissibite, per difetro di legittimazione, il ricorso sol-
levato in proprio da soggetto che aveva ricevuto I'ordinanza ingiunzione qualc legale
rappresentance di una casa di cura che aveva commesso la violazione di cui all’arc. 164
del Codice. Per completezza, peraltro, il giudice ha ritenuto di respingere le censure
anche nel merito e di confermare la piena legittimica del provvedimento del Garante
{(Txib. Torino, sentenza 29 novembre 2012, n. 6973).

Due decisioni hanno parzialmente accolto le opposizioni, revocando una delle due
sanzioni che ’Autorita aveva irrogato con unico provvedimento.

In tema di messaggi sms conrenenri ptopaganda eletrorale, il Tribunale di Milano
ha confermaro la sanzione per mancara acquisizione del consenso, aderendo alla inter-
pretazione, prosperttata dalla difesa del Garante, secondo cui i dari personali non pos-
sono essere utilizzati in assenza di manifestazione di volont dell’interessato solo per-
ché reperibili nella rete interner, essendo necessario che siano inseriti in pubblic regi-
stri, elenchi, acti o documenti che sono sortoposti ad una disciplina di conoscibilita
da parte di chiunque. Il giudice ha invece ritenuto che fosse applicabile alla factispe-
cie quanto statuito ncl cd. decalogo elettorale del Garante, che esclude I'obbligo di
informariva quando si tratti di mareriale propagandistico di dimensione ridotte,
annullando la relativa sanzione (sentenza 4 dicembre 2013). Contro rale pronuncia,
il Garanre ba proposto ricorso per cassazione.

In altra decisione, relativa ad una vicenda di rilevazione di daci biometrici dei
dipendenti della soprintendenza locale per i beni archirertonici, si & ritenuto che il tito-
lare del trartamento, contrariamente a quanto sostenuro nell’ordinanza ingiunzione,
avesse assolto I'obbligo di norificazione del trarramento medianre corrispondenza
intercorsa con I'Autoricd, poiché all'epoca dell'attivazione del sistema non erano
ancora state individuate forme specifiche per adempiere a tale obbligo. Il giudice ha
invece confermaro la sussistenza della violazione relativa all’omessa infotmativa, ma ha
ridotto 'ammontare della sanzione, in base alla minore gravitd della condorta e allo
scopo perseguiro dal ctrasgressore (Trib. Napoli, sentenza 4 aprile 2013, n. 4358).

Quattro pronunce hanno invece accolto le opposizioni ad altretranti provvedi-
menti ingiuntivi emanari dal Garante che, per I'effetto, sono stati annullari.

Due di esse riguardavano ordinanze ingiunzioni adorrare a seguito della viola-
zione dell’obbligo di notificazione al Garante del tracamento di dari sensibili (arcr.
37 e ss. del Codice).

Nella prima, il giudice ha rirenuto che I'Ausl ricorrente non fosse tenuta a proce-
dere alla notifica in quanco: il trattamento in questione non aveva caractere siscema-
tico; V'esenzione dall’obbligo, formalmente riferita solo ai medici di famiglia e ai pedia-
tri di libera scelra, era applicabile anche alle aziende sanitarie; la ricorrente non eza riu-
scita ad effectuare fa notificazione a causa di problemi tecnict legati al sito incernec
dell’Autorita (Trib. Piacenza, sentenza n. 108 del 27 marzo 2013). Contro tale deci-
sione, il Garante ha proposto ricorso alla Corte di cassazione.

Nel secondo caso, giudicando sulla opposizione proposta da una casa di cura, si ¢
ritenuto, sulla base dell’art. 37, comma 1, lett. 4), del Codice, che I'obbligo di notifica
del tractamento dei dati sensibili non sia imposto in ogni caso di effettuazione di pre-
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stazioni sanitarie, ma solo quando sussisra una delle finalica previste dalla norma, non
rientrandovi i casi di erogazione dei servizi di diagnosi e cura compresi nell'ordinaria
artivica sanicaria che non siano indirizzari ai fini indicatt (Trib. Pescara, sentenza 2
maggio 2013, n. 673).

In una vicenda concernenre una sanzione per inidonea informativa a fronte di
impianti di videosorveglianza, l'organo giudicante ha dichiaraco, disartendendo la
ricostruzione in punto di fatco del’Aurotird, che le misure concretamente adorrace dal
ricotrente erano efferrivamente conformi all’act. 3.1 del provvedimento generale del
Garante del 29 aprile 2004 (doc. web n. 1003482), applicabile rarione temporis alla
faccispecie (Trib. Baci, 23 seccembre 2013, n. 2798).

In un'altra vicenda si & stawito che la pubblicazione sul sito intecner di un enre
pubblico rectirotiale del nome di un individuo e della causa della sua tchiesta di
riconoscimento dell’infermita da causa di servizio non comportasse un illecito crac-
ramento di dari, in quanto riconducibile all’esigenza di trasparenza ammaniscrariva,
legara all'interesse generale a conoscere del procedimento per I'incidenza dell’even-
tuale esito favotevole sulle dsotse pattimoniali della collectivica. Il crarcamenco,
secondo il Tribunale, si & svolto nel rispetto dei principi di necessita e proporziona-
licd dell’azione amministraciva, atteso anche il generico tichiamo ad una wabella con-
tenente una elencazione di numerose patologie, tale da non consentite la sicura iden-
rificazione dello stato di salute dell’istance (Ttib. di Foggia, sentenza 19 novembree
2013, n. 1638). LAurtorita proporra ricorso in cassazione avverso tale decisione.

La Corte di cassazione ha, infine, dichiatato inammissibili i ricotsi proposti
dall’Aucorica e dalla conccoparte avverso una sencenza del Teibunale di Milano di par-
ziale tiforma (sul guansum debeatur) di una ordinanza ingiunzione emessa dal Garanre
per violazione dell'obbligo di informativa, sulla base dell’erconea prosperrazione del
vizio di morivazione della sentenza impugnata e pet il tencarivo di sollecitare, di facro,
un nuovo giudizio di merito (VI sez. civ., otdinanza 14 giugno 2013, n. 14938).

In un solo caso, risalente al 2012 ma pervenuro all’Autorita 'anno successivo,
invece, I'impugnazione & stata proposta avverso il verbale di contestazione di viola-
zione amminiscrativa. In sintonia con il consolidaro orientamento della Corte di
cassazione, richiamaro dal Garante, il ricorso & staro dichiarato inammissibile in
quanto la contestazione non ¢ autonomamente impugnabile, non essendo idonea a
costituire ritolo per la tiscossione della sanzione (Trib. Sassati, sez. distaccata di
Alghero, sentenza 16 ottobre 2012, n. 170).

E giunta a conclusione, con il giudizio della Suprema Corte, una controvetsia tela-
tiva alla raccolra det dati genetici in assenza di consenso dell'interessato: si trartava, in
particolace, di mozziconi di sigaretra utilizzari per lo svolgimento di accertamenti bio-
Jogici di compatibilitd generica, in vista di una successiva azione di disconoscimento
della paternita. 11 giudice detla nomofilachia ha confermaro la sentenza del Tribunale
di Roma che aveva cespinto il ricotso contro il provvedimento inibirotio del Garante
(27 novembre 2008, doc. web n. 1581365). Per tisolvere il caso, peraltro, la Corte si
& pronunciata per I'assoggettamento dei dati generici alla piti ampia disciplina della
privacy {con riferimento anche all'autorizzazione generale del Garante rasione temporis
applicabile) affermando i seguenti principi: 1) i daci generici sono 1 dati personali
dotaci del maggiot grado di esclusivicd; 2) essi non si esauriscono in quelli di natura
sanitaria od attinenti alla vira sessuale; 3) i dati generici possono essere dan sensibili,
ma hanno una potenzialira predimiva che ne determina 'onrologica diversitd; 4) la col-
Jocazione dell'arc. 90 del Codice nel tirolo V dedicaro ai dari sanitari € in un capo «d
hoc dedicaro ai daci generici cappresenta plasticamente rale peculiaricd, in quanto sta-
bilisce in via generale un regime derogarorio risperro agli altri dari personali anche di
carartere sanitario che siano fondari su indagini generiche; 5) al tracramento dei daci
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genctici a carattere non sanitario non st applica I'arc. 24, comma 1, lect. f), del Codice,
disciplinante le ipotesi in cui i dati personali possono, previa autorizzazione del
Garanre, essere urilizzari senza consenso: risperto a rale disciplina generale, infacri,
P'are. 90 st pone come norma derogatoria; 6) al tratramenco dei dau generici di carat-
tere sanitario pud invece applicarsi I'are. 26, comina 4, lect. ¢), del Codice.

Nella vicenda in questione, si & affermato che il tracamento, olere a non avere
alcuna finalita sanitaria, non era neanche astractamente riconducibile all’esercizio in
sede giudiziale di un dicicto della personalita di rango quanto meno pari a quello del-
Vinreressaro (act. 26, comma 4, lett. ¢), del Codice), in quanto non pud essere equipa-
rata una valutazione di opportunicd ante causam direrta a verificare le probabilita di
successo in una furura azione di disconoscimento della patetnira con la necessaria uti-
lizzazione di alcuni dati come strumenti indispensabili per otenere tutela giurisdizio-
nale (Corte di cassazione, I sez. civ. sentenza 13 sewernbre 2013, n. 21014).

La medesima Corte ha, inoltre, respinto il ricorso proposto avverso una sentenza
del Tribunale di Milano che aveva confermato, in sede di giudizio di opposizione, un
provvedimento emanato dall’Autorita (5 ottobre 2006, doc. web n. 1357375). La
vicenda riguardava ['acquisizione da parre del datore di lavoro (nel caso di specie, un
isticuro bancario) di alcuni dati inerenti ai conti cotrend, alle disposizioni di paga-
mento, all’acquisizione di titoli da pacte di un proprio dipendente onde verificate la
possibilira di aprire un procedimento disciplinare e, eventualmente, di far valerc i pro-
pri diricti nelle competenti sedi giudiziarie. Nella sentenza, ribadito come la disciplina
posta a tutela dell'interesse alla riservarezza dei dati sia derogabile quando il relativo
trattamento sia esercicaco per la difesa di un interesse giuridicamenre rilevante ¢ nei
Jimiti in cui cid sia necessatio, si richiama la giurisprudenza di legittimita secondo cui
la produzione in giudizio di documenti conrenenti dati personali & sempre consentita
ove necessaria per esercitare il proprio diricto di difesa, anche in assenza del consenso
dell'inreressato e quali che siano le modalira con cui & staca acquisita la loro conoscenza
(I sez. civile, sentenza 11 luglio 2013, n. 17204). '

Una controversia ha avuro ad oggetto il sistena di conteollo del craffico interner
dei dipendenti durante l'orario di lavoro; mediante un apposito soffware, infatri, una
societa procedeva a memorizzare J'accesso ai siti svolto da ciascun lavoratore, gene-
rando report individuali e quotidiani, con conservazione dei dati per un tempo varia-
bile tra i sei mesi ed un anno; memorizzava la posta elettronica dei dipendenti ¢ la ren-
deva accessibile agli amministratori del sistema informatico; controllava il rraffico
effectuaro tramite a tecnologia VoIl ,

[l Tribunale & pervenuto alla conferma del provvedimento inibitorio e prescritcivo
del Garante (21 luglio 2011, n. 308, doc. web n. 1829641), tramite una ampia e pre-
cisa ricostruzione dell'evoluzione della giurisprudenza in tema di conrrolli cd. difen-
sivi sull’activicd del Javoratore e sul rapporto di essi con le garanzie previste dall’art. 4
dello Statuto dei tavoratori {Trib. Roma, sentenza 4 aprile 2013, n. 1196).

Il Tribunale di Pescara ha confermato il provvedimento con il quale il Garante aveva
dichiarato illecito il tratcamento dei dari personali effettuato a mezzo del sistema di
videosorveglianza installato all'interno di un‘azienda, con conseguente inutilizzabilira
dei dati traceari, e aveva prescritto la designazione di incaricati o, se del caso, responsa-
bili del relativo tractamento (4 otrobre 2012, n. 267, doc. web n. 2066968). 1l giudice
di merito si & uniformato alla giurisprudenza della Corte di cassazione, evocata dalla
difesa del Garanre, secondo cui in materia di videosorveglianza le garanzie procedurali
imposte dallo Statuto dei lavoratori ¢ dal Codice non trovano applicazione solo quando
i controlli (cd. difensivi) riguardino la turela di beni estranei al rapporto di lavoro € non
siano invece anche volti ad accertare comportamenti riguardant P'esatto adempimento
delle obbligazioni discendenti dal rapporto stesso (senrenza 10 ottobee 2013).



