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Nel testo si ipotizza l’abolizione dell’obbligo per i titolari di notificare i trattamenti 
di dati personali, sostituito da quello di nominare un dataproicction offlcer (inca­
ricato della protezione dari, secondo la terminologia della direttiva 95/46/C E) per 
rutti i soggetti pubblici e pet quelli privati al di sopra di un certo numero di dipen­
denti (per dettagli suU’z/ìt delle proposte modifiche v. infra par. 19.1).
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La trattazione dei ricorsi

16.1. /  profili generali

E difficile riassumere in una sola parola il senso complessivo del lavoro svolco nello 
scorso anno. Se si guarda al numero complessivo dei ricorsi trartati e all’insieme dei 
remi affronraci, i termini “assestamento” e “consolidamento” sembrano i più rispon­
denti alla realtà complessiva. Il numero delle decisioni adottate, duecentoventidue (cfr. 
sez. IV, tab. 4 e 5), è srato pressoché uguale aJl’anno precedente e le tipologie princi­
pali dei procedimenti instaurati corrispondono grosso modo agli ambiti intorno ai 
quali da diversi anni si concentrano la maggior parte dei fascicoli in trattazione (e che 
saranno oggetto di specifico esame nei paragrafi successivi).

Uno sguardo più approfondito (che tenga conto non solo del contenuto imme­
diato delle richieste formulate, ma anche delle ragioni sostanziali che muovono i ricor­
renti) permette però di cogliere un filo rosso (a volte curioso, sicuramente sorpren­
dente) che consente di ricondurre molte vicende esaminate alle varie sfaccettature 
determinate da quel complesso di azioni e reazioni che va sotto il nome (riassuntivo e 
semplifìcatorio) di "crisi economica globale”. Ne sono testimonianza, prima di rutto,
i numerosissimi ricorsi rivolti nei confronri dell’intera galassia degli ¡suturi di credito 
e delle società finanziarie. In un quadro di persistente crisi economica appare, infatti, 
di estrema importanza disporre di uno strumento di tutela capace di assicurare (in 
tempi celeri e con minimo esborso di denaro) !a possibilità di ricostruire il quadro 
completo dei rapporti bancari che fanno capo ad una persona singola o ad un’impren­
ditore individuale (o alle posizioni riconducibili ad un defunto, grazie alle potenzialità 
racchiuse nel disposto dell’art. 9, comma 3, del Codice). L’art. 7 del Codice diventa 
così strumenro per ricostruire l’assetto e l’evoluzione di parrimoni e rapporti bancari 
personali, familiari, imprenditoriali, ed è spesso il punto di partenza per contestare le 
condizioni contrattuali dei rapporti in essere con il sistema creditizio o, più in detta­
glio, per verificare la congruità degli interessi praricati.

Più spesso le potenzialità di acquisizione di dati e informazioni.messe a disposi­
zione dal Codice sono lo strumento indispensabile per verificate la liceità del tratta­
mento operato nell’ampio setrore della centralizzazione dei rischi di credito e in quello 
ancora più esteso delle banche dari che forniscono elementi di informazione sulle 
imprese (e più specificamente sulle persone ad esse preposte), sulla correttezza e tem- 
pestivirà di queste nell’onorare le scadenze dei pagamenti e, più in generale, sulla loro 
affidabilità economica.

Non è un caso, quindi, che otmai da anni, il Garante sia diventato un punto di 
riferimento in questa materia grazie agli orientamenti espressi in relazione, in partico­
lare, al settore (assai ampio) che comprende j trattamenti effettuati presso i sistemi di 
informazioni creditizie, la Centrale dei rischi della Banca d'Italia e la Centrale d’al­
larme interbancaria.

Se quello descritto è il profilo positivo e fisiologico delPutilizzo della normativa 
sulla protezione dei dati personali a rurela delle posizioni degli attori “deboli” del 
sisrema economico, in un momento di crisi economica diffusa, non si può però sor- 
tacere che gli stessi strumenti a volte appaiono usati in modo strumentale per finalità 
prevalenremenre dilatorie. Su questo confine, a volte conrrassegnaco da chiaroscuri, si
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deve esercitare iJ senso di responsabilità dell’Autoricà, chiamata a fornire interpreta­
zioni e ad adottare decisioni che salvaguardino le effettive esigenze di tutela degli in te­
ressati senza dimenticare però le ragioni delle imprese e le necessità di curela del 
sistema bancario e finanziario in genere.

16.2. Uno sguardo ai dati statistici

Una conferma di questo panorama generale si desume anche dall’analisi dei dati 
statistici riferiti al 201 3 , sia prestando attenzione alla tipologia di decisioni adottate, 
sia con riguardo alle categorie di drolari del trattamento.

Dal prim o punto di vista, si conferma con assoluta evidenza l’alto num ero di 
decisioni di non luogo a p ro v v ed ere  (pari al 60%  del totale), cioè d i procedim enti 
conclusisi con il soddisfacim ento, nel corso dell’istruttoria, delle richieste degli inte­
ressati/ricorrenti (procedim enti spesso imperniati su quelle istanze di accesso a dati 
e informazioni econom ico-fm anziarie cui sopra si è fatto riferimento) (cfr. sez. IV, 
tab. 4). Una percentuale così significativa di procedim enti conclusisi celerm ente e 
positivam ente senza dubbio depone a favore dell’utilità e dell’efficacia dello  stru­
m ento del ricorso, anche se, di riflesso, segnala ancora la persistenza di ambiti di 
“resistenza” da parte dei titolari del trattamento o (quantom eno) di non conoscenza  
dei diritti previsti e rurelati dall ai t. 7 del C odice, tenendo conto, peraltro, che I at­
tivazione del ricorso dinanzi ali’Autoricà è passaggio necessariamente successivo  
rispetto alla proposizione di un apposito interpello rivolto previam ente al soggetto  

detentore dei dati.
Sul piano della tipologia delle decisioni va com unque sottolineato un incremento 

significacivo dei casi di accoglim ento (torale o parziale) delle richieste dei ricorrenti 
(cfr. sez. IV. tab. 4). Spesso dietro quesre vicende si celano istanze articolate (non esclu­
sivamente imperniate su semplici dom ande di accesso) che arrestano una ormai dif­
fusa conoscenza dell’ampio venraglio delle situazioni giuridiche soggettive ricono­
sciute dalla disciplina di protezione dei dati personali.

N on  m eno significativo è lo sguardo alle principali categorie di tirolari del trat­
tam ento (cfr. sez. IV, cab. 5). Pur nella grande varietà di am biti (praticamente l'in­
cero spererò im m aginabile dei soggecti pubblici e privati) em ergono in m odo evi­
dente le macro-categorie (banche e società finanziarie, sisremi di informazioni cre­
ditizie, altri archivi centralizzati relativi alla verifica della affidabilirà delle imprese) 
che son o già state indicate in apertura di questo paragrafo. E a conferm a della “sen­
sibilità” dell’ampia casistica dei trattamenti di dati personali connessi allo svolgi­
m ento dell’attività econom ica, va notato anche il num ero significativo di procedi­
m enti attivati nei confronti dei datori di lavoro pubblici e privati (circostanza que­
sta che trova conferm a anche dal panorama che si ricava dalle segnalazioni e dai 
reclami pervenuti in questa materia: cfr. par. 11 .4). È una casistica che riflette le dif­
ficoltà occupazionali del m om ento, che evidenzia le dinam iche conflirruali diffuse 
nelle fabbriche e negli uffici e che pone spesso in luce, rispetto all’urilizzo delle 
nuove tecnologie, il rapporto com plesso fra tutela della riservatezza e della dignità  
dei singoli e le esigenze dell’impresa.

N on può essere sottaciuto, in conclusione, il persistente flusso, già segnalato lo 
scorso anno, di ricorsi che vengono tuttora proposti (in veste di “interessati ) da 
società commerciali ed enei vari, non ancora consapevoli che le m odifiche normative 
(intervenute alla fine del 201 1) alle nozioni di “interessato” e di “dato personale”, con ­
tenute nell’art. 4 del Codice privano ormai questi soggetri della possibilità di utilizzare 
gli strumenti di rurela previsti dal Codice, di cui proprio negli ultimi anni erano srate
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coke le potenzialità. È un fenomeno che va messo in luce, se non altro per segnalare 
al legislatore e alle associazioni di categoria, il rischio insito in alcune proposte di 
modifica normativa che, in nome di una malintesa semplificazione, possono sottrarre 
ulteriori ambiti della vita economica (in primis quelle degli imprenditori individuali) 
alle tutele specifiche della normativa in materia di protezione dei dati personali, ripor­
tando in un’area di opacità i trattamenti di dari personali che interessano le realtà 
imprenditoriali (specie piccole e medie) rispetto al grado di trasparenza alle stesse assi­
curato dalla disciplina previgenre.

16 .3 .1profili procedurali

La varietà dei temi e dei soggetti implicati nella trattazione dei ricorsi e la stessa 
“elasticità” di molte delle posizioni giuridiche contemplare dali’art. 7 del Codice ha 
portato da sempre ad un utilizzo ampio delio strumento del ricorso che, lungi dall’es­
sere solo il rimedio al mancato, positivo esercizio del diritto di accesso, ha finito per 
costituire spesso una sorta di “cavallo di Troia” per utilizzate i rimedi (e la tempistica) 
prevista in materia di protezione di dati personali al fine di “esplorare” e influenzate la 
decisione di profili più propriamente pertinenti ad altri ambiti dell’ordinamento giu­
ridico. In questo senso vanno evidenziate le non poche decisioni che hanno permesso 
di fare luce su diversi aspetri procedurali (a volte anche inediti) fissando quindi i 
“paletti” dell’area potenzialmenre interessata dall’utilizzo dello strumento ricorso.

Vanno anzitutto ricordate le decisioni ebe hanno messo in luce alcuni profili 
rispetto ai quali il legislatore ha espliciramente escluso la possibilità di utilizzare lo stru­
mento del ricorso. In un caso (prow. 27 giugno 2013, n. 324. doc. web n. 2615218) 
veniva in gioco l’insrallazione di un impianto di videosorveglianza a rutela di un’abi­
tazione privata che riprendeva però una zona soggetta al transito dell’interessato/ 
ricorrenre: in tale fattispecie va fatto riferimento al significativo disposto dell’art. 5, 
comma 3, del Codice, secondo cui “il trattamento di dati personali effettuato da 
persone fìsiche per fini esclusivamente personali è soggetto all’applicazione del pre­
sente Codice solo se i dati sono destinati ad una comunicazione sistematica o alla 
diffusione”. Ne deriva che situazioni analoghe a quella rappresentata, in cui possono 
darsi ingerenze nella vita privata di singoli, (non rientrando neH’ambito di applica­
zione del Codice) non possono (neanche) costituire oggetto di richieste exan.  7, né 
tantomeno di proposizione di ricorso.

Profilo diverso è quello affrontato nella decisione del 21 febbraio 2013, n. 83 
(doc. web n. 2413109) concernente una richiesta di “integrazione” dei dati perso­
nali deH’intetessato contenuti in un’informativa redatta da ufficiali di polizia giudi­
ziaria e rivolta alla procura della Repubblica. Si tratta di fattispecie che, ai sensi del 
combinato disposto degli artt. 8, comma 2, lett. h) e 53 del Codice, rientra fra i trat­
tamenti svolti da “organi di pubblica sicurezza [...]  per finalità di [...] prevenzione,, 
accertamento e repressione dei reati” per i quali non è possibile utilizzare lo stru­
mento di tutela di cui agli artt. 145 e ss. (interpello preventivo e successiva, even­
tuale, proposizione del ricorso).

L’ampia casistica relariva al 2013 ha messo in luce anche alcune situazioni nelle 
quali i ricorsi sono stati dichiarati inammissibili in quanro proposti da soggetti non 
legittimari o rivolti a soggetti che di tale particolare strumento di rutela non pos­
sono essere destinatari. E il caso della decisione del 6 giugno 2013, n. 285 (doc. web 
n. 2603890) con la quale, in riferimento ad una richiesta di accesso a informazioni 
pertinenti ad una controversia in mareria bancaria, l’Aurorità ha avuto modo di sot­
tolineare che, ai sensi dell’arr. 147 del Codice, il ricorso può essere proposto esclu­
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sivamente nei confronti del “rirolare dei crattamenro'’ e non anche del soggerro qua­
lificato formalmente come "responsabile” ai sensi deJI’art. 29 del Codice (come 
avvenuto nel caso di specie).

Interessante anchc la vicenda, decisa il 28 novembre 2013, n. 539 (doc. web n. 
2943920) nella quale l’Autorità ha ritenuto inammissibile il ricorso proposto da un 
curatore (privo però di espressa procura) nell’interesse di un soggetto inabilitato. Ciò, 
seguendo un ormai consolidato orientamento della Corte di cassazione secondo cui 
“l’inabilitato può stare in giudizio come attore e come convenuto con l’assistenza del 
curatore [...] atteso che il curatore ha istituzionalmente solo funzioni di assistenza e 
di supporto, non di rappresentanza o di sostituzione processuale del suo assistito, cui 
spettano le manifestazioni di volontà processuale” (Cass. civ., sez. 1, n. 5359/1992).

Significative e ricche di spunri procedimenrali sono srare anche le diverse pronunce 
incentrate sull’esercizio del diritto di accesso ai dati riferiti ai defunti (che abbiamo già 
segnalato come efficace strumento per l’impostazione o la risoluzione di complesse 
controversie ereditarie). Basti ricordare al riguardo le decisioni del 6 giugno 2013, n. 
289 (doc. web n. 2605463) e del 26 settembre 2013, n. 419 (doc.-web n. 2745548) 
che hanno permesso di mettere in luce l’ampia platea dei soggetti d ie possono avere 
titolo a richiedere le informazioni riferite al defunto, atteso il disposto dell’arr. 9, 
comma 3, del Codice die legittima "chi ha un interesse proprio, o agisce a tutela del­
l’interessato o per ragioni familiari meritevoli di protezione”, formula di evidente 
ampiezza che, in particolare, è svincolata dalla configurazione in capo all'interessato 
della qualità di erede.

Non si può sorracere che l’utilizzo di questa ampia possibilità di accesso (innestata 
sulle già segnalate rilevanti potenzialità deH’art- 7 del Codice) ha dato luogo a forme 
di abuso e a richieste di tipo esplorativo che hanno comportato oneri significativi (si 
pensi al caso degli istituti di credito). £  srata così riaffermata (prow. 21 novembre
2013, n. 525, doc. web n. 2936729) la proposta di superare la tendenziale gratuità 
deHesercizio del diritro di accesso, dando attuazione al disposto dell'ultima parre del- 
l’art. 10, comma 8, del Codice. Si tratta di tema delicato, ebe potrà essere oggetto di 
approfondimento, cui l’Autorità si è fino ad ora accostata con doverosa prudenza e con 
riferimento al solo ambito dei sistemi di informazioni creditizie.

16.4. La casistica più significativa

Merita ora passare rapidamente in rassegna alcuni degli ambiti più significativi 
interessati dai ricorsi nel 2013. L’elenco (come detro, parziale) mira a segnalare alcuni 
prowedLmenri che, in ragione della loro valenza generale, possono fornire urili indi­
cazioni ai soggetti interessati ad attivare le tutele di cui all’arr. 7 del Codice in relazione 
ad ambiri analoghi.

Lo sviluppo delle tecnologie e la diffusione di apparecchiature informatiche a 
nitri i livelli e per tutri i tipi di attività ha ovviamente moltiplicato le possibilità di 
trarramento dei dari personali e il relativo contenzioso. Va però evidenziato che i 
ricorsi proposri in questa materia nell'ultimo anno si sono concentrati su un aspetro 
che in passato era staro più volte all’attenzione del Garante: la possibilità di accedere 
ai cd. dari di traffico. Le norme di riferimento sono rappresentate, come noto, dagli 
arrt. 123 e 132 del Codice, che prevedono un’articolara tempistica di conservazione 
di tali dati e delimitano in modo puntuale la possibilità di avervi accesso. La consa­
pevolezza della parricolare delicatezza di queste informazioni (tenuto conto delle 
garanzie che assistono la libertà e segretezza delle comunicazioni) e dei diversi sog­
getti che possono essere interessati da una medesima comunicazione (abbonati e

Trattamenti presso 

società fornitrici di 
servizi telefonici e 
telem atici
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utenti chiamaci o chiamanti) giustifica una disciplina che è, sul punco, actenta c giu­
stamente restrittiva. Disciplina che però non appare molco conosciuta, come dim o­
strano diversi ricorsi che sono stati dichiarati infondati in quanto formulaci con rife­
rimento a iporesi che si pongono al di fuori dei limiti consentiti dal citato art. 132. 
A tal proposito, si può ricordare la decisione del 28 febbraio 2013, n. 90 (doc. web 
n. 2414766) relativa ad una richiescadi dati di traffico telefonico già piuttosto risa­
lenti nei tempo. Nel caso di specie, infarcì, la richiesra riguardava informazioni 
rispetto alle quali era già trascorso il termine massimo di conservazione di venciquac- 
tco mesi e, inoltre, l’iscanza non era stata formulata con riferimento alle finalità di 
accecamento e repressione dei reati. Quesr’ulrimo, indispensabile elemento sta aJla 
base dell’infondatezza anche del ricorso deciso il 26 settembre 2013, n. 421 (doc. 
web n. 2746125). In ral caso i dari risultavano ancora conservaci dall’operatore 
telefonico ma, essendo già decorsi i sei mesi previsri per la conservazione dei dari a 
fini di fatturazione ed essendo la richiesta connessa a profili di rutela contrattuali (o 
com unque civiliscica), si esulava dalle previsioni del citato are. 132.

Va infine ricordata la decisione delI’ 11 aprile 2013, n. 194 (doc. web n. 2544003) 
che ha visco il positivo esito di una richiesra di accesso a dari di tipo relemacico, neces­
sari all’interessaro al fine di chiarire i sospetti relativi all’accesso fraudolento da parte 
di terzi alla propria casella di posta elettronica.

Si è già avuto modo di sottolineare come sia questo l’ambito rispetto al quale è per- 
Trattamentl in ambito venuto il maggior numero di ricorsi anche nel 2013. Ciò, considerando, natural-
bancario e finanziario mente, questo settore in una accezione larga che comprende non solo le istanze speci­

ficamente rivolre nei confronti degli istituci di credito (con particolare riguardo all’e­
sercizio del diritto di accesso), ma anche tutti i procedimenti rivolti (oltre che nei con­
fronti delle banche) nei riguardi dei soggetti (con funzioni di gescione di banche dati 
o di controllo sulle stesse) che svolgono il ruolo di titolari del trattamento dei dati con­
servati in alcuni delicati archivi, sia pubblici, sia privati. Il riferimento, naturalmente, 
è alla Centrale dei rischi istituica presso la Banca d’Icalia, alla Centrale d’allarme inter­
bancaria, ma anche e soprattutto, ai soggetti gestori dei sistemi di informazioni credi­
tizie, cui tuttora si indirizzano numerosi ricorsi in relazione al delicato ambito del “cre­
dito al consumo”. Si tratta peraltro di mieto settori caratterizzati da specifiche norma- 
tiye (primarie e/o secondarie) o disciplinate, come nel caso dei sistemi di informazioni 
credirizie, da fonti atipiche come i cod ici di deontologia e buona condotta che stabi­
liscono le modalità di trattamento e la tempistica di conservazione delle informazioni. 
Sono questi i parametri di riferimento cui il Garante si richiama nell’esaminare questi 
ricorsi e nel verificarne la liceità dei relativi trattamenti (cfc. prow. 11 aprile 2013, n. 
193, doc. web n. 2542632 e prow. 17 otrohre 2013, n. 465, doc. web n. 2925010).

Al di là dei procedimenti che hanno fatto riferimento alle problematiche interpre­
tative di questo complesso di disposizioni (risperto ai quali nell’anno trascorso non 
sono emersi profili innovativi ma sostanzialmenre una riproposizione di temi sui quali 
si sono ormai consolidari gli orientamenti del Garante) vi sono però da segnalare 
alcuni casi che hanno portato all’attenzione dell’Aurorità problematiche diverse, e in 
parte, nuove. In particolare, la decisione del 17 ottobre 2013, n. 463 (doc. web n. 
2914255) ha permesso di affrontare per la prima volta il terna dell’accesso alle infor­
mazioni trattate nell’ambito delle operazioni (normalmente effettuate con l’ausilio di 
appositi programmi informatici) di cd. credit scoring, cioè il calcolo matematico che 
precede e (in misura rilevante) condiziona la possibile concessione di un finanzia­
mento o (come nel caso di specie) il rilascio di una carta di credito. Nel caso in esame, 
la società emittente la cara (che ne aveva negato l’attivazione all'interessato) nel corso 
del procedimento ha integrato le proprie comunicazioni e, venendo incontro alle 
richieste del ricorrente volte a conoscere sulla base di quali specifiche informazioni si
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era formulato un giudizio “negativo” nei suoi confronti, ha precisato quali daci ave­
vano concorso al calcolo del credit scoring, che, nel caso di specie, era risultato inferiore 
a quello minimo stabilirò dalla società per l’emissione del prodocco richiesto.

Interessanti, su altro versante, sono poi due decisioni (del 14 febbraio 20] 3, n. 70, 
doc. web n. 2413087 e del 30 ottobre 2013, n. 493, doc. web n. 2929960) con le 
quali l'Autorità ha avuro la possibilità di confrontarsi con il tema del cd. furto d ’iden­
tità (realtà purtroppo in costante espansione, tanto da frenare in modo significativo lo 
sviluppo delle transazioni online). Anche in questo caso si è potuta cogliere l’utilicà del­
l’esercizio del diritto di accesso ai dati personali che ha permesso di ricostruire le infor­
mazioni da cui la truffa subita dall’inceressato ha avuto inizio, attraverso l’acquisizione 
dei dari (solo parzialmente corrispondenti al veto) riportati sui documenti d ’identità 
contraffarci della vittima del raggiro.

In relazione al giornalismo, l’anno 2013 ha confermato in pieno come ormai la 
quasi totalità delle vicende sottoposte al vaglio dell’Autorità attenga al giornalismo Trattamenti in ambito 

online, o riguardi l’ambito televisivo, o inceressi il settore, in rapidissima espansione, giornalistico e archivi 
degli archivi scorici digitali delle cescate giornalistiche (accessibili gratuitamente e, in online 
alcuni casi, dotaci di una profondità temporale di decenni). Da questo punto di vista 
è anche largamente cambiata la tipologia di contenzioso che si affronta. Sono sem­
pre meno numerose le vicende che vengono portate all’attenzione dell’Autorirà per 
valurazioni sui “contenuti” delle notizie date (profili peraltro che un’autorità ammi­
nistrativa, per quanto indipendence come il Garance, ha sempre esaminato con pru­
denza, considerate le particolari guarentigie costituzionali di cui aH’art. 21 Cosi.), 
mentre si moltiplicano le ipocesi in cui il cratcamento dei daci e, in particolare, le 
disposizioni del codice di deontologia e buona condotta del settore giornalistico ven­
g o n o  messe in discussione in relazione alle modalità (sotto il profilo della correttezza 
e liceità delle scesse) con le quali, grazie alle nuove tecnologie, le notizie vengono 
acquisite, trattate e diffuse. Se questo è già il nuovo fronte dell'informazione, che 
supera barriere spazio-temporali e professionali (aprendo una rinnovata stagione al 
giornalismo d’inchiesta anche attraverso l’irruzione dei “cicizen joumalistri), non 
meno rilevanti sono le problematiche (ormai sottoposte aJ vaglio del Garante con fre­
quenza pressoché quotidiana) legate alla persistenza sulla rete internet ed alla connessa 
facile reperibilità (in ragione dell’azione dei motori di ricerca) di notizie, anche molto 
risalenti nel tempo, che possono contenere informazioni (in alcuni casi molto delicate 
o comunque quasi sempre negative). Tali notizie, inizialmente giustificate da un cor­
retto esercizio del diritto di cronaca, poi sicuramente legittimate nella loro conserva­
zione da esigenze di memoria storica, finalizzata ad assicurare anzitutto la libertà di 
informazione nonché di studio e ricerca, non di rado, però, riverberano (per un tempo 
indefinito) un influsso negativo e spesso condizionante sulla vita e le aspettative future 
di molte persone (che pur possono essere state protagoniste con un ruolo “negativo1 
di vicende giudiziarie o di cronaca). In questo senso, già da alcuni anni l’Autorità, con 
una serie numerosa e rilevante di decisioni, ha indicato (significatis-amente seguita 
dalla giurisprudenza) la strada della deindicizzazione dei contenuti contestati come 
strada maestra per assicurare il giusto contemperamento fra le diverse esigenze (ed i 
connessi valori) sopra evidenziate e le istanze (pressanti e comprensibili) di rance per­
sone comuni che, riassumendo nel concetto evocativo di “diritto all’oblio”, le ansie e 
le negativ ità  indotte da una “esposizione telematica’ continua e incancellabile, hanno 
spinto l’Autorità ad intervenire su questa materia.

Fra le tante decisioni adottare in mareria, si possono segnalare quelle del 24 aprile
2013, n. 224 (doc. web n. 2547890) e del 18 dicembre 2013, nn. 597 e 600 (doc. 
web nn. 2957134 e 2956995) (cfi. par. 9.5). Se questi esempi riflettono un orienta­
mento ormai consolidato, cui sembra peraltro corrispondere un atteggiamento colla-
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borativo sempre più diffuso da parte degli editori, non bisogna trascurare i casi (più 
complessi e delicati) nei quali l’Autorità, oltre al profilo della persistenza in rete degli 
articoli ormai inseriti negli archivi storici, ha affrontato il problema della pubblica­
zione di dati avvenuta in modo illecito, in particolare, in violazione delle disposizioni 
contenute nel codice deontologico di settore, con riferimento, ad esempio, alla diffu­
sione di informazioni, anche dettagliate, sullo stato di salute di una persona (prow. 12 
dicembre 2013, n. 578, doc. web n. 2956950) o con riguardo alla pubblicazione di 
dati identificativi di minori coinvolti, seppure indirettamente, in gravi fiacri di cronaca 
(prow. 18 dicembre 2013, n. 594, doc. web n. 2957346).

Per quanto non attinente alla materia del giornalismo, va infine segnalata una deci­
sione (prow. 21 novembre 2013, n. 516, doc. web n. 2914227) che è strettamente 
connessa alla materia della deindicizzazione degli articoli dai motori di ricerca. In que- 
sro caso, oggetto delle richieste dell’interessato non era un “pezzo” giornalistico, bensì 
un’interrogazione parlamenrare contenenre dati giudiziari (molto risalenti nel rompo 
e superari da successivi sviluppi processuali) del ricorrente. Pur trattandosi formal- 
menre di una declaratoria di inammissibilità (in ragione della pertinenza detrattivirà 
in questione con lo svolgimento delle funzioni padamenrari assisrire nell’ordinamenro 
da una “indipendenza guarentigiaca nei confronti di qualsiasi alrro potere”), la vicenda 
ha coinciso con un ripensamento della Camera dei depurati sulle modalità di tratta­
mento di tali questioni. I competenti organi della Camera hanno, infatti, adocrato 
apposite disposizioni procedurali interne (cfr. Deliberazioni deH’Uffìcio di Presidenza 
n. 46/2013 e n. 53/2013, Procedura in ordine a richieste concernenti dati personali 
contenuci in atti parlamenrari) che, recependo linee interprerative e metodologiche già 
utilizzare in contesti simili (deindicizzazione di notizie disponibili negli archivi storici 
online delle principali testate giornalisriche), hanno offerto anche a queste particolari 
fattispecie una tutela effetdva e adeguaca.
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Il contenzioso giurisdizionale

17.1. Considerazioni generali

Come riferico nella Relazione 2012, i] d.jgs. n. 150/20} ì con J’arr. 34 ha abrogato 
lare. 152 del Codice -  con l’eccezione del comma 1 - ,  dettando all’arc. 10 nuove 
regole procedurali concernenti le controversie in materia di applicazione delle dispo­
sizioni del Codice in materia di protezione dei daci personali. In particolare, l’art. 34 
ha abrogato anche il comma 7 dell’art. 152, che prevedeva esplicitamenre l’obbligo 
della notifica al Garante dei ricorsi proposti ditettamence davanti all’autorità giudizia­
ria, non coinvolgenti le pronunce dell’Autorità.

Tale abrogazione continua a far sentire i suoi effetti negativi sul numero delle noti­
fiche relative a tale tipologia di giudizi efferruate al Garanre, che in alcuni casi l’auto- 
tità giudiziaria ha continuato a ritenere necessarie; a fronte dei 170 ricorsi notificati 
nel 2011 e dei 78 nel 2012, nel 2013 sono stati nodficati all’Autorità e da questa trat- 
rari 32 ricorsi (cfr. sez. IV, tab. 1).

Attesa l’accertata validità di tale strumento posto a disposizione degli interessati, 
volto alla tutela giurisdizionale del diritto alla protezione dei dati personali in alterna­
tiva al ricorso presentato in sede amministrativa al Garante, arrestara dal costante 
aumento del numero delle notifiche all’Autorità effettuate negli anni precedenti, 
assume quindi sempre maggiore rilevanza l’obbligo -  purtroppo non sempre puntual­
mente adempiuto — per le cancellerie di trasmettere al Garante copia dei provvedi­
menti emessi dallaurorità giudiziaria in relazione a quanto previsto dal Codice o in 
materia di criminalità informatica (art. 154, comma 6).

Tale strumento, unitamente alle notifiche dei ricorsi proposti direttamente davanti 
al giudice che (’autorità giudiziaria riterrà di effettuare, porrà consentire al Garante di 
continuare ad avere conoscenza sull’evoluzione della giurisprudenza in maceria di pro­
tezione dei daci personali e di svolgere il ruolo di segnalazione al Parlamento e al 
Governo degli interventi normativi necessari per la túcela dei diritti degii interessati 
(come previsto dall’art. 154, comma 1, le t t ./ ) ,  del Codice).

17.2. ¡profiliprocedurali

L’art. 152 devolve tutte le controversie riguardanti l’applicazione del Codice, com­
prese quelle inerenti ai provvedimenti del Garante, all’autorità giudiziaria ordinaria 
(comma 1), con ricotso da depositare nella cancelleria del Tribunale del luogo ove ha 
la residenza il titolare del trattamento (art. 10, comma 2, d.lgs. n. 150/2011).

Una pronuncia ha affrontato il problema dell’individuazione del giudice territorial- 
mence competente nel giudizio di opposizione a provvedimenti delJ’Autorirà nel caso 
in cui il titolare del trattamento sia una società avente una pluralità di filiali sul terri­
torio nazionale (si rrattava, nel caso di specie, di un imporrante istituto di credito).

Secondo l’art. 152, comma 2, del Codice, applicabile ratione temporis alla fattispe­
cie, “l’azione si propone con ricorso depositato nella cancelleria del Tribunale del 
luogo ove risiede il titolare del trattamento”. Il giudice ha reputato che la disposizione 
citata fosse intesa a radicare la competenza rispetco al luogo di residenza del citolare
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“in concreco”: il verbo “risiede” non evocherebbe una localizzazione in senso scarico 
del cicolare, ma la localizzazione in senso dinamico del suo concreco operare. Assume­
rebbe rilievo infatti, dal punco di visca dell’inceressaco, il luogo in cui il craccamenco 
dei daci è scaco concrecamence peccepico. Tale incecptecazione è scata soscenuca anche 
avuto riguardo alle finalità di rúcela della normativa in materia di protezione di daci 
pecsonali: sarebbe infacci irragionevole costringere l’inceressaco ad esercitare i propri 
diricci non già nel luogo in cui gli effètti del craccamenco si evidenziano e, quindi rive­
lano la loro capacicà lesiva, bensì nel luogo, pocenzialmence molco discante, ove ha 
sede il ticolare del craccamenco.

Sulla base di cali premesse, è scaco ricenuco correcco incardinare la controversia nel 
luogo dove si trovava la filiale della banca che effeccivamence aveva esercitato il tratta- 
meneo dei daci della ricorrente, escludendo la competenza del ctibunale del luogo ove 
si crova la sede cencrale delPisticuco (Trib. Cacania, sez. discaccaca di Pacernò, sencenza
10 giugno 2013, n. 1139).

La menzionaca disposizione del Codice, secondo quanco si accennava, è scaca suc­
cessivamente abcogaca e sosticuica dall’arc. 10, comma 2, d.lgs. 11. 150/2011, il quale 
la riproduce nella soscanza, anche se con diverso tenore cescuale: "è competente il tri­
bunale del luogo in cui ha la residenza il titolare del craccamenco dei daci”. Tale modi­
fica dovrebbe definicivamence deporrc a favore della compecenza del tribunale del 
luogo dove si crova la sede legale della società, con l’eccezione del caso in cui una sede 
decencraca, per le parcicolari caracceristiche che la concraddiscinguono, possa essere 
consideraca come auconoma ricolare del tratcamenco dei daci.

Due decisioni si sono occupace delia compecenza cerriroriale nei casi in cui una 
concroversia in maceria di procezione di daci personali si inserisca nell’ambico di un 
rapporto di consumo: lare. 33, letc. u), d.lgs. n. 205/2006 (cd. codice del consumo) 
stabilisce infatti la competenza del giudice del luogo di residenza o di domicilio 
electivo del consumacore (derogabile concraccualmence ma, in cal caso, con presun­
zione di vessa co riecà). Sulla scorca di una decisione della Coree di cassazione {ordi­
nanza 14 ottobre 2009, n. 21814), i giudici hanno affermato che il foro previsto 
dal d.lgs. n. 206/2005 prevale su quello individuaco dal Codice, perché la soprav­
venienza del primo ha derogato al secondo (Trib. Chieci, sencenza 30 diccmhre
2012, n. 833;Trib. Roma, sencenza 18 giugno 2013, n. 12550). Socco queseo pro­
filo, si rileva che -  in applicazione del medesimo criterio cronologico indicaco dalla 
Suprema Coree e confermato nelle due pronunce cicaee — il successivo incervenco da 
parce del d.lgs. 11. 150/2011 potrebbe allora indurre a modificare la soluzione pro- 
speceaea nel senso della prevalenza del foro indicaco dalla normativa in materia di 
turela dei dati personali.

In tema di giurisdizione, analogamente a quanto accaduco nel 2012, l’Aucorità non 
ha avuco nocizia di ricorsi concernenei il rrareamenco dei daci personali proposei avanti 
al giudice amminisctativo.

Non si sono altresì riscontrate pronunce che hanno dichiarato un difetto di com­
pecenza per maceria.

17-3. /  profili di merito

Nel 2013 si sono riperuce più decisioni emesse dall’autorità giudiziaria, neH’ambico 
di giudizi nei quali non erano in discussione prowedimenci adottati dal Garante, con 
riferimenco alla divulgazione di daci personali di nacura sensibile da parce di una p.a. 
e il loro trattamento da parte di alcuni istituti di credito. Le fattispecie oggecro dei giu­
dizi concernevano l’iIIiceicà del riferimento da parre dell’ence pubblico erogacore, nella
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causale di accredito dei fondi confluiti nei conti correnri bancari dei ricorrenti, bene­
ficiari di prestazioni indennitarie, a] titolo giustificativo costituto dalla I. n. 210/1992 
(concernente l’indennizzo a favore dei soggerri danneggiati da complicanze di tipo 
irreversibile a causa di vaccinazioni obbligatorie, trasfusioni e somministrazione di 
emoderivati) nonché la detenzione di tale dato da parte delle banche ove erano stari 
aperri i conti. Gli istauri chiedevano l’inibitoria della divulgazione di dari personali 
sensibili e il risarcimento dei danni subiti.

La maggioranza di cali pronunce hanno rigertaro le domande, avendo l’adito 
Tribunale di Napoli escluso che l’enre pubblico avesse illeciramente propagato i dati 
sensibili porrandoh a conoscenza di soggerri indeterminati, essendosi invece limiraro 
a trasmetterli attraverso una rere informatica ad accessibilità ristretra ad un unico sog­
getto, ovvero l’istituto di credito ove era stato aperto il conto, che, essendo staco pre- 
venrivamence autorizzato sulla base del contratto di conto corrente stipulato dall’in­
teressato, riveste il ruolo, unicamente all’ente pubblico, di titolare del trattamento cui 
comperano le decisioni in ordine alle finalirà, alle modalità del trattamento dei dati 
personali ed agli strumenti utilizzati, ivi compreso il profilo della sicurezza. In rali 
casi, anche nei confronti degli istituti di credito il Tribunale non ha ritenuto dim o­
strato alcun illecito, essendosi verificaro che l’unica condotta della banca denunciata 
come illecita dai ricorrenti e provata per tabulai consisteva nella descrizione, effet­
tuata in esecuzione di un preciso obbligo contrattuale, della causale del bonifico 
disposto dall’ente erogatore nei certificati di estratto conto inoltrati periodicamenre 
alla medesima persona fisica acuì si riferisce il darò personale (Trib. Napoli, semenze 
nn. 6383 e 6384 del 16 maggio 2013; in precedenza, sentenze nn. 1 2068 e 12098 
dell’8 novembre 2012).

Può aggiungersi che in passaro una sola pronuncia, emessa nel 2011 ma pervenuta 
al Garante nel 2013, invece, ha accolto il ricorso, evidenziando una diversità di orien­
tamento giurisprudenziale all’interno della medesima sezione del Tribunale di Napoli. 
In tale decisione, il giudice, confermando che il riferimento alla 1. n. 210/1992, con­
tenuto nella causale di accredito in relazione al pagamento dell'indennizzo previsto 
dalla stessa legge, integra sicuramente un dato sensibile e che costituisce obbligo di 
legge che i mandati di pagamento contengano la precisa indicazione dell’oggetto della 
spesa, ha tuttavia ritenuto che debba applicarsi Tare. 22, comma 6, del Codice, il quale 
srabilisce che i dati sensibili debbano essere trattati, da parre dei soggetti pubblici, con 
tecniche di cifratura o mediante l'utilizzo di codici identificativi o di altre soluzioni che, 
considerato i! numero e la natura dei daci tranati, li rendano temporaneamente non 
intellegibili anche a chi è autorizzato ad accedervi (sentenza 7 giugno 2011, n. 71 57).

A sostegno di questo orientamento, il giudice ha citato il provvedimento del 
Garante che, in un caso analogo, ha chiesto al Ministero deH’economia e delle finanze 
di individuare una modalità di pagamento più rispettosa della riservatezza dei dati 
sulla salute degli interessati. .

Un’altra pronuncia ha riguardato la richiesta di risarcimento del danno (parrimo- 
niale e non) nei confronti di due società operanti nel campo finanziario da parte della 
persona ritolare di una società operante nel medesimo settore e che aveva svolro Ja pro­
pria attività quale agente delle società convenute, le quali avevano comunicato a sog­
getti terzi daci di natura giudiziaria relativi alla ricorrente. L’illiceità dei comportamenti 
posti in essere dalle convenute era stata sancita dal provvedimento del Garante del 2 
aprile 2008 (doc. web n. 1519711), a seguito di reclamo dell’artrice. In particolare, il 
Garante aveva rilevato che le comunicazioni lamenrare erano stare effettuate in assenza 
della prevista informativa ed erano eccedenti rispetro alle finalità perseguire. Il giudice, 
nel valutare la sussistenza dei requisiti per il risarcimento del danno, ha ritenuto che, 
ai fini della prova del!\in debeatur, debba ritenersi vincolante la pronuncia del Garante.
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Rispetto aJ quanntm debeatur, ha ricenuro che la ricorrenre non avesse fornico 
alcuna prova dei danni patrimoniali e non conseguici, non pocendosi considerare sus- 
sistenre nella specie un danno in re ipsa, in adesione con l’orienramento della Suprema 
Coree (Trib. Napoli, sencenza 12 febbraio 2013, n. 2036).

17.4. Le opposizioni ai provvedimenti del Garante

L’anno 2013 ha registrara una lieve flessione nella proposizione delle opposizioni a 
provvedi menci dell’Aucoricà: a fronce dei 73 ricorsi del 2012, nel 2013 sono stace pro- 
posce sessancasecce opposizioni (cfr. sez. IV, cab. 1). Di quesee, trencocco si riferiscono 
a opposizioni a ordinanze ingiunzioni, cosi regisrrando un aumenco rispecco al 2012, 
nel quale le impugnazioni di cale nacura erano scace crencaquaccro.

Complessivamente, l’Aucorirà ha avuco nocizia di quacancuno decisioni dell’au- 
coricà giudiziaria relative a opposizioni a provvedimene! del Garance, che si è sem- 
pce coscicuiro in quesci giudizi, tramite l 'Avvoca cura dello Scaco cerri co rialmence 
compecence.

Vencuno sentenze hanno avuco ad oggetto opposizioni ad ordinanze ingiunzioni; 
in prevalenza, si è ccacraco di violazioni deU’arr. 13 del Codice (omessa o inidonea 
informativa agli interessati), talvolta unitamente alla mancata acquisizione del con­
senso e, più raramente, ad altre violazioni della normativa in materia di protezione dei 
daci personali.

Al riguardo, va rilevare» che, rispecco al 2012, si è manifestara una maggiore ten­
denza dei giudici a ridurre l'imporra delle sanzioni irrogate dall’Aurarità.

Tra le opposizioni alle ordinanze ingiunzioni, due decisioni hanno riguardato prov­
vedimenti irrogami sanzioni in relazione a traccamenci di immagini raccolte mediarne 
impianci di videosorveglianza, rispeccivamence, in un’area portuale e presso una far­
macia. In entrambi i casi le valutazioni dell’Aurorirà sono state confermare ed i 
ricorsi rigettaci (Trib. Vibo Valencia, sez. discaccaca di Tropea, sencenza 6 novembre
2012, n. 227; Trib. Piacenza, sentenza 23 maggio 2013, n. 368).

Anche in un alrro caso, inerente l'invio, da parte di una società, di comunicazioni 
indesiderate di caratcere promozionale via fax in assenza di inforinaciva e consenso, è 
scaco incegralmente confermato il provvedimento del Garante (Trib. Padova, sentenza
4 aprile 2013, n. 877).

In tema di e-rruiil promozionali, il Tribunale di Milano ha confermato l’ordinanza 
ingiunzione emanata per sanzionare l’invio di tali comunicazioni senza che fossero 
stati assolti gli obblighi di legge. L’organo giudicante, peraltro, ha ritenuto di ridurre 
la sanzione, avuto riguardo alle condizioni soggettive del trasgressore (una sociecà arti­
gianale, operance nei confronti di una platea ristrerta di utenti) e, per quanto concerne 
la condotta contestata, il numera assai contenuto di messaggi elettronici inviari (sen­
tenza 17 giugno 2013, n. 8373).

Il Tribunale di Montepulciano, in analoga fattispecie, confermato il provvedi­
mento ingiuntivo nel merito, ha ridotto l’encità della sanzione irrogata, rilevato che 
non vi era stata né diffusione, né conservazione dei dati trattati nonché la circostanza 
che l’inreressato era stato messo in condizione di consultare 1 informativa dopo la rice­
zione del messaggio di posta elettronica e di comunicare la volontà di non riceverne 
ulteriori (sencenza 4 aprile 2013, n. 75).

Anche il Tribunale di Santamaria Capua Vetere ha pienamente condiviso le valu­
tazioni svolte dall’Aucoricà in un caso di omessa informaciva relarivamente alla raccolta 
di dati personali dei contribuenti medianre questionari, nell’ambico del servizio di 
riscossione dei rcibuci comunali (sencenza 8 maggio 2013, n. 317).
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È stato altresì conferm ato il provvedimento ingiuntivo a carico di una azienda di 
trasporti per una raccolta di dati personali tramite un forrn online. il giudice si è inse­
rito nel solco di una pacifica giurisprudenza secondo cui, in tema di sanzioni ammini- 
srrative, è sufficiente e necessaria la coscienza e la volontà della condotta omissiva, senza 
che occorra la concreta dimostrazione del dolo o della colpa, giacché la norma pone 
una presunzione (relativa) di colpevolezza a carico del trasgressore. Si è reputato equo, 
tuttavia, ridurre la sanzione, atcesa la minore gravità della violazione ed avuto riguardo 
al servizio pubblico svolto dall’azienda (Trib. Verona, sentenza 15 marzo 2013, n. 587).

11 Tribunale d i Cosenza ha rigettato il ricorso contro un provved i m ento emanato 
nei confronti di un’azienda ospedaliera, con cui il Garante aveva sanzionato una plu­
ralità di violazioni del C odice. Accogliendo le osservazioni della difesa dell’Autorità, il 
giudice ha rilevato che il pagam ento già effettuato non avesse efficacia estintiva del- 
l’obbligazione perché versato dall’azienda, in luogo dell’obbligato, a norma dell’art. 
169, com m a 2, del C odice, al fine d i estinguere il reato di cui al com m a 1 del mede­
sim o articolo (sentenza 22  ottobre 2013 , n. 1921).

Anche in un’altra controversia vi è stata integrale conferma della sussistenza degli 
illeciti sanzionati dal Garante: violazione di un p tow ed im en to  dell’Autorità, omessa 
informativa, mancata acquisizione del consenso, mancato risconrro alle richieste di 
informazioni ed esibizione di docum enti effettuate dal Garante, pluralità di violazioni 
in relazione a banche dati di particolare rilevanza o  dim ensioni. Il giudice ha ritenuto 
di operare una riduzione della sanzione, in ragione delle qualità soggettive del trasgres­
sore, com e la mancanza di precedenri specifici e le precarie condizioni econom iche in 
cui versava (Trib. M ilano, sentenza 15 ortobre 2013 , n. 7555).

In materia di rilevazione di dati b iom etria, è stato conferm ato nel merito il prov­
vedim ento del Garante che sanzionava l’omessa notificazione all’Aucorità dell’aw e- 
nura installazione, all’ingresso del palazzo di un ente pubblico territoriale, di uno srru- 
menro di riconoscim ento delle impronte digitali, al fine di disciplinare l'accesso all’e­
dificio medesim o.

Il giudice ha rirenuto di ridurre la sanzione pecuniaria, applicando la dim inuente  
di cui all’art. 164-bis, com m a I, del C odice, considerato lo scopo perseguito dal 
ricorrenre, la circostanza ch e il sistema non avesse mai funzionaro secondo le inten­
zioni e, soprattutto, che il letrore non fosse idoneo ad individuare la posizione geo­
grafica delle persone m ediante una rete di com unicazione elettronica (Trib. Sanremo, 
sez. distaccata di Ventimiglia, sentenza 6  maggio 2013 , n. 75).

È stata altresì confermata l’ordinanza ingiunzione con la quale veniva sanzionata 
l’om essa risposta ad una richiesra di informazioni del Garante «catt. 157 del Codice, 
tl giudice adiro ha respinto la censuta relativa al m ancato rispetro del rermine di 
novanta giorni per la notifica della contesrazione di violazione amministrativa. In 
conform ità ad una consolidata giurisprudenza di merito e di legittimità, richiamata 
dalla difesa dell’Autorità, si è ribadito che il diesa quo va individuato non già in quello 
della com m issione dell’in frazione, bensì nella dara di accertamento della medesima da 
parte dell’organo procedente: la durata dell’istruttoria, peraltro, va valutara in rela­
zione al caso concreto e sulla base della com plessità delle indagini tese a riscontrare 
la sussistenza dell’infrazione e ad acquisire piena conoscenza della condotra illecita, 
sì da valutarne l'esatta consistenza agli effetti della form ulazione della conresrazione. 
L’entità della sanzione è stata turtavia ridotta a causa delle condizioni econom iche del 
contravventore (Trib. M ilano, sentenza 4  luglio 2013 , n. 9510).

U n’altra pronuncia ha confermaro l’ordinanza ingiunzione emessa sulla base del- 
l’arr. 162, com m a 2 -bis, in relazione aJl’art. 33  del Codice (misure m inim e di sicu­
rezza). Il G iudice ha ridotto l’ammontare della sanzione al m inim o edittale, conside­
rando l’importo già versaro dal trasgressore in sede penale e considerato soprattutto il
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successivo adeguamento della soderà ricorrenre alla norma riva in mareria di prote­
zione dei daci personali (Trib. Cagliari, sentenza 1$ maggio 2013, n. 1610).

Il Tribunale di Milano ha pienamence confermato nel merito un provvedimento 
ingiuntivo con cui il Garante aveva sanzionato il trattamento dei dati personali dopo 
la revoca del consenso dell’interessaro da parte di un’agenzia di viaggi online ed il man­
caro riscontro alla richiesta di informazioni dell’Autorità. Il giudice ha tuttavia deciso 
di operare una leggera riduzione dell'importo della sanzione, in base ad una differente 
valutazione sulla gravità della condotta (sentenza 16 aprile 2013, n. 5637).

E stato invece dichiarato inammissibile, per difetro di legittimazione, il ricorso sol­
levato in proprio da soggetto che aveva ricevuto l’ordinanza ingiunzione quale ¡cgale 
rappresentante di una casa di cura che aveva commesso la violazione di cui all’art. 164 
del Codice. Per completezza, peraltro, il giudice ha ritenuto di respingere le censure 
anche nel merito e di confermare la piena legittimità del provvedimento del Garante 
(Trib. Torino, sentenza 29 novembre 2012, n. 6973).

Due decisioni hanno parzialmente accolto le opposizioni, revocando una delle due 
sanzioni che l’Autorità aveva irrogato con unico provvedimento.

In tema di messaggi sms conrenenri propaganda elettorale, il Tribunale di Milano 
ha confermato la sanzione per mancata acquisizione del consenso, aderendo alla inter­
pretazione, prospettata dalla difesa del Garante, secondo cui i dati personali non pos­
sono essere utilizzati in assenza di manifestazione di volontà dell’interessato solo per­
ché reperibili nella rete internet, essendo necessario che siano inseriti in pubblici regi­
stri, elenchi, atti o documenti che sono sorcoposti ad una disciplina di conoscibilità 
da parte di chiunque. Il giudice ha invece ritenuto che fosse applicabile alla fattispe­
cie quanto statuito nel cd. decalogo elettorale del Garante, che esclude l’obbligo di 
informativa quando si tratti di materiale propagandistico di dimensione ridotte, 
annullando la relativa sanzione (sentenza 4 dicembre 2013). Contro cale pronuncia, 
il Garanre ba proposco ricorso per cassazione.

In altra decisione, relativa ad una vicenda di rilevazione di dati biometrici dei 
dipendenti della soprintendenza locale per i beni archirertonici, si è ritenuto che il tito­
lare del crarramento, contrariamente a quanto sostenuto nell’ordinanza ingiunzione, 
avesse assolto l’obbligo di notificazione del trattamento mediante corrispondenza 
intercorsa con l’Autoricà, poiché all’epoca dell’attivazione del sistema non erano 
ancora state individuate forme specifiche per adempiere a rale obbligo. Il giudice ha 
invece confermato la sussisrenza della violazione relativa all’omessa informativa, ma ha 
ridotto l’ammontare della sanzione, in base alla minore gravità della condorta e allo 
scopo perseguirò dal trasgressore (Trib. Napoli, sentenza 4 aprile 2013, n. 4358).

Quattro pronunce hanno invece accolto le opposizioni ad altrettanti provvedi­
menti ingiuntivi emanari dal Garante che, per l’effetto, sono stati annullati.

Due di esse riguardavano ordinanze ingiunzioni adottare a seguico della viola­
zione dell’obbligo di notificazione al Garante del trattamento di dari sensibili (arcr. 
37 e ss. del Codice).

Nella prima, il giudice ha ritenuto che l’AusI ricorrente non fosse tenuta a proce­
dere alla notifica in quanto: il trattamento in questione non aveva caractere sistema­
tico; l’esenzione daJl’obbligo, formalmente riferitaselo ai medici di famiglia e ai pedia­
tri di libera scelta, era applicabile anche alle aziende sanitarie; la ricorrente non era riu­
scita ad effectuare la notificazione a causa di problemi tecnici legati al sito incernet 
dell’Autorità (Trib. Piacenza, sentenza n. 108 del 27 marzo 2013). Contro tale deci­
sione, il Garante ha proposto ricorso alla Corte di cassazione.

Nel secondo caso, giudicando sulla opposizione proposta da una casa di cura, si è 
ritenuto, sulla base dell’art. 37, comma 1, lett. b), del Codice, che l’obbligo di notifica 
del trattamento dei dati sensibili non sia imposto in ogni caso di effettuazione di pre­
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stazioni sanitarie, ma solo quando sussisra una delle finalità previste dalla norma, non 
rientrandovi i casi di erogazione dei servizi di diagnosi e cura compresi nell ordinaria 
artività sanitaria che non siano indirizzari ai fini indicati (Trib. Pescara, sentenza 2 
maggio 2013, n. 673).

In una vicenda concernente una sanzione per inidonea informativa a fronte di 
impianti di videosorveglianza, l’organo giudicante ha dichiarato, disattendendo la 
ricostruzione in punto di fatto dell’Autotità, che le misure concretamente adottate dal 
ricorrerne etano effettivamente conformi all’art. 3.1 del p ro v v ed im en to  generale del 
Garante del 29 aprile 2004 (doc. web n. 1003482), applicabile ratione temporis alla 
fattispecie (Trib. Bari, 23 settembre 2013, n. 2798).

In un’altra vicenda si è statuito che la pubblicazione sul sito internet di un ente 
pubblico retritotiale del nome di un individuo e della causa della sua richiesta di 
riconoscimento deli’infetmirà da causa di servizio non comportasse un illecito trat­
tamento di dati, in quanto riconducibile all’esigenza di trasparenza amministrativa, 
legata all’intetesse generale a conoscere del procedimento per l'incidenza deli’even- 
tuale esito favorevole sulle risorse patrimoniali della colletti vi rà. Il trattamento, 
secondo il Tribunale, si è svolto nel rispetto dei principi di necessità e proporziona­
lità dell’azione amministrativa, arreso anche il generico richiamo ad una tabella con­
tenente una elencazione di numerose patologie, tale da non consentite la sicura iden­
tificazione dello stato di salute dell’istante (Trib. di Foggia, sentenza 19 novembre 
2013, n. 1638). L’Autorità proporrà ricorso in cassazione avverso tale decisione.

La Cotte di cassazione ha, infine, dichiarato inammissibili i ricorsi proposti 
dall’Autotjtà e dalla controparte avverso una sentenza del Tribunale di Milano di par­
ziale riforma (sul qiuintum debeatur) di una ordinanza ingiunzione emessa dal Gatanre 
per violazione dell’obbligo di informativa, sulla base dell’erronea prospettazione del 
vizio di motivazione della sentenza impugnata e per il rentarivo di sollecitare, di farro, 
un nuovo giudizio di merito (VI sez. civ., ordinanza 14 giugno 2013, n. 14938).

In un solo caso, risalente al 2012 ma pervenuto aH’Autorità l’anno successivo, 
invece, l’impugnazione è stara proposta avverso il verbale di contestazione di viola­
zione amminisrrariva. In sinronia con il consolidato orientamento della Corte di 
cassazione, richiamato dal Garante, il ricorso è stato dichiarato inammissibile in 
quanto la conresrazione non è autonomamente impugnabile, non essendo idonea a 
costituire titolo per la riscossione della sanzione (Trib. Sassari, sez. distaccata di 
AJghero, sentenza 16 ottobre 2012, n. 170).

È giunta a conclusione, con il giudizio della Suprema Cotte, una controversia rela­
tiva alla raccolta dei dati genetici in assenza di consenso dell’interessato: si trattava, in 
particolare, di mozziconi di sigaretta utilizzati per lo svolgimento di accertam eli bio­
logici di compatibilità genetica, in vista di una successiva azione di disconoscimento 
della paternità. Il giudice della nomofìlachia ha confermato la sentenza del Tribunale 
di Roma che aveva respinro il ricorso concto il provvedimento inibitorio del Garante 
(27 novembre 2008, doc. web n. 1581365). Pet risolvere il caso, peraltro, la Corte si 
è pronunciata per l’assoggettamenro dei dati genetici alla più ampia disciplina della 
privacy (con riferimento anche all’autorizzazione generale del Garante ratione temporis 
applicabile) affermando i seguenti principi: l) i dati generici sono i dati personali 
dotaci del maggior grado di esclusività; 2) essi non si esauriscono in quelli di natura 
sanitaria od attinenti alla vita sessuale; 3) i dati genetici possono essere dati sensibili, 
ma hanno una potenzialità predirtiva che ne determina l’onrologica diversità; 4) la col­
locazione dellart. 90 del Codice nel titolo V dedicato ai dari sanitari e in un capo ad 
hoc dedicato ai dati generici rappresenta plasticamente tale peculiarità, in quanto sta­
bilisce in via generale un regime derogatorio rispetto agli altri dari personali anche di 
catatrere sanitario che siano fondati su indagini genetiche; 5) al trattamento dei dati
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genetici a carattere non sanitario non si applica l’art. 24, comma 1, le tt./) , del Codice, 
disciplinante le ipocesi in cui i dati personali possono, previa autorizzazione del 
Garanre, essere utilizzati senza consenso: risperto a tale disciplina generale, infatti, 
Tare. 90 si pone come norma derogatoria; 6) aJ trattamento dei dati generici di carac- 
rere sanitario può invece applicarsi lare. 26, comma 4, lect. c), del Codice.

Nella vicenda in questione, si è affermato che il trattamento, ojere a non avere 
alcuna finalità sanitaria, non era neanche astrattamente riconducibile all’esercizio in 
sede giudiziale di un diritto della personalità di rango quanco meno pari a quello del­
l’interessato (att. 26, comma 4, lett. c), del Codice), in quanto non può essere equipa­
rata una valutazione di opportunità ante causam diretta a verificare le probabilità di 
successo in una futura azione di disconoscimento della paternità con la necessaria uti­
lizzazione di alcuni dati come strumenti indispensabili per ottenere tutela giurisdizio­
nale (Corte di cassazione, I sez. civ. sentenza 13 settembre 2013, n. 21014).

La medesima Corte ha, inoltre, respinro il ricorso proposco avverso una sentenza 
del Tribunale di Milano che aveva confermato, in sede di giudizio di opposizione, un 
provvedimento emanato dall’Autorità (5 ottobre 2006, doc. web n. 1357375)- La 
vicenda riguardava l'acquisizione da parte del datore di lavoro (nel caso di specie, un 
istiruro bancario) di alcuni dati inerenti ai conti correnti, alle disposizioni di paga­
mento, all’acquisizione di titoli da pacce di un proprio dipendente onde verificare la 
possibilirà di aprire un procedimento disciplinare e, eventualmente, di far valere i pro­
pri diritti nelle competenti sedi giudiziarie. Nella sencenza, ribadito come la disciplina 
posta a tutela dell’interesse alla riservatezza dei dati sia derogabile quando il relativo 
trattamento sia esercitato per la difesa di un interesse giuridicamenre rilevarne e nei 
limiti in cui ciò sia necessario, si richiama la giurisprudenza di legittimità secondo cui 
la produzione in giudizio di documenti contenenti dari personali è sempre consentita 
ove necessaria per esercitare il proprio diritco di difesa, anche in assenza del consenso 
dell’inreressato e quali che siano le modalità con cui è scata acquisita la loro conoscenza 
(r sez. civile, sentenza 11 luglio 2013, n. 17204).

Una controversia ha avuto ad oggetto il sistema di controllo del traffico internet 
dei dipendenti durante l’orario di lavoro; mediante un apposito software, infatri, una 
società procedeva a memorizzare l’accesso ai siti svolto da ciascun lavoratore, gene­
rando report individuali e quotidiani, con conservazione dei dati per un tempo varia­
bile tra i sei mesi ed un anno; memorizzava la posta elettronica dei dipendenti e la ren­
deva accessibile agli amministratori del sistema informatico; controllava il rraffico 
effettuaro tramite la tecnologia VoIP.

[1 Tribunale è pervenuto alla conferma del provvedimento inibitorio e ptescritcivo 
del Garanre (21 luglio 2011, n. 308, doc. web n. 1829641), tramite una ampia e pre­
cisa ricostruzione dell’evoluzione della giurisprudenza in tema di controlli cd. difen­
sivi sull’attività del lavoratore e sul rapporto di essi con le garanzie previste dall’art. 4 
dello Statuto dei lavoratori (Trib. Roma, sentenza 4 aprile 2013, n. 1196).

il Tribunale di Pescara ha confermato il provvedimento con il quale il Garante aveva 
dichiarato illecito il tratcamenco dei dari personali effettuato a mezzo del sistema di 
videosorveglianza installato all’interno di un’azienda, con conseguente inutilizzabilirà 
dei dati trattari, e aveva prescritto la designazione di incaricati o, se del caso, responsa­
bili del relativo trattamento (4 ottobre 2012, n. 267, doc. web n. 2066968). Il giudice 
di merito si è uniformato alla giurisprudenza della Corte di cassazione, evocata dalla 
difesa del Garanre, secondo cui in materia di videosorveglianza le garanzie procedurali 
imposte dallo Statuto dei lavoratori e dal Codice non trovano applicazione solo quando 
i controlli (cd. difensivi) riguardino la tucela di beni estranei al rapporto di lavoro e non 
siano invece anche volti ad accertare comportamenti riguardanti l’esatto adempimento 
delle obbligazioni discendenti dal rapporto scesso (senrenza 10 ottobre 2013).


