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8.2. Gli altri interventi in relazione alle Forze di polizia

Un agente del Corpo della polizia penitenziaria ha segnalare l'affissione mensile, in 
alcuni locali del Dipartimento deH’amminisrrazione penirenziaria del Ministero della 
giustizia, dell’elenco de) personale del Cotpo nei confronti del quale età stara disposra 
la liquidazione del compenso pet prestazioni di lavoro straordinario, con l’indicazione 
del numero di ore effettuate e di quelle retribuite o compensare con turni di riposo, 
nonché la trasmissione di tale elenco alle organizzazioni sindacali.

A tale proposiro, richiamati i princìpi di necessità, non eccedenza, liceità e qualità 
dei dati (arte. 3 e 11 del Codice) nonché le disposizioni specifiche dettate per il trat­
tamento dei dati da parte dei soggetti pubblici (nella specie, in particolare, gli artt. 18 
e 19, comma 3 del Codice), il Garante ha osservato che le “Linee guida in materia 
di tractamenro di dati personali di lavoratori per finalità di gestione del rapporto 
di lavoro in ambito pubblico”, adottate il 14 giugno 2007 (in G.U. 13 luglio 2007, 
n. 161, doc. web n. 1417809), prevedono, che non è di regola lecito per il datore di 
lavoro pubblico diffondere informazioni personali riferite a singoli lavoratori (punto 
6 .3) e che, in difetto di disposizioni del contratto collettivo applicabile che prevedano 
espressamente che l’informazione sindacale abbia ad oggetto anche dati nom inativ i del 
personale, l'amministrazione può fornire alle organizzazioni sindacali solo dati nume­
rici o aggregati (punto 5).

Nella specie, il Garante, rilevata la mancanza di specifica fonte normativa o nego­
ziale (non rinvenihile, in particolare, nell’art. 10, comma 9, deli’Accordo nazionale 
quadro per il personale appartenente al Corpo di polizia penitenziaria) che preveda 
die gli elenchi relarivi al personale che effettua lavoro straordinario, oggerro di affis­
sione e comunicazione alle organizzazioni sindacali, venga redatto con l’indicazione 
del nominativo dei lavoratori interessati, ha dichiarato illecito il relativo trattamento, 
vietandone la prosecuzione da parte del Dipartimento ddl'amministrazione peniten­
ziaria, che ha ottemperato (provv. 18 luglio 2013, n. 358, doc. web n. 2578201).

Una Prefettura ha sottoposto un quesito relativo alla legittimità del diniego, da 
parte di un ospedale, all’ostensione agli organi di polizia amministrativa della certifi­
cazione medica relariva a persone coinvolte in sinistri stradali, ai fini della successiva 
rrasmissione alla prefetrura per la determinazione del periodo di sospensione della 
patente di guida del conducente responsabile del sinistro, «cartt. 222 e ss. del codice 
della strada. Ritenuto che la comunicazione tra' pp.aa. di dati sensibili per finalità
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amministrative è ammessa dal Codice unicamente quando è prevista da una norma di 
legge o di regolamento (art. 19, comma 3), l'Uffìcio ha chiarito che il trattamento in 
oggetto può essece legitrimamente effecruaro dalle Aziende sanitarie solo ove sia previ­
sto nel relativo regolamento adottato in conform ità allo schema tipo sul quale il 
Garante ha espresso parere favorevole con provvedimento del 26 luglio 2 0 1 2 , n. 220 
(doc. web n. 1915390). Laddove si renda. Tuttavia, indispensabile trattare ulteriori 
categorie di dati, o eseguire altre operazioni di trattamento per perseguire finalità di 
rilevante interesse pubblico individuate dalla legge, le integrazioni o  m odifiche devono  
essere sottoposte al parere del Garante (noca 12 aprile 2013).

Un avvocato, in qualità di difensore d’ufficio di una persona indagata in un proce­
dim ento penale, ha lamentato una violazione della disciplina in materia di protezione 
dei daci personali da parte di funzionari di polizia che nel corso di una conferenza 
stampa avevano divulgato, olere alla fotografìa e alle generalità del suo assistito, anche 
presunte frasi a lui attribuite e particolari del crim ine che avrebbero potuto rilevarsi, 
per la natuca del reato e il coinvolgim ento dei familiari della persona offesa, pericolosi 
per l’incolum ità dell’indagato e forieri di problemi di ordine pubblico.

L’UfFicio ha evidenziato che, com e emerso nel corso dell’istruttoria, obiettivo della 
conferenza stampa era accertate se l’interessato si fosse reso protagonisca di episodi 
sim ili ai danni di altre persone. La diffusione delle informazioni a livello locale e la loro 
conoscenza da parte della collettivicà avrebbe potuto rivelarsi utile, se non necessaria, 
per verificare se alrte persone avessero subito i m edesim i abusi. In rale situazione, pur 
considerando le ragioni di riservatezza e di presunta incolumità dell’interessato, 
doveva ritenersi lecita, ai sensi degli artt. 11 e 47  del Codice, la divulgazione -  peral­
tro autorizzata dalla Procura della Repubblica com petente -  dei dati dell’indagato e 
delle circostanze della vicenda, cenuro conto delle esigenze di giustizia sottese alla dif­
fusione delle informazioni (nota 25 gennaio 2013).

S ono stati chiesti chiarim enti da parte di un m edico, amministratore unico e 
legale rappresencante di uno studio m edico, riguardo alle informazioni che, senza 
ledere la riservacezza dei pazienci, è possibile com unicare su richiesta della polizia giu­
diziaria (nella specie, se una determinata persona si fosse recaca presso il suo studio 
m edico, quali esami avesse svolto e se in regime di convenzione o m ediante paga­
m ento da parte dell’assistito).

Al riguardo [’Ufficio ha evidenziato che, ai sensi dell’art. 256  c.p.p., i medici -  al 
pari degli altri soggetti indicati negli artt. 200  e 201  c.p.p. -  devono consegnare all’au­
torità giudiziaria che ne faccia richiesta, tra l’altro, gli ani, i documenci e le informa­
zioni di cui siano in possesso per ragioni della loro professione, salvo che dichiarino 
pec iscritto che si tratea di segreto inerente alla loro professione. Peraltro, l’autorità giu­
diziaria che ritiene di non potete procedere senza acquisite gli atti può provvedere alla 
verifica di tale dichiarazione e, se risulta infondata, può disporne il sequestro. Risulta 
quindi necessario che il m edico verifichi se i dati oggetro della richiesta della polizia 
giudiziaria rientrino tra quelli coperti dal segreto professionale, attenendosi, in cal 
caso, a quanro prevede l’att. 2 5 6  c.p.p. (nota 16 aprile 2013).

L’Autorirà ha fornito riscontro a un quesito del Dipartimento dell’amministrazione 
penitenziaria del M inistero della giustizia concernente la possibilità da parte delle orga­
nizzazioni sindacali di effettuare riprese foto-video nel corso delle visite sui luoghi di 
lavoro degli istituti penitenziari previste dall’art. 5, com ma 6 , dell’Accordo nazionale 
quadro del 24 marzo 200 4 , il quale afferma che la visita dei rappresentanti sindacali 
“è diretea a verificare esclusivamenre le condizioni logistiche dei vari luoghi di lavoro”.

L’Ufficio ha rilevato ch e la disposizione risulta fare chiaro riferimento alla verifica 
dei luoghi frequentati dagli agenti della polizia penitenziaria nello svolgim ento della 
loro attività lavorativa -  quali uffici, spazi dedicati alla custodia dei detenuti, locali
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vari, eventuali apparecchiature utilizzare, postazioni di lavoro, etc. -  in funzione della 
loro idoneità a consentire l’espletamento dei compiti di istituto in condizioni di salu­
brità e sicurezza. In tale contesto, le ipotizzare riprese foto-video vanno limitate alle 
sole condizioni degli ambienti, con esclusione di profili attinenti alia protezione dei 
dati personali. L’eventuale coinvolgim ene nelle riprese del personale operante negli 
istituti, come pure dei detenuri ivi ristetri, in quanto non essenziale risperto al fine 
del controllo dei luoghi di lavoro demandato alle organizzazioni sindacali dal con­
tratto collettivo, comporterebbe, infatti, un trattamento di dati effettuato in viola­
zione del principio di necessità ed eccedente rispecro alle finalità perseguite con le 
verifiche previste dalla contrattazione (cfr. artt. 3 e 11, comma 1, lett. d), del Codice) 
(nota 10 maggio 2013).

8.2.1. I  sistemi di videosorveglianza per finalità d i pubblica sicurezza
L’Autorità ha ricevuco la segnalazione di alcuni cittadini, residenti in diversi 

comuni, circa la presenza di telecamere di videosorveglianza che, pur istallate sulla 
pubblica via, consentivano, a causa della loro ubicazione, una visione diretta anche 
degli interni delle abitazioni dei segnalanti. Gli accertamenti effettuati daJl’Autorità 
hanno permesso di appurare che le telecamere etano state installate in attuazione del 
“Programma Operativo Nazionale (PON ) -  Sicurezza per lo Sviluppo -  Obiettivo 
convergenza 2007-2013”, gestito dal Ministero dell’intetno, e che la titolarità del 
trattamento dei dati era stata conferita alla locale questura. Il Garante ha ritenuto 
che, ancorché gli obiettivi del menzionato programma -  riconducibili alla preven­
zione e al conttasto alla criminalità -  apparissero condivisihiii e di notevole rilevanza 
sociale, i trattamenti di dati personali efferruari tramite l’utilizzo di sistemi di video­
sorveglianza, quand’anche riconducibili a quelli previsti dall'art. 53 del Codice, deb­
bono rispettare i principi posti dall’att. 11 del Codice medesimo e, in particolare, il 
principio secondo il quale i dati personali oggetto di trattamento debbono essere per­
tinenti e non eccedenti rispetto alle finalità per le quali i dati sono raccolti о succes­
sivamente trattati, comc ribadito dal Garante anche nel provvedimento generale in 
materia di videosorveglianza adottato Г8 aprile 2010 (doc. web n. 1712680). La pos­
sibilità per le telecamere in argomento di effettuare riprese anche aU’interno degli 
immobili dei segnalanti configura quindi un trattamento di dari personali illecito in 
quanto eccedente e non pertinente rispetto alle finalità di prevenzione e contrasto alla 
criminalità per le quali i dati sono raccolti. Pertanto, il Garante ha vietato alla que­
stura il rrattamento dei dari personali dei segnalanti attraverso le citate telecamere di 
sorveglianza, prescrivendo, aJtresì, di adottate ogni misura necessaria atta a impedire 
la possibilità di efferruate riprese dell’interno delle abitazioni dei medesimi, dandone 
riscontro al Garante. Il titolare del trattamento ha provveduto ad apportare al sistema 
di videosorveglianza le modifiche richieste (prow.ti 27 giugno 2013, n. 316, doc. 
web n. 2576958 e n. 317, doc. web n. 2577003).

Il Corpo della polizia municipale di un Comune ha chiesto se, per corrispondere 
alle evenruali esigenze investigative delle Forze di polizia, era possibile prolungare 
fino ad un periodo di 60 giorni i tempi di conservazione delle immagini delle targhe 
di veicoli registrate dal sistema di videosorveglianza gestito dal Corpo medesimo. 
L’Ufficio ha rilevato che il paragrafo 3 4. del provvedimento generale in materia di 
videosorveglianza, prevede che i comuni, in caso di videosorveglianza finalizzata alla 
tutela della sicurezza urbana, possono conservare i dari nel termine massimo di sette 
giorni successivi alla rilevazione delle immagini e che, in caso di effettive ed eccezio­
nali esigenze di ulteriore conservazione, devono inoltrare al Garante una richiesta di 
verifica preliminare, adeguatamente motivata con riferimento ad una specifica esi­
genza di sicurezza perseguita, in relazione a concrete situazioni di rischio riguardanti
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eventi realmente incom benti e per il periodo di tem po in cui venga confermata tale 
eccezionale necessità.

Con riferimento al caso di specie, il provvedimento consente quindi un prolunga­
mento del cermine di conservazione delle im magini anche in presenza di richieste deila 
polizia giudiziaria motivate però in relazione a specifiche e punruali attività investiga­
tive in corso, dovendosi escludere una preventiva e generalizzaca conservazione ultra- 
sertimanale per esigenze solo evencuali (nota 9 dicembre 2013).

Un C om u ne ha posto un quesito relativo alla liceità del trattam ento dei dati per- 
V ideosorvegliarua sonali svolto per m ezzo dell’installazione di telecamere che riprendano l’interno
all'interno delle delle camere di sicurezza del com ando della polizia m unicipale ove, ai sensi degli
camere di sicurezza artt. 380  o 381 c.p .p ., vengono rinchiusi gli arrestati in flagranza di reato da perso­

nale con qualifica di agente od ufficiale di polizia giudiziaria. Il C om u ne ha eviden­
ziato che le im m agini sarebbero state visionate dal personale del com ando e conser­
vate per un m assim o di 24 ore, consentendo di poter controllare a discanta i dece­
nuri al fine di intervenire in caso di centacivo di evasione e per evitare possibili atti 
di autolesionism o.

Fornendo riscontro, l’Aurorità ha rappresentato che la circostanza che le camere di 
sicurezza debbano essere sottoposte a sorveglianza non implica per ciò solo che sia pre- 
visra e consencica l'installazione di telecamere ehe riprendano l’interno delle stesse. 
Rilevato che non risulta sussistere -  né è scata indicata dal com ando -  alcuna specifica 
normativa concernente la videosorveglianza nelle camere di sicurezza, è  scaco eviden­
ziato che la Coree di cassazione, nel pronunciarsi su una vicenda relaciva ad un dete- 
nuco soccoposco al regime di cui all’acc. Ai-bis. I. n. 3 5 4 /1 9 7 5 , ha ricenuto illegittimo 
il ricorso alla videosorveglianza cocale dello scesso -  anche nel m om ento dell’urilizzo 
della toilette—, valucando idonei a prevenire possibili aggressioni alla persona del dete- 
nuco i controlli fisici direcci mediance feritoie ed oblò (Cass. pen., sez. V, 26 aprile
2 0 1 1). Occorre dunque assumere eom e riferimento la normativa generale in materia 
di protezione dei dati posta dal Codice e, più specificamente, i principi posci dall’art.
11, oltee alle prescrizioni concenuce nel provvedimento generale del Garante in mare­
ria di videosorveglianza.

In particolare, nella materia rilevano i principi di necessità e di proporzionalità nel 
trattamento dei dati, rispetto ai quali occorre valutare, ad esem pio, se sia necessario 
installare le telecamere all’in terno delle camere di sicurezza o se sia sufficiente posizio­
narle negli am bienti attigui alle celle, oppure ancora se corrisponda alle esigenze espo­
ste dal com ando dotare di telecamere solo una o più celle, da utilizzare nei soli casi, da 
valurare rigorosamente volta per volta, in cui sussistano effeccive e concrete esigenze di 
prevenite possibilità di evasione o pericoli alla persona, rimanendo sempre ferma, 
com e ha chiarito la citata pronuncia della Suprema Corre, la salvaguardia degli asporti 
più intimi della sfera di riservatezza deH’interessaro. Le conseguenti valutazioni non 
possono com unque essere assunre con carattere di generalità, ma devono essere svolre 
caso per caso e, ove ritenuto necessario il trattamento in esame, devono essere suppor­
tate da una circostanziata m otivazione (nota 5 settembre 2013).

8.3- Il controllo sul sistema di informazione Schengen

Il M inistero deirinterno-D ipartim ento della pubblica sicurezza ha rappresentato 
l'opportunità di differire l’adem pim ento delle ultim e misure prescritte dal Garanre 
volte a rafforzare la sicurezza nel tratramento dei dati effettuati per l’attuazione della 
C onvenzione di Schengen, in ragione sia delle innovazioni tecnologiche inrrodorte 
con l'entrata in funzione del nuovo Sistèma di informazione Schengen (SIS II), sia
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delle difficoltà di realizzazione dei progetti, legate soprattutto alla disponibilità delle 
necessarie risorse finanziarie.

Alla luce delle indicazioni ricevute e delle difficoltà rappresentate dal Ministero, il 
Garante con provvedimenti del 24 gennaio 2013, n. 23 (doc. web n. 2324763) e 1° 
agosto 2013, n. 379 (doc. web n. 2635313) ha disposto il differimento dei termini per 
l’adempimento delle prescrizioni, che sono in corso di attuazione.

Il Codice ha introdotto nuove modalità di esercizio dei diritti relativamente ai dati 
registrati nell’N-SIS, in virtù delle quali l'interessato può rivolgersi in Italia ditetta- A ccesso diretto 

mente all’autorità che ha la competenza centrale per la sezione nazionale del SIS, ossia 
al Dipartimento della puhblica sicurezza (cd. accesso diretco). Il numero e il comenuro 
delle richieste degli interessati che ancora pervengono direttamente al Garante sono 
rimaste srabili rispetto all’anno precedente.

Hanno invece subirò un lieve aumento le richieste di accesso ai dati pervenute al 
Garante da Autorità di controllo di sezioni nazionali del SIS di altri Stati, interpellate 
dagli interessati in relazione a segnalazioni inserite nel sisrema da aurorirà di polizia ita­
liane. Le informazioni sono state comunicare, previa consultazione degli uffici segna­
lanti, nel rispetto delle disposizioni degli artt. 109 e 114 della Convenzione.

8.4. Il Datagaie e i trattamenti per finalità  di incelligence

A fronte delle notizie, riportate dalla stampa, sul cd. Datagate -  ow eto sulla rac­
colta di dati personali di milioni di cittadini, non solo statunitensi, da parte della 
NationalSecurity Agency (NSA) -  il Garante ha svolro una serie di attività informarive 
e di impulso nei confronti del Governo, al fine di minimizzare i rischi per i cittadini 
italiani rispetto ad eventuali acquisizioni dei loro dati per fini di intelligence.

In primo luogo, il 23 luglio 2013 il Garante è stato audito, ai sensi dell’arr. 31, 
comma 3,1. n. 124/2007, dal Comitato parlamentare per la sicurezza della Repubblica 
(Copasir), in relazione alle implicazioni sui diritti dei cittadini europei alla raccolta di 
dati personali per fini di incelligence svolta in base al Foreign Intelligence Surveillance 
Act (FISA) e al rapporro tra protezione dati e trattamenti per fini di sicurezza delio 
Stato nel nosrro ordinamento.

Il 22 ottobre, all’indomani dell’approvazione in Commissione LIBE del Parlamento 
europeo, della proposta di regolamento sulla protezione dei dati personali, il Garante, 
con una nota indirizzata al Presidente del Consiglio dei Ministri, ha segnalaro l’esi­
genza di accertare se lo spionaggio anche telematico condotro dal NSA abbia coin­
volto, sia pure incidentalmenre, cittadini italiani, nonché la necessità di adottare effi­
caci strumenri di protezione dei dati personali Trattati per fini di sicurezza, anche 
nella consapevolezza e condivisione delfobiertivo europeo di rafforzare gli strumenri 
di cooperazione di polizia e giudiziaria (doc. web n. 2708275).

Infine, l’11 novembre 2013 il Garante e il Dipartimento delle informazioni per la 
sicurezza (Dis) della Presidenza del Consiglio dei Minisrri hanno siglato un protocollo 
d’intenti volto a disciplinare alcune procedure informative funzionali all’esercizio delle 
rispettive atrribuzioni. Il protocollo prevede, in particolare, modalità di informazione 
idonee a consenrire al Garante di conoscere alcuni elementi essenziali del trattamento 
dei dati personali eftettuaro dagli Organismi per l’informazione e la sicurezza in alcuni 
contesri peculiari, segnatamente quelli concernenti la sicurezza cibernetica o gli accessi 
alle banche dari delle pp.aa. o degli esercenti servizi di pubblica urilità.
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L’attività giornalistica

Tenendo conro delle diverse forme attraverso cui si esercita ormai la libertà di 
informazione, J’anno di riferimento è stato caratterizzato da un impegno costante nel 
valutare, nel quadro di riferimento del Codice (in particolare, artt. 136-139) e dell’al­
legato codice di deontologia, segnalazioni e reclami per io più concernenti l’esercizio 
dell’attività giornalistica.

Accanto a tale attività, improntata al bilanciamento tra libertà di informazione e 
diritto alla riservatezza e alla protezione dei dati personali, è maturata la decisione di 
promuovere l'aggiornamento del codice di deontologia, adottato nel 1998, relativo al 
trattamento di dati personali in ambito giornalistico al fine di un suo adeguamento in 
considerazione deH’evoIuzione tecnologica (che ha inciso su tecniche e modalità dd- 
l’informazione) e dell’evoluzione giurisprudenziale di alcuni istituti, quali ¡1 “diritto 
all’oblio” (cui peraltro fa riferimento la proposta di regolamento Ue in materia di pro­
tezione di dari personali).

Il Garante ha quindi deliberato l’aw io dei lavori, secondo la procedura di coope­
razione con il Consiglio nazionale dell’Ordine dei giornalisti prevista dalJ’art. 139 del 
Codice, contemplando altresì la possibilità di sentire, in raJe ambito, anche soggetri 
rappresentativi deH’informazione online (prow. 1° agosto 2013, n. 376, in G .U. 23 
agosto 2013, n. 197, doc. web n. 2564822). La presidenza delJ’Ordine dei giornalisti 
e il Garante, renuto anche conto dei contributi pervenuti e degli elementi acquisiti dai 
soggetti interpellati, hanno lavorato ad una bozza di nuovo codice di deontologia da 
sottoporre al Consiglio dell’Ordine dei giornalisti nella riunione plenaria del 27-30 
marzo 2014, nel corso della quale, tuttavia, il testo non è stato approvato.

Il Garante, nelPesprimere alla presidenza dell’Ordine il proprio rammarico per la 
valutazione negativa espressa dal Consiglio rispetto ad un lavoro attento e approfon­
dito svolto anche con il proprio contributo, ha comunicato all’Ordine di non essere 
intenzionato ad esercitare i poteri sostitutivi offerti dalTart. 139 del Codice ai fini del­
l’approvazione del testo e di voler proseguire nei propri compiti attenendosi al codice 
di deontologia vigente.

9-1. /  minori

Il delicato rapporto tra informazione e turela dei minori (nel quadro delle fonti 
sopra ricordate nonché della Carta di Treviso) conserva una posizione centrale nello 
svolgimento dei compiti istituzionali dell’Autorità. Nella vigente cornice normativa, 
come noto, il diritto del minore alla riservatezza deve sempre essere considerato pre­
valente rispetto al diritto di cronaca e, al fine di tutelarne la personalità, i giornalisti 
devono rendere non identificabili i minori coinvolti in fatti di cronaca (art. 7 codice 
di deontologia).

L'Autorità ha invocato tali principi nell’esaminare, in particolare, due casi, sottopo­
sti alla sua attenzione da due Tribunali per i Minorenni, riguardanti delicate vicende 
familiari di affidamento. Nel primo caso una testata giornalistica locale aveva pubbli­
cato la notizia del suicidio di una donna, madre di tre figli affidati a terzi (in ragione 
del problemarico contesto familiare in cui si trovavano) con un provvedimento giuri-
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sdizionale; oltre alla foro e alle generalità della donna, il giornale aveva pubblicato 
quelle dei nonni e i nom i dei minori (questi ultimi contenuti nelle pagine del diario 
personale della madre, pure pubblicate dal quotidiano), tendendoli così direttamente 
identificabili (nota 22 febbraio 2013).

Nella seconda vicenda, un giornale locale aveva pubblicato il nom e e il cognom e di 
un minore, allontanato dai genitori con un provvedimento giurisdizionale, unitamente 
ad altre informazioni che ne evidenziavano la situazione di disagio e una possibile paro- 
logia; nell’articoio venivano altresì pubblicati i dati identificativi deH’inrero nucleo 
familiare, com presi quelli dei fratelli, anch’essi m inori (nota 13 settem bre 2013).

L’Ufficio, nel ritenere entrambe le pubblicazioni contrastanti con la disciplina di 
protezione dei dari personali (oltre che con la Carra di Treviso che tutela espressamente 
“l'anonimato del m inore per non incidere suirarmonico sviluppo della sua persona­
lità”), ha ribadirò che le garanzie a favore dei minori operano anche nell’eventualità 
che siano i genitori a rilasciare dichiarazioni alla stampa.

Analoghe valutazioni critiche sono stare formulare in relazione alla perdurarne 
diffusione, anche in rete, di notizie e im m agini relative al bam bino di Padova prele­
vato a scuola dalle Forze dell’ordine in esecuzione di un provvedim ento giurisdizio­
nale di affidam ento, caso di cui l’Autorità si era già occupata (cfr. Relazione 2012. 
p. 148). Ulteriori segnalazioni concernenti la m edesim a vicenda hanno evidenziato  
che taluni organi di inform azione, nel riferire dello svolgim ento di un procedim ento  
giudiziario coinvolgente i genitori, non solo hanno nuovam ente fatro riferimento al 
m inore -  talvolta identificato nom inativam ente o, indirectamenre, tramite i n om i­
nativi dei familiari -  m a hanno anche riportato dichiarazioni rese dal padre nel 
corso del giudizio concernenti delicati episodi della vita privata del figlio. L’Ufficio  
ha considerato tale pubblicazione un’ulteriore significativa intrusione nella sfera pri­
vata del m inore in violazione delle speciali garanzie dettate dall’ordinamenro ed ha 
pertanto invitato gli editori interessati -  che hanno formalmenre aderito a tale 
richiesta — ad impegnarsi auronom am ente a non diffondere ulreriormenre, anche 
nelle edizioni onlirtedó  rispettivi giornali, dettagli relativi alla vita privata del minore 

(nota 5 dicem bre 2013).
L’Autorità ha poi richiamato pubblicam ente gli organi di informazione al rispetto 

del codice di deontologia e della Carta di Treviso in relazione alla diffusione di noti­
zie concernenti farti di cronaca di particolare risonanza avvenuti a Roma (una vicenda 
di prostituzione m inorile e un tentativo di suicidio da parte di un sedicenne) rispetto 
ai quali sono stati via via diffusi -  attraverso i media tradizionali e in rete -  dettagli 
non essenziali, lesivi della personalità e della dignità dei minori interessati, aumentando
il rischio di una loro identificazione (com unicati srampa 29 maggio e 13 novembre
2 013 , docc. web nn. 24-49404 e 2749736).

9 .2 . La cronaca giudiziaria

La materia della diffusione di informazioni relative a vicende giudiziarie ha conti­
nuato a formare oggerto di attenzione da parte dell’Autorità che ha ritenuto prive di Notizie e immagini di 
fondam ento segnalazioni nelle quali si lamentava la diffusione di dari idenrifìcaiivi di arrestati e  indagati 

persone sottoposte ad indagine o  condannate alla luce del principio, più volte ribadito 
nei suoi provvedimenti, secondo cui la pubblicazione di dari personali relativi a pro­
cedim enti penali è ammessa, anche senza il consenso dell interessato, nei limiti dell es­
senzialità deirinfotm azione riguardo a forti di interesse pubblico (art. 137, com m a 3, 
del Codice; arrr. 6 e 12 del codice di deontologia) {ex pluribus; note 15 marzo, 17 

m aggio e 21 otrobrc 2013).
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Pubblicazione di atti 

del procedim ento e 

intercettazioni

Vittime di reato

Segnalazioni c reclami concernenti la cronaca giudiziaria talora hanno evidenziato 
profili di illiceità rispetro non solo al Codice, ma anche alle disposizioni in mareria di 
segreto delle indagini e di pubblicazione degli arti processuali (attt. 114 e 329 c.p.p. e 
art. 684 c.p.).

In una vicenda, concernente la pubblicazione su un siro internet di un e-book 
recarne il testo delle intercettazioni telefoniche raccolte nell’ambito di un’indagine 
coordinata dalla Procura della Repubblica di Napoli e contenute in un’informativa 
preliminare predisposta dai Carabinieri, anche alla luce del riscontro pervenuto dalla 
menzionata Procura, l’Autorità ha ritenuto che la pubblicazione, per le sue caraneristi­
che (il contenuto del libro coincideva con l’intero arto-informativa dei Carabinieri, 
comprensivo di intestazione, non sotroposro a rielaborazione alcuna), potesse presen­
tare elementi di incompatibilità con l’arr. 114, comma 2, c.p.p. -  cbe vieta “la pubbli­
cazione, anche parziale, degli atti non più coperti dal segreto fino a che non siano con­
cluse le indagini preliminari ovvero  fino al termine dell’udienza preliminare" —, sotto­
ponendo quindi l’accertamenro di rale circostanza alla comperente autorità giudiziaria.

Si è d’altra parte evidenziato che, sotto il profilo delle specifiche disposizioni vigenti 
in materia di trattamento di dari personali in ambito giornalistico (arrt. 136-139 del 
Codice), la pubblicazione, pur se attinente a fatti di indiscutibile interesse pubblico 
(risultanze di indagini su ipotesi di rearo connessi alla gestione dei contribuì pubblici 
erogati a favore di un movimento politico), contenesse alcune espressioni lesive della 
dignità della reclamante (senatrice, esponenre del movimento interessaro dalle indagini, 
menzionata nelle conversazioni intercettate), non rispondenti al parametro d e ir 'e s se n -  

zialità deH’informazione”, risultando la stessa di farro estranea alla vicenda della gestione 
dei fondi pubblici attribuiti al movimenro politico (nota 14 giugno 2013).

Particolare cautela nella diffusione di notizie relative a procedimenti penali deve 
essete adoperara a protezione del diritto alla riservarezza nonché per assicurare il 
rispetto della dignità delle persone offese dal reato, poiché la pubblicità (specie tramite 
internet) data alla lesione ne pregiudica ulteriormenre i diritti. Questo orientamento 
è stato alla base della valutazione di illiceità della pubblicazione in rete, da parte di una 
testata locale, di due articoli (successivamente rimossi) nei quali erano srati riportati 
brani di un libro, incentrato sulla reclamante (peraltro con riferimenti lesivi della sua 
dignità) e sulla sua famiglia, dichiararci giudizialmente diffamatorio e oggetto di seque­
stro (nota 28 ottobre 2013).

9-3 . 1 personaggi pubblici

Per quanto riguarda la diffusione di informazioni riguardane! personaggi pubblici
o che esercitano pubbliche funzioni il quadro normativo e la relativa evoluzione giu­
risprudenziale consentono invece di individuare margini più ampi nel trattamento dei 
dari personali (in tal senso v. già Relazione 2012, p. 153).

Tale orientamento è stato seguito anche in relazione alla lamentata diffusione, nel 
corso di una trasmissione televisiva di inchiesta e di approfondimento informativo, di 
immagini tratte da un Dvd della festa nuziale privata dei segnalanti asseritamemesot- 
tratto agli stessi. Al riguardo, l’Uffìcio ha rilevato che -  fermi restando gli accertamenti 
dell’autorità giudiziaria in ordine aH’asserira acquisizione fraudolenta del Dvd -  la dif­
fusione delle immagini ritraenti i segnalanti e alcuni ospiti (e tra questi un esponente 
politico già ministro dello sviluppo economico) non presentava profili di contrasto 
con il parametro della “essenzialità dell’informazione riguardo a farti di interesse pub­
blico” (arr, 137, comma 3, del Codice). Il servizio andato in onda -  nel.qualc, peral- 
rro, i volti degli altri ospiti presenti alla festa erano stati oscurati -  si inseriva, inferri,
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nelFambico di un dibattito sui criteri in base ai quali vengono corrisposti contribuci e 
altre ucilirà pubbliche a privati e  aveva lo scopo di docum entate l'esistenza di frequen­
tazioni, anche di natura non professionale, tra l’esponente politico ritratto e i segna­
lanti (l’uno, presidente della Associazione italiana per lo  sviluppo c la prom ozione del 
digitale terrestre, l’altra, amministratrice di un consorzio assegnatario di un’autorizza­
zione pubblica per l’utilizzo del digitale terrestre) (nota 28 marzo 2013).

Il Garante ha invece ritenuto travalicati i limiti della libertà di espressione in rela­
zione alla d iffusione in rete del contenuto di e-mail private, presumibilmente copiate 
da hacker, di alcuni parlamentari. L’Autotirà ha rilevato com e tale condotta potesse 
determinate una violazione della libertà e segretezza della corrispondenza (art. 15 
Cosr.) e delle specifiche garanzie poste a turela delle com unicazioni e della corrispon­
denza dei membri del Parlamento (att. 68  Cost.) nonché la configuraci irà del reato 
di cui all’art. 616 c.p. E stata altresì evidenziata una lesione del diritto alla riservatezza 
e alla protezione dei dati personali non solo dei parlamentari intescatari degli indirizzi 
di posta elettronica, ma di tutti coloro che sono entrati in contatto con essi attraverso 
la posta elettronica nonché dei terzi citati all’interno delle com unicazioni.

Il Garante, avendo individuato nella fattispecie un trattam ento illecito ritenuto  
essere avvenuto ab origine in violazione di legge (art. 1 1, com m a 1, lett. a) e b), del 
Codice) ed avendo rilevaro che tale illiceità estendeva i suoi effetti anche ai succes­
sivi trattamenti (art. 11, com m a 2 , del C odice), ha vietato ogni ulteriore urilizzxD 
delle e-mail in questione, prescrivendone la cancellazione (prow . 6 m aggio 201 3 , n. 

229 , doc. w eb n. 2 4 1 1 3 6 8 ).

9-4. L’uso di immagini in ambito giornalistico

Su richiesta dell’Ufficio, talune testate online hanno rimosso i video con i quali, in 
un caso, si docum entava la tragica morte di due operai impegnati nella m anutenzione 
di una chiusa e, nell’altro si ritraeva il corpo senza vita di un uom o suicida (di cui 
erano state rese note generalità e informazioni relative allo srato di salute). In entrambi 
i casi l'Ufficio ha morivaro la richiesta ritenendo non giustificata la diffusione delle 
immagini sul piano dell’essenzialità dell’inforniazione a fronte della legittima aspetta­
tiva di riserbo e di rispetto del dolore da parte dei familiari delle persone decedute 

(note 11 e 31 ottobre 2013).
L’Ufficio ha altresì ritenuto fondata la segnalazione di una donna (affetta da una 

grave patologia) in relazione ad un articolo che, nel docum entare la decisione del giu­
dice che aveva riconosciuto sussistente nel caso che riguardava la stessa un episodio di 
malasanità, aveva diffuso un insieme di dati (professione dell’interessata e la circo­
stanza che fosse affetta da un’evidente m enom azione fisica, professione del marito e 
com posizione del nucleo familiare) i quali, nel loro com plesso, consentivano di risa­
lire all’identità della segnalante. L’Autorità ha precisato che, anche se l’identificabilirà 
era avvenuta entro una cerchia ristretta di persone, queste ultim e erano state com un­
que messe in condizione di conoscere informazioni sul suo stato di salute (che la 
segnalante aveva interesse a non rivelare). N ell’occasione è stato ribadito che il lim ite 
deH’“essenziaiità dell inform azione’ va interpretato con  particolare rigore quando la 
notizia di cronaca investe fatti che incidono sulla salute di una persona “identificata o 
identificabile”, richiamando anche la previsione del codice di deontologia secondo cui 
“il giornalista, nel far riferimento allo stato di salute di una determinata persona, iden­
tificata o identificabile, ne rispetta la dignità, il diritto alla riservatezza e al decoro per­
sonale, specie nei casi di malatrie gravi o terminali, e si astiene dal pubblicare dati ana­
litici di interesse strettamente clinico” (art. 10, com m a I) (nota 1° agosto 2013).

Tutela dei dati idonei a 

rivelare lo stato di 
salu te
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Analogamente è stata ritenuta fondata la doglianza di una donna che aveva lamen- 
rato una violazione della sua riservatezza da parre di un giornale locale che, nel riferire 
del decesso del fratello a causa di una grave malattia, aveva altresì rivelato (senza che ciò 
fosse pertinente) analoga seria patologia di cui la stessa era affetta (nota 12 marzo 2013).

9-5- Gli archivi storici c le informazioni online

Anche nel 2013 sono pervenute segnalazioni e ricorsi concernenti la reperibilità, 
a distanza di anni, tramite gli archivi storici online dei giornali, di dati personali a suo 
tempo pubblicari. 11 Garante ha ribadito che la diffusione sul sito internet di un quo­
tidiano online di un articolo contenente informazioni su fatti (anche molto delicati e 
risalenti) costituisce parte integrante dell’archivio storico della testata e non integra, 
in linea di principio, un illecito trattamento di dari personali. Tuttavia, tenuto conto 
del funzionamento della rete -  che consente la diffusione di un gran numero di dati 
personali relativi a vicende anche remote -  e in considerazione del tempo trascorso, 
ha ritenuto che una perenne associazione all’interessato della vicenda resa pubblica 
possa determinare un sacrificio sproporzionato dei suoi dirirti. È stato quindi pre­
scritto che la pagina web contenente i dati personali del ricorrente (anzitutto il suo 
nominativo) venisse deindicizzata, sottratta cioè alla diretta individuazione da parte 
dei comuni motori di ricerca, pur restando inalterata all’interno dell’archivio e con­
sultabile telemáticamente accedendo all’indirizzo web dell’editore (prow. 18 dicem­
bre 2013, n. 594, doc. web n. 2957346) (cfr. par. 16.4).

In relazione ad un articolo contenente i dati idenrifiaitivi dell’interessata (rimasta 
invalida a seguito di un intervento chirurgico) unitamente alla descrizione dettagliata 
delle relative parologie invalidanti, non rilevanti ai fini del diritto di cronaca, il Garante 
ha prescritto (con conseguente adempimento da parte dell’edirore) la rimozione dell’ar­
ticolo dagli archivi online (prow. 12 dicembre 2013, n. 578, doc. web n. 296950).

In altra fattispecie, vari siti internet e blog, dopo aver diffuso articoli relativi ad un 
collaboratore di giustizia, associando la nuova identità dallo stesso assunta quale effetto 
dell’adesione al programma di protezione a quella originaria, hanno provveduto ad eli­
minare tale associazione a seguito dell'intervento dell’Ufficio (nota 20 settembre 2013)-

Si segnala, infine, il provvedimento adottato dal Garante il 21 novembre 2013, n. 
516 (doc. web n. 2914227) ad esito di un ricorso, avente ad oggetro la richiesta di 
deindicizzazione dai motori di ricerca del testo di un’inrerrogazione parlamentare con­
tenente dati giudiziari riferiti al ricorrente (molto risalenti nel tempo e superati da suc­
cessivi sviluppi processuali) (cfr. par. 16.4).

9.6. La persistente rintracciabilità sui motori di ricerca

Ulteriori interventi dell’Autorità si sono resi necessari per assicurare il rispetto dei 
provvedimenti con cui era scato imposto il divieto di indicizzazione delle notizie con­
tenute negii archivi online.

È stato più volte segnalato aJi’Autorità che, nonostante l’adozione di tutte le misure 
tecniche previste, alcuni contenuti, apparentemente non più indicizzabili, risultavano 
visualizzabili ¡neJl’indice di Googlc scarch. Nel novembre del 2013 l’Ufficio ha quindi 
chiesto, mediante contatti informali, chiarimenti a Googlc per meglio comprendere 
e individuare gli strumenti necessari per assicurare la definitiva deindicizzazione dei 
contenuti rinvenibili tramite il suo morore di ricerca e mira a definire rale aspetto 
nell’anno in corso, in modo tale da rendere possibilmente più chiara lapolicyprivacy 
della società americana sul punto.
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Il trattamento di dati personali 
attraverso internet e nel settore  
delle comunicazioni elettroniche

10.1. L’utilizzo dei cookie; la consultazione pubblica e il  tavolo di lavoro

Nella Relazione 20 1 2  sono state descricce le m odifiche apportate alla disciplina 
relaciva all’uso dei cd. cookie (i piccoli file  di tesro che i siti visirari daJl’urence inviano 
al suo browser per essere poi ritrasmessi ai m edesim i siti alla successiva visita del m ede­
simo utente) e degli aJcri strumenti analoghi (web beaconJweb bug, clear GIF, etc.) ad 
opera del d.lgs. 28  maggio 201 2 , n. 69 , che ha novellato l’art. 122 del C odice in attua­
zione della direttiva 2 0 0 9 /1 3 6 /C E .

Conclusasi la consultazione pubblica avviata dal Garante (con prow . 22 novem ­
bre 2 0 1 2 , n. 3 5 9 , doc. web n. 2 1 3 9 6 9 7 ) al fine di individuare le m odalità sem pli­
ficate per l'inform ativa da rendere online su ll’utilizzo dei cookie ai sensi deH’arr. 13, 
com m a 3, del C odice, l’analisi dei contributi pervenuti ha evidenziato non solo  
l’importanza dei m enzionati dispositivi per la realizzazione della pubblicità online 
(tramite la profilazione degli urenti), ma anche per il funzionam ento dei servizi 
offerti sulla rete. L’analisi delle problem atiche emerse dalla consultazione ha indotto  
l’Autorità -  in ragione della delicatezza della questione e dell'im patto della relativa 
disciplina sulla rete internet — ad avviare un tavolo di lavoro in materia (riunitosi per 
la prima volta il 18 settem bre 2013) al quale sono stati invitati i partecipanti alla 
consultazione pubblica nonché esponenti del m ondo accadem ico e della ricerca.

G li ulteriori elem enti acquisiti (anche all’esito di un incontro tenutosi presso 
l’A utotità nel febbraio 2014 ) sono attualm ente al vaglio deN’U ffìcio aJ fine di indi­
viduare le soluzioni giuridiche e tecniche idonee a garantire l’attuazione della nor­

mativa in materia.

10.2. La conservazione dei dati di traffico (dara rerention)

Nel 2013  si sono conclusi i procedimenti awiari a seguito del ciclo ispettivo effet­
tuato dal N ucleo speciale privacy della Guardia di finanza in materia di conservaz ione  

di dati di traffico telefonico e telematico (di cui si è dato conco nella Relazione 2012 , 
p. 259 ), volti alla verifica del risperro delle prescrizioni imparate con il provvedimento  
generale del 17 gennaio 20 0 8  (doc. web n. 1482111) integrato con successivo prov­
vedim ento generale del 24 luglio 20 0 8  (doc. web n. 1538237), resosi necessario a 
seguito del recepimento della direttiva 2 0 0 6 /2 4 /C E  sulla conservazione dei dati di 
traffico mediante il d.lgs. 30  maggio 2008 , n. 109 (che ha m odificato, tra 1 altro, 1 art. 
132 del Codice).

Rilevata, in sede di accertam ento ¡speravo, la mancata attuazione di alcune delle 
prescrizioni contenute nel m enzionato provvedim ento del luglio 2 0 0 8 , in conside­
razione delle criticirà emerse le società hanno m odificato le proprie procedure al fine 
di assicurare il rispetto della normativa in materia; in qualche caso, a seguito dell a­
dozione da parte del C ollegio di provvedim enti prescrittivi, si son o adeguate nei ter­
m ini previsti. In particolare, nei confronti di quattro società sono stati adottati prov­
vedim enti prescrittivi per violazioni che hanno riguardato i tem pi di conservazione
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dei daci di traffico celefonico, superiori a quelli consenciti dalla legge -  ed in rela­
zione ai quali, a tacere di altri profili, si è incentrata la declaratoria di invalidità della 
Coree di giustizia dell’8 aprile 2014 (Digital Rights Ireland e Seitlinger and Others, 
Cause riunite C-293/12, C-594/12) -  la mancaca adozione di specifici sistemi di 
autenticazione informatica fondati su tecniche di strong authentication, di cui una 
necessariamente basata sull’elaborazione di caratteristiche biometriche deH’incari- 
cato nonché la mancata adozione di alcune ulteriori misure di sicurezza. Tra quesre, 
in particolare, la cifratura dei dari conservati, l’adozione di sistemi informatici 
disrinri fisicamente per la conservazione dei dati per esclusive fìnalirà di accerta­
mento e repressione dei reati rispetto a quelli conservati per altre finalità, l’adozione 
di specifiche procedure in grado di garantire la separazione rigida delle funzioni tec­
niche di assegnazione di credenziali di autenricazione e di individuazione dei profili 
di autorizzazione rispetto a quelle di gestione tecnica dei sistemi e della basi di dati 
(prow.ri 14 febbraio 2013, n. 64, doc. web n. 2313961; 21 febbraio 2013, n. 74, 
doc. web n. 2338534; 18 luglio 2013, n. 360, doc. web n. 2605222; 3 ottobre 2013, 
n. 429, doc. web n. 2740948).

In una delle fattispecie esaminate l’istruttoria è stata estesa dall’Ufficio con l’ado­
zione di un ulteriore provvedimento prescrittivo relativo a violazioni della disciplina 
in materia di protezione dei dati personali concernenti il rilascio di un’informativa ini­
donea e le non corretre modalità di acquisizione del consenso (specifico e differen- 
ziaro) da parte degli interessati (prow. 3 ottobre 2013, n. 430, doc. web n. 2745497).

All’attività ispettiva e ai conseguenti provvedimenti prescrittivi adottati dal Collegio 
ha fatto seguito l'avvio di numerosi procedimenti sanzionatoti (cfr. par. 18.5).

10.3- Le chiamate indesiderate effettuate per finalità promozionali {cd. telemarkering 
selvaggio)

Alla modifica normativa che ha istituito il Registro pubblico delle opposizioni 
(d.RR. n. 178/2010) ha corrisposto un incremento delle segnalazioni concernenti la 
ricezione di chiamate indesiderate sia nei confronti di utenze iscritte regolarmente al 
Registro (circa 2.300 segnalazioni), sia verso utenze a carattere riservato, in quanto 
non presenti negli elenchi, ivi comprese Je utenze mobili.

Effettuare complesse attività istruttorie, anzirurto per determinare gli effettivi 
autori delle telefonate (essendo spesso oscurato il numero chiamante: callingline Iden­
tification), si è potuto constarare che moiri operatori economici si sono avvalsi, oltre 
che del proprio personale, anche di retzi i quali, a cascata, hanno ulteriormente 
demandato l’attività di contatto ad altri soggetti, talora stabiliti all’estero. Nell’insieme, 
l’esito dei suddetti accecamenti sul solo fenomeno delle chiamate indesiderate ha 
comporraro in meno di tre anni (2011-2013) la contestazione di rilevanti sanzioni 
amministrative (cfr. par. 18.5).

Il fenomeno del telemarketing, con specifico riguardo alle sole segnalazioni relative 
al detto Registro (escludendo quindi, quelle relative a numerazióni non in elenco), ha 
fatto registrare una crescita esponenziale delle segnalazioni (circa 2.300 solo nell’anno 
2013), larga parte delle quali è riferibile a più chiamate promozionali ascrivibili a pro­
dotti e servizi commercializzati dalla medesima impresa. Al fine di offrire un'ampia 
tutela agli interessati e contrastare efficacemente il fenomeno (oggetto di ricorrerne 
segnalazione), l’Autorità ha spesso avviato singole istruttorie preliminari (anche in 
mancanza dell’indicazione da parte del segnalante del numero chiamante).
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10.4. Le nuove regole per il contrasto alle cd. telefonate mute effettuate da cali center con 
finalità di marketing

Si è am piam ente riferito nella Relazione 2011 (p. 104 e ss.) delle telefonate cd. 
m ute, o w eto  effettuate m ediante un sistema auromariz2ato per la generazione delle 
chiam ate ditette agli abbonati telefonici che consente di manrenere in uno stato di 
attesa le chiamate che hanno già ricevuto risposta, susoetribiJi, quindi, di ingenerare 
allarme, ansia, sospetto e disturbo nei desrinarari, fino al m om ento in cui un opera­
tore di cali center si rende disponibile.

In proposiro merita segnalate che un prim o provvedim ento adottato dal Garante 
(provv. 6 dicem bre 201 1 , n. 4 7 4 , doc. vveb n. 1857326), oggetro di im pugnazione, 
è staco integralm ente conferm ato dal Tribunale di Roma (con sentenza n° 18977  
depositata il 26  settem bre 201 3 ). In particolare, il giudice ha accolto la tesi del 
Garante stabilendo che “l’utilizzó dei dati personali per effettuare una chiamaca 
mura in luogo che una proposta com m erciale costituisce un trattam ento di dati con ­
trario al fondam entale canone della correttezza indicato dall’articolo 11 del C odice, 
arreso che tutro il sistema di selezione e form ulazione delle chiamace [...] mira ad 
ottim izzare il successo delle chiamare passare agli operatori facendo ricadere il 
rischio e il disagio della chiamara mura sui destinatari”.

Il fenom eno in esame ha peraltro fatto registrare un significativo increm ento, 
specie negli ultim i mesi (alla fine del 201 3 , risultano pervenute circa 4 0 0  segnala­
zioni. alcune peraltro singolarm ence riferibili a più episodi, anche ascrivibili a sog­
getti diversi), nonché la rendenza ad allarmanti picchi di chiamare mure efferruate 
da specifiche num erazioni in periodi di tem po determinati. D alle verifiche e dagli 
approfondim enti conoscitivi effettuati, anche di caractere ispettivo, è em erso che in 
rutti i casi oggetto di segnalazione si trattava di telefonare effettuate da cali center per 
finalità com m erciali m ediante l’im piego, ormai diffusissim o, di sistemi automarizzati 
di insrtadamento della chiamata agli operatori. Nella maggior parre dei casi le liste 
dei destinatati delle chiamate com m erciali vengono "caricare” sulla piattaforma infor­
matica utilizzata dai cali center la quale, mediante l’im piego di un software, com pone  
i numeri e smisra le telefonate ai diversi operarori.

C on decisione n. 482  del 30  ottobre 2013 (doc. web n. 2740497) l’Autorirà ha 
posro in consultazione pubblica per 60 giorni (dandone avviso sulla G .U . del 22  
novembre 2013 , n. 274) uno schema di provvedimento generale che individua una 
serie di misure per rendere il trattamento conform e alle disposizioni del Codice. In cale 
prospettiva, in particolare: 1) i caU. center dovranno censire correttamente e secondo  
criteri uniformi le chiamate m ute efferruate agli interessati, la cui attesa non potrà pro­
lungarsi oltre i 3 secondi, intervallo temporale oltre il quale la chiamata dovrà essere 
“abbattuta” dal sistema; 2) il num ero di chiamate mute considerate encro la soglia di 
tollerabilità fisiologica non potrà essere superiore al 3% di tutte le chiamate andare a 
buon fine; rale percentuale dovrà essere misurata ad intervalli decadali e com unque 
nell’ambito di ogni singola cam pagna di telemarketing, 3) alla risposta ddl'utente non  
potrà mai far riscontro il silenzio, che dovrà invece essere sostituito da un rumore sin- 
rerico ambientale (cd. comfort noise) con rumori di sottofondo, squilli di telefono, bru­
sio, etc., per date la sensazione che la chiamata non provenga da molestatori; 4) a 
seguico di una chiamata muta, l’utente non potrà essere ricontattato prima di una set­
timana e com unque al contatto successivo dovrà essere previsra una modalità di instra- 
dam ento autom atico della chiamara sressa in m odo da assicurare la presenza di un 
operatore; 5) i cali center dovranno conservare per alm eno due anni i report statistici 
della chiamate mure effertuare, in m odo da consentire gli opportuni controlli.
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10.5. Il trattamento di dati personali effettuato mediante cali center ubicati al dì fuori 
deli Unione europea

Il trasferimento di m olte attività verso cali center insediati in Paesi non apparte­
nenti aM’U nione europea, nei quali potrebbero non essere assicurate le adeguate 
garanzie per i diritti degli interessati previste dalla normativa comunitaria, ha messo 
in luce possibili criricità sulle m odalità di trattamento dei dati. Già a partire dal 
2 0 1 0 , la questione della delocalizzazione all’estero delle attività di cali center c stata 
riportata da diverse fonti di stampa e segnalata al Garante da strutture sindacali e 

associazioni di consum atori.
Successivamente, com e noto, l’art. 24-bis, d.l. 22 giugno 2012, n. 83  convertito 

con modificazioni, dalla 1. 7  agosto 2012, n. 134 (in G .U . 11 agosro 2012 , n. 187), 
ha prescritto alle imprese che intendano spostare la propria attività al di fuori del ter­
ritorio nazionale di darne previa com unicazione al M inistero del lavoro e delle politi­
che sociali e al Garante, stabilendo altresì che gli interessati, nel rivolgersi a (o se con­
tattati da) un cali center, siano sempre informati del farto che l’operatore possa essere 
collocato in un Paese estero. Sono ai riguardo pervenute, da parte delle imprese e delle 
associazioni di categoria, richieste di chiarimenti nonché di intervento del Garante per 

verificare le modalità di trattamento.
N el contem po la C om m issione europea è intervenuta nei confronti dell’Italia con  

una richiesta di inform azioni, trasmessa al Garante dalia Presidenza del Consiglio dei 
Ministri, volta a verificate la sussistenza di eventuali presupposti per un’infrazione 
comunitaria in conseguenza delle possibili antinom ie rilevate nel citato art. 2 4 -bis, 
con particolare riguardo alla restrizione della libertà di srabilimento che l'applica­
zione della norma com porterebbe. AJ riguardo sarebbe auspicabile un tempestivo 
intervento del legislatore tale da assicurare, in ragione di rilievi sollevati una formu­
lazione della norma coerenre con il diritto comunitario.

C on il provvedim ento del 10 ottobre 201 3 , n. 444 (d o c  web ri. 2724806) il 
Garante ha com unque fornito indicazioni e chiarimenti, per i profili di propria com ­
petenza, anche in relazione agli strum enti da adottare per trasferire lecitam ente dati 
personali verso Paesi terzi nonché sugli adem pim enti espressamente previsti dall’arr. 
24-bis, prescrivendo ai titolari del trattamento di comunicare all’Autorità ogni trasfe­
rim ento o  affidam ento di dati personali a cali center siti al di fuori d ell’U nione  
europea; ciò anche al fine di consentire all’Autorità di effettuare una ricognizione 
del fenom eno d isponendo di dati com pleti che riguardino tutti i settori pubblici e 
privati coinvolti, nonché per arginare efficacem ente il fenom eno delle chiamate 
indesiderate.

Rispetto alle poco m eno di 40  notificazioni ad oggi pervenute l’Autorità, pur non 
avendo ricevuto segnalazioni, ha tutravia programmato un'attivirà ispettiva ad hoc per 
il 2014 al fine di verificare in concreto il rispetto delle vigenti disposizioni.

10 .6 . 1 dati personali utilizzati a f in i  di profilazione e marketing

Con riguardo ai trattam enti effettuati dai fornitori di servizi di com unicazione  
elettronica accessibili al pubblico pet finalità di profìlazione della propria clientela  
attraverso l’uso di dari personali aggregati e senza l’acquisizione dello  specifico con ­
senso, il Garante ha analizzato una nuova istanza di verifica preliminare pervenuta 
da parte di un operatore telefonico sulla base del provvedim ento generale del 25 
giugno 20 0 9  (doc. web n. 1629107). A ll’esito della stessa, l’Autorità ha em anato  
un provvedim ento con il quale, nel prescrivere misure e accorgim enti (sia giuridici,
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sia tecnici) volti a garantire, nell’am biro dell’attività di profilazione, il corretto uti­
lizzo dei dati personali degli utenti ed a rafforzarne la cuteia (prow . 24  ottobre 
201 3 , n. 4 6 8 , doc. web n. 2 7 9 7 8 2 4 ), si è consentito all’operatore telefonico in que­
stione, previa ad ozion e di rigorose misure di sicurezza, di am pliare i parametri uti­
lizzati per la d efin izion e della propria clientela e conseguentem ente per la defini­
zione di più idonei cluster (gruppi om ogen ei) di utenza sui quali articolare l’attività  
di profilazione. Inoltre, a fronte delle difficoltà rappresentate dall’operarore con  
riguardo ad una corretta ed adeguara gestione dei cicli di fatturazione, e soprattutto  
aJ fine di tutelare gli utenti a cui potevano essere im putati com portam enti di con ­
sum o non veritieri, l'Autotità ha anche autorizzato un’estensione del periodo di 
riferim ento utilizzato per l’elaborazione del criterio di ripartizione della clientela  
nei suddetti cluster. Al fine di garantire gli utenti, l’A utotità non ha ritenuto invece 
lecira una nuova m odalità di profilazione ipotizzata, neH’am bito di un’istanza di 
verifica prelim inare, da una socierà di telecom unicazioni sulla base del m onitorag­
gio dei dati di navigazione degli stessi (prow . 13 giugno 2 0 1 3 , n. 300 ). L’attività 
sottoposta al vaglio  del Garante riguardava la cosiddetta pubblicità com portam en­
tale {targeted advertising) e i servizi personalizzati su internet. La società fornitrice 
del servizio di connessione chiedeva infarti di poter analizzare il com portam ento  
oniine degli u tenti, senza averne acquisito il consenso, al fine di proporre pubbli­
cità mirate (targeted advertising). D iversam ente da quanto prospettato, è tuttavia 
em erso che il processo che avrebbe dovuto tendere anonim i i dati dei singoli utenti 
era, per sua natura, reversibile e consentiva di proporre all’utente offerte calibrate 
suìla sua condotta  oniine.

Alla medesima società l’Autorirà ha consentito, invece, nell’am bito di un'ulteriore 
istanza di verifica preliminare relativa alla fornitura di servÌ7.i di tv interattiva, di ana­
lizzare, previa acquisizione del consenso, il com portam ento degli utenti e, in partico­
lare, preferenze, gusti e scelte di consum o sui servizi e prodotti fruibili attraverso le 
piattaforme televisive digitali ed inrernet (prow. 11 aprile 201 3 , n. 177). A  tal fine, 
sono srate prescritte misure a tutela della riservatezza degli interessati, quali l’esclu­
sione, per finalità di profilazione e marketing dell analisi di dati sensibili, a m eno che 
il trattamento di tali dati non risultasse indispensabile in rapporto ad uno specifico  
bene o prodotto richiesto o, ancora, l’adozione, nella fase di classificazione dei pro- 
dorri televisivi fruibili in m odalità interattiva, di una più ampia categorizzazione dei 
contenuti per genere (e che com unque non si riferisse a singole tipologie di conte­
nuti digitali) nonché la previsione di un periodo di osservazione di gusti e preferenze 
di consum o non inferiore alla settimana.

N el corso dell’istrurroria è em erso, inolrre, che la società avrebbe utilizzato, per 
l’analisi delle abitudini di consum o dei clienri delia rv interattiva, la m edesim a piat­
taforma sofnvare usata per i servizi di telefonia e di profilazione telefonica. Pertanto, 
al fine di scongiurare i rischi di una “profilazione incrociata”, il Garante ha prescritto 
il m ascheram ento dei dati personali all’interno dei diversi sistem i (prow . 11 aprile 

2 01 3 , dr.).

10.7. Il trattamento dei dati personali per finalità di marketing diretto: la manifestazione 
del consenso

D opo una articolata attività istruttoria volra a verificare la liceità e la correttezza 
dei trattamenti effettuati dai maggiori operatori nazionali di telefonia con riguardo ai 
dati personali dei clienti acquisiti sulla base del consenso (manifestato all’atto delia 
sottoscrizione di un conrratto di abbonam ento o dell’attivazione di una linea prepa-
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gara), il Garante è intervenuto con un provvedim ento generale (15 maggio 2013, n. 
242, doc. web n. 2543820) in tema di manifestazione del consenso neU’ambito del 
cd. marketing di retto; con esso sono state dettate alcune prescrizioni, successivamente 
ribadite.con le linee guida in materia di attività prom ozionale e contrasto allo spam 
del 4  luglio 20 1 3  (di cui, più nel dettaglio, v. infra par. 10.10). In particolare, con il 
m enzionato provvedim ento del 15 m aggio 2013  — che (pur originato nel contesto 
degli operatori telefonici) si rivolge a tutti i titolari che effettuano trattamenti di dati 
personali in am bito privato -  l’Autorità ha delineato, nel rispetto dei principi di sem ­
plificazione, armonizzazione ed efficacia di cui all’art. 2, com m a 2, del Codice, una 
linea interpretativa dell’art. 130, com m i 1 e 2, del Codice in relazione al disposto del- 
l’art. 23 , tesa a semplificare l’acquisizione del consenso dell’interessato per l'attività 
di marketing diretro attraverso strum enti tradizionali e automatizzati di contatto  
(posta elettronica, telefax, messaggi del tipo m m s o sms o di altro tipo). In partico­
lare, il Garante ha chiarirò che l’acquisizione del consenso degli interessati per il trat­
tam ento dei dati personali per finalità di marketing diretto (ossia per l’invio di mate­
riale pubblicitario, di vendita diretta o per il com pim ento di ricerche di mercato o di 
com unicazione com merciale), tramite modalirà automatizzate ai sensi dell'art. 130, 
com m i 1 e 2, del C odice, implica altresì il consenso alla ricezione di com unicazioni 
prom ozionali attraverso modalità tradizionali, com e la posta cartacea o le chiamate 
telefoniche tramite operatore, salvo l’esercizio da parte dell’interessato del diritto di 
opposizione al trattamento (anche in forma parziale, lim itatamente a talune m oda­
lità dell'attività di marketing).

Il Garante ha inolrte chiarito che dall’informativa deve emergere che il diritto di 
opposizione dell’interessato al trattamento per finalità di marketing d itetto attra­
verso m odalità automatizzate si estende a quelle tradizionali, anche se deve com u n ­
que restare salva la possibilità di esercitare tale diritto in parte, così com e previsto 
dal ciraro art. 7, com m a 4, del C odice. La stessa informativa deve infatti evidenziate 
la possibilità per l’interessato di manifestare com unque in maniera agevole e gratuita 
l’evenruale volontà di ricevere com unicazioni prom ozionali esclusivam ente attra­
verso m odalità tradizionali, ove previste. L’Autorità ha infine prescritto ai titolari del 
trattamento che per le m enzionate finalità abbiano già raccolto un unico consenso  
con riguardo a com unicazioni sia autom atizzate sìa tradizionali, di inserire un ana­
logo richiamo alla suddetta possibilità in un’informativa da tendere alla prima occa­
sione utile, eventualm ente anche m ediante le ordinarie m odalità di contatto per 
scopi endoconttattuali.

Con lo scopo di chiarire l'ambito di un corretto trattamento dei dati personali 
anche rispetto alla formulazione di una modulistica relativa sia all’informativa [ex art. 
13 del C odice), sia al consenso (ex arr. 23 del C odice) in termini selertivi, ovvero che 
consenta di prestate un consenso specifico per ogni finalità perseguirà dal titolare, 
l’Autorirà è intervenuta anche con riguardo ai trattamenti di dati personali svolti per 
finalità di marketing diretro da società che operano nel settore dei finanziamenti pri­
vati. In rale ambirò, con riguardo alla com unicazione dei dati a soggetti terzi sempre 
per finalirà di marketing, l’Ufficio, per garantire agli interessati confini più chiari del- 
l’ambiro in cui i loro dati vengono trattati, ba riJevaro che il titolate, nel rendere un’i­
donea informativa, circa gli elem enti di cui al ciraro art. 13, deve indicare, ove oppor­
tuno, tra i soggetti terzi desrinarari della com unicazione anche le società controllate, 
controllanti o  com unque a vario tiralo collegare con il soggetto che ha raccolto i dari, 
ovvero, in alternativa le categorie merceologiche di appartenenza dei sudderri rerzi 
(note 3 e 12 dicembre 2013).


