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Il nuovo strum ento di accertamento sintetico è stato sottoposto alla verifica preli­
minare del Garante perché il calcolo dello scostamento tra i redditi dichiarati e le spese 
effettuate, utilizzato per selezionare i contribuenti da sottoporre a controlli, è fondato:

- sul trattamento automatizzato di dati personali presenti in Anagrafe tributa­
ria, o com unque conosciuti dall’Agenzia, al fine di selezionale i contribuenti 
da sottoporre ad accertamento e rideterminarne il reddito sulla base di infor­
mazioni com unicate dallo stesso contribuente in ragione di obblighi dichia­
rativi (ad es., dichiarazione dei redditi, atti del registro) o da soggetti esterni 
in base ad un obbligo di legge (ad es., operatori telefonici, assicurazioni), non­
ché altrimenti ricavate daJPAgenzia nell’am bito di specifiche campagne di 
controllo (ad es., presso tour operator, scuole private, eie.);

- sull’im putazione al contribuente di spese presunte, quantificate sulla base del­
l'attribuzione di un profilo (eluster) ricavato anche ricorrendo alleccdd. “spese 
medie Istat”, in relazione alla sua appartenenza ad una specifica tipologia di 
famiglia e alla residenza in una determinata area geografica.

L’individuazione di criteri astratti voJti ad analizzare il com portam ento del contri­
buente, soprattutto se effettuata sulla base delle numerose tipologie di dati posseduti 
e attraverso l’attribuzione di un profilo, presenta rischi specifici per i diritti fondam en­
tali e la libertà, nonché la dignità degli interessati, che richiedono la previsione di ade­
guate garanzie. C iò , in particolare, laddove vengano utilizzate tecniche che rendono 
possibile collocare gli individui in classi al fine di prendere decisioni sul loro conto  
(artt. 14 e 17 del Codice).

Il Garante ha esaminato la correttezza e la liceità del trattamento posto in essere 
dall'Agenzia delle entrate al fine di individuare, in applicazione del C odice, le garan­
zie da assicurare in relazione alla natura e alla qualità dei dati, alle modalità del tratta­
m ento e agli effetti ebe lo stesso può determinare sugli inreressati, introducendo, in 
particolare, misure e accorgimenti idonei a correggere fattori che generino impreci­
sioni nei dati, assicurandone l’esattezza e lim itando i rischi di errori inerenti alla pro- 
filazione, considerato che eventuali imprecisioni nella fase di raccolta di informazioni 
sono destinate a ripercuotersi, con esiti imprevedibili, sulle determinazioni assunte 
sulla base di un loro trattamenro automatizzato, anche con rilevanti conseguenze ¡n 
capo agli interessati. Particolare attenzione è stata prestata all’informativa e all’eserci­
zio dei dirirti da parte degli interessari, anche nel corso del procedim ento amministra­
tivo tributario condotto daJl’Agenzia.

La verifica preliminare è stata com piuta anche attraverso accertamenti mirati di 
carattere ispetrivo volti a verificare in concreto il trattam ento dei dati contenuti nel- 
l ’Anagrafe tributaria anche attraverso l’applicativo apposiram ente realizzato. N el­
l ’am bito di tale procedim ento numerose sono state le occasioni di proficuo confronto  
con l’Agenzia al fine di m eglio com prendere le criticità riscontrate e di individuare 
con giuntam ente so lu zion i vo lte a contem perare le esigenze della lorra all’evasione 
fiscale con il rispetto del d iritto  alla protezione dei dati personali degli interessati 
nonché dei prìncipi previsti dal Codice (primo fra tutti quello della qualità dei dari).

N ell’ambito dell’istruttoria sono emersi numerosi profili di criticità che rendevano 
il sistema non conform e al C odice, derivanti principalmente dal fatto che lo stesso 
decreto ministeriale di attuazione del nuovo reddirometto non era stato sottoposto al 
previsto parere del Garante, il quale avrebbe così potuto notevolm ente anticipare e 
contribuire a risolvere talune problematiche che, invece, sono emerse solo nel corso 
della verifica preliminare. Più precisamenre, tali criticità hanno riguardato la qualità e 
l’esattezza dei dati urilizzati dall’Agenzia delle entrate, l’individuazione in via presun­
tiva della spesa sostenuta da ciascun contribuente riguardo ad ogni aspetto della vita 
quotidiana (tempo libero, libri, pasti fuori casa, etc.) mediante l’attribuzione alla gene­
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ralità dei soggetti censiti neH’Anagrafe tributaria della spesa media rilevata dairistat, 
alle informazioni oggetro di esame in contraddittorio con l'Agenzia e aJl’informariva 
da rendere al contribuente, con particolare riguardo alle conseguenze sul mancato oon- 
ferimenro dei dati in tutte le fasi del procedimento amministrativo.

A lcune di queste criticità son o state risolte già nel corso della verifica preliminare 
medianre i correttivi apportati dall’Agenzia delle entrace, anche su indicazione 
dell’U fficio. Ulteriori misure a garanzia dei contribuenti son o  state quindi prescritte 
dall’Autorità con il provvedim ento del 21 novembre 2 0 1 3 , n. 5 )5  (doc. web n. 
2 7 6 5 1 1 0 ).

In particolare, il Garante ha ritenuto che il decreto ministeriale, nella parte in cui 
prevede la probazione del contribuente attraverso l’im putazione presuntiva di ele­
m enti di capacità contributiva relarivj ad ogni singolo asperro della vita quotidiana -  
il cui contenuto indutrivo è determinato mediante l'utilizzo di spese medie (e, in par­
ticolare, di quelle rilevate a fini statistici dall’Istat), non finalizzate alla valorizzazione 
di un elem ento di capacità conttibutiva certo, e quindi non ancorate all’esistenza di 
un bene o un servizio e al relativo m antenim ento -  costituisca un’ingerenza ingiusti­
ficata nella vita privata degli interessati in quanto sproporzionata rispetto alle legittime 
finalità di interesse generale perseguite daJl’Agenzia. C iò  va oltre quanto necessario per 
ricostruire sinteticam ente il reddito del contribuente ai sensi dell’art. 38, d.P.R. n. 
6 0 0 /1 9 7 3  e si pone in contrasto con i principi di correttezza e Liceità del trattamento 
nonché di esattezza dei dati, specie per i profili telativi all’artribuzione delle spese Istat 
(arrt. 2  e 11 del Codice).

Ugualmente, ad avviso del Garante, la circostanza di dover discutere delTammon­
tate delle voci di spesa riguardanti ogni singolo aspetto della vita quotidiana con l’am­
ministrazione finanziaria -  com e proposto dall’Agenzia quaJe correttivo pet circoscri­
vere l’inesattezza del trattamento derivante dall’utilizzo presuntivo delle spese medie 
Istat — espone il contribuente a una forte invasione delia propria sfera privata, trovan­
dosi lo stesso obbligato a dover giustificare di aver o, soprattutto, non aver sosrenuto 
certe Tipologie di spesa, anche relative alle sfere più intim e della personalità (cfr. ad es., 
tem po libero, istruzione dei figli, ecc.) e a portare a conoscenza nel dettaglio il hinzio- 
nario dell’Agenzia del proprio stile di vita. Pertanto, a fronte delle criticità evidenziate 
nell’istruttoria, l’Autorità ha rilevato che anche la raccolta in contraddittorio da parte 
dell’Agenzia di informazioni relative ad ogni singolo aspetto della vita quotidiana a fini 
di concrollo fiscale, anche risalente nel tem po, seppur effettuato per una rilevante fina­
lità di interesse pubblico, entra in conflitto con i principi in materia di riservatezza e 
prorezione dei dari personali e, in parricolare, con l’art. 8 della Convenzione per la sal­
vaguardia dei diritti dell’uom o e delle libertà fondamentali il quaJe, com e noto, pre­
vede che, in una società democratica, l’ingerenza di una autorità pubblica nella vita 
privata e familiare dell’individuo, ancorché prevista dalla legge, debba essere necessa­
ria e proporzionata.

Alla luce di queste considerazioni, possono cosi riassumersi le misure che il Garante 
ha prescrirto all’Agenzia delle entrate per rendere il nuovo redditometro conform e  
al Codice:

- (Profilazione) il reddito del contribuente può essere ricostruito utilizzando 
unicamente spese certe e spese che valorizzano elementi certi (possesso di beni
o  utilizzo di servizi e relarivo m antenim ento) senza utilizzare spese presunte 
basate unicamente sulla media Istat;

- (Spese medie Israt) i dati delle spese m edie Istat non possono essere utilizzati 
per determinare l’am montare di spese frazionate e ricorrenti (es., abbiglia­
m ento, alimentari, alberghi, etc.) per le quali il fisco non ha evidenze certe. 
Anche sulla base di elem enti forniti dalPIstat, è emerso che rali dari, riferibili
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d io  standard di consum o m edio familiare, non possono essere ricondorri cor- 
rerramenre ad d cu n  individuo, se non con norevoli margini di errore, in 
eccesso o in di ferro;

- (Firro figurativo) il cd. Pirro figurarivo (arrribuiro al conrribuenre in assenza di 
abirazione in proprietà o locazione nel com une di residenza) non deve essere 
utilizzato per selezionare i contribuenti da sottoporre ad accertamento, ma 
solo ove necessario a seguirò del contraddirtorio. Il fitto figurativo dovrà 
essere attribuito solo una volta verificata la corretta com posizione del nucleo 
familiare presso Panagrafe, per evirare le notevoli incongruenze riscontrate dd  
Garante (che com portavano, ad es., Pattribuzione automatica a 2 m ilioni di 
minori della spesa fìtrizia per l’affitto di una abitazione);

- (Esattezza dei dati) PAgenzia deve porre particolare attenzione alla qudità e 
all’esattezza dei dati d  fine di prevenire e correggere le evidenti anom die  
riscontrate nella banca dati o i disdlineam enti rra famiglia fisede e anagrafica.
La corretta com posizione della famiglia è infatti rilevante per la ricostruzione 
del reddito familiare, l'individuazione della tipologia di famiglia o l’attribu­
zione del cd. firto figurativo;

- (Inform ativa ai conrribuenri) il contribuente deve essere inform ato, attra­
verso Papposita informativa allegata al m odello  di dichiarazione dei redditi 
e d isponib ile anche sul sito dell’Agenzia delle entrate, del facto che i suoi 
dati personali saranno utilizzati anche ai fini del reddirometro. N ell’invito  
d  contradditrorio devono essere specificati chiaramente al contribuente i 
poteri utilizzati dail’Agenzia delle entrate nell’am bito del trattamento dei 
suoi dati personali effettuato ai fini di accerramento sintetico ai sensi del 
citato art. 3 8 , chiarendo la natura obbligatoria o facoltativa degli ulteriori 
dati richiesti dalPAgenzia (es. dati finanziari) e le conseguenze di un  even- 
tu d e rifiuto anche parziale a rispondere;

- (Contraddittorio) dati presunti di spesa, non ancorati ad d cu n  elem ento certo 
e quantificabili esclusivam ente sulla base delle spese Istar relativi ad ogni 
aspetto della vita quotidiana, anche risdenti nel tempo, non possono costi­
tuire oggetto del contraddittorio.

Il Garante ha esaminato lo schema di provvedimento del direttore dell’Agenzia 
delle entrate in materia di com unicazioni d i’Anagrafe tributaria dei dati relativi ai con- Comunicazioni 
tratti e ai premi assicurativi e volto a riunire in un unico tracciato record com unica- all’Anagrafe tributaria 

zioni relative ai premi assicurativi versati e ai dati dei contratti di assicurazione, sem ­
plificando le trasmissioni effettuate dalle com pagnie di assicurazione e da dtri soggetti 
del settore ed evitando ogni rischio di duplicazione dei dati.

N el corso delPistrurtoria l’Autorità ha approfondito la questione anche attraverso 
un accertam ento di carattere ispettivo presso l’Agenzia delle entrate al fine di acqui­
sire ogni inform azione utile a valutare la pertinenza e la non eccedenza delle infor­
m azioni raccolte relative d ia  voce "contributo al Servizio sanitario nazionale” del 
tracciato record che le com pagnie di assicurazione e altri soggetti del settore avreb­
bero dovuto trasmettere all’Anagrafe tributaria, rispetro alle finalità di controllo for­
male degli oneri deducibili perseguite dalla norma, anche tenuto con to  dei dati rela­
tivi alle assicurazioni e ai beni m obili registrati già presenti in Anagrafe tributaria, o 
com u nq ue disponibili d l ’Agenzia delle entrate. In particolare, è stata verificata la 

pertinenza rispetro:
- alla richiesta dei dati relativi all’importo del premio, alla targa del mezzo 

e alla potenza del motore (Kw/CV) a fronte delle informazioni già rileva­
bili dal pubblico registro automobilistico, nonché da alrre c9municazioni 
all’Anagrafe tributaria;
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- ai dati raccolti sulla base del provvedimento del direttore dell’Agenzia delle 
entrate del 20 aprile 2012 die prevede la trasmissione telematica della comu­
nicazione degli importi annualmente versati alle province relativi ai contratti 
di assicurazione contro la responsabilità civile;

- alla soglia prevista per la deducibilità di tale contributo alla luce delle 
recenti modifiche normative introdotte dall’art. 4, comma 76,1. n. 92/2012, 
che ne hanno limitato la rilevanza ai soli casi in cui l’importo sia superiore 
a euro 40.

In relazione agli autoveicoli è risultato quindi possibile limitare la comunicazione
— rispetto a quanto inizialmente previsto -  ai campi strettamente necessari relativi 

' all’identificativo del contratto di polizza, alla data di stipula del contratto, all’og­
getto del conttatro e alla targa del veicolo, in quanto i dati relativi alla potenza del 
motore e all’ammontare totale del premio possono essere acquisiti, rispettivamente, 
dal pubblico registro automobilistico e dai dati comunicati all’Anagrafe Tributaria 
dalle assicurazioni ai sensi del provvedimento del Direttore dell’Agenzia del 20 
aprile 2012, relativo ai soli veicoli a motore.

Con riferimento alla soglia prevista per la deducibilità del conrributo al Ssn, intro­
dotta dall’att. 4, comma 76,1. n. 92/2012, l’Agenzia ha ritenuto altresì di poter limi­
tare l’obbligo di comunicazione ai casi in cui l’imporro sia superiore a euro 40, modi­
ficando il tracciato record affinché risulti chiaro che, nel caso in cui il contributo sia 
inferiore a detta soglia, gli elementi dell’intero tracciato non devono essere compilati.

Riguardo alle modalità tecniche di scambio dei dati, considerato che lo schema 
ha previsto che i soggetti obbligati effettuino le comunicazioni previste utilizzando 
il servizio reiematico Entrarel o Fisconline, già oggetto di rilievi cricici del Garante 
con il provvedimento del 17 aprile 2012, n. 145 (doc. web n. 1886775), (’Agenzia 
ha dichiarato che taJi comunicazioni saranno trasferite sulla nuova infrastruttura 
Sistema di interscambio dati (Sid) in corso di realizzazione, già valurato favorevol­
mente del Garante nel parere del 15 novembre 2012, n. 861 (doc. web n. 2099774) 
e nel provvedimento del 31 gennaio 2013, n. 48 (doc. web n. 2268436), e che, 
comunque, sono stati pianificati alcuni interventi evolutivi del servizio telematico 
Entrarel riferiti, in particolare, alJa gestione della dimensione dei file  e al monitorag­
gio dell’utilizzo delle credenziali di accesso.

Il Garante, pertanto, a seguito delle modifiche apportate, ha espresso parere favo­
revole sulla successiva versione dello schema di provvedimento predisposta 
dell’Agenzia, che ha tenuto conto degli approfondimenti richiesti dall’Ufficio relarivi 
alla pertinenza e non eccedenza dei dati, a condizione chc tali comunicazioni fossero 
trasferite suUa nuova infrasrrurrura Sid entro il 31 dicembre 2013 (provv. 4 aprile 
2013, n. 153, doc. web n. 2462488).

L'Agenzia delle entrate ha chiesro aJ Garante chiarimenti in ordine ad una sen- 
A ccesso  al ('Archivio dei renza del Tar Lazio del 21 ottobre 2013, n. 9036, secondo cui, tra i “documenti 
rapporti finanziari fiscali” che l’Agenzia delle entrare dovrebbe esibire ad un ricorrente ai sensi della 1.

n. 241/1990, rientrerebbero anche le “comunicazioni inviate da tutti gli operatori 
finanziari dell’Anagrafe tributaria -  sezione Archivio dei rapporti finanziari -  rela­
tive ai rapporti continuativi, alle operazioni di natura finanziaria ed ai rapporti di 
qualsiasi genere”.

In relazione a quanto rappresentato dall’Agenzia, l’Autorità ha deciso di dare 
mandato all’Awocarura dello Stato per impugnare la sentenza e ha evidenziato in 
un’apposita nota alla stessa Agenzia, oltre a più generali criticità in ordine all’appli­
cabilità del concetro stesso di documento amministrativo a tal genere di banca dati, 
che una simile applicazione della disciplina sull’accesso ai documenti amminisrra- 
civi si pone in contrasto con i diritti e le libertà fondamentali nonché con la dignità
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degli interessaci, beni tutelati dalla norm ativa, anche di rilevanza com unitaria, in 
materia di protezione dei daci personali, specie con riferim ento all’eccezionale con ­
centrazione presso l’A rchivio dei rapporti finanziari (che costituisce un’apposita 
sezione separata d ell’Anagrafe criburaria) di un’enorm e quantità di inform azioni 
personali riferibili aJla toralità dei contribuenti, con ciò snaturando le specifiche ed 
emergenziali finalità di contrasto all’evasione fiscale che hanno legittim ato la costi­
tuzione di tale banca dati.

Dalla docum entazione disponibile al Garante, risulta infatti che (’Archivio dei rap­
porti finanziari contenga circa 6 0 0 .0 0 0 .0 0 0  (seicento m ilioni) di rapporti arrivi e che 
annualmente gli operatori finanziari effettuano circa 155 .00 0 .0 0 0  (centocinquanta- 
cinque m ilioni) di com unicazioni relative alle sole variazioni dei rapporti in essere e 
alle cd. operazioni extraconto.

La legge stabilisce tassativamente i soggerti e le specifiche finalità per cui tali dati 
possono essere utilizzati. Ad esem pio, oltre all’autorità giudiziaria e per specifiche 
finalità antim afia e antirerrorismo, l’Agenzia può farvi accesso unicam ente a seguito  
dell’a w io  di indagini finanziarie per le attività connesse all’accertam ento sulle 
im poste dei redditi e sul valore aggiunto ed alla riscossione m ediante ruolo, n on ­
ché, con riferim ento ai cd. dati contabili raccolti a partire da) 2 0 1 1 , unicam ente 
con m odalità centralizzate per la form azione di liste selettive di contribuenti a m ag­
gior rischio evasione.

Estendere l’utilizzo delle informazioni contenute nelle com unicazioni degli ope­
ratori finanziari all'Archivio dei rapporti in assenza dei (e, quindi oltre, i) predetti 
presupposti soggettivi e oggettivi tassativamente individuati dal legislatore com e pre­
figurato dalla citata sentenza del Tar del Lazio significherebbe, di fatto, equiparare il 
penetrante potere d ’indagine dell’Agenzia delle entrate e quello riservato all’accerra- 
m ento di fattispecie penalmente rilevanti a quello di chiunque risultasse portatore di 
un interesse e quindi anche di altri innum erevoli soggecti (pubbliche amminisrrazioni 
e imprese). C on ciò superando i liniiri im posti dal legislatore nella costituzione di tale 
Archivio ed esponendo la totalità dei contribuenti ad una sproporzionata invasione 
della propria vira privaca, in conflitto con la necessità di rispettare i lim iti posti dai 
principi in materia di riservatezza e protezione dei dati personali e, in particolare, dal- 
l’art. 8 delia C onvenzione per la salvaguardia dei dirirti dell’uom o e delle liberrà fon­

damentali (nota 20  dicembre 2013).

4 .8 . La videosorveglianza in ambito pubblico

Anche nei corso del 2013 , frequenti richiesre si sono incenrrate sulla necessità di 
sottoporre (o m eno) alla verifica preliminare dell’Autorità sistemi di videosorveglianza 
(com e previsto nel provvedimento generale in materia di videosorveglianza dell 8 
aprile 2 0 1 0 , doc. web n. 1712680).

A tal riguardo, in presenza di una richiesta di autorizzazione e di verifica prelimi­
nare ai sensi dell'art. 17 del Codice da parte di un com une in relazione al trattamento 
di dati personali che intendeva effettuare tramite sistemi di videosorveglianza inrelli- 
genti “con riconoscimento facciale e veicolare dei trasgressori”, per controllare il depo- 
siro di rifiuti dom estici in orari non consentiti nonché di rifiuti ingombranti, inqui­
nanti e pericolosi, al fine di procedere alla relativa contestazione dei verbali di viola­
zione, PUffìcio ha fornito alcuni chiarimenti in ordine all’autorizzazione e ha manife­
stato l’esigenza di conoscere taluni elem enti utili alla istruttoria (tra i quali la modalità 
di funzionam ento del sistema di riconoscim ento delle caratteristiche fisionom iche 
degli interessati, l’eventuale collegam ento, incrocio o confronto con altri dati perso­

R iconoscim ento  

facciale e veicolare
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M onitoraggio del 
traffico acqueo

Grande Progetto  

Pompei

nali, il contesto in cui il predetto sistema sarebbe stato installato nonché l’eventuale 
capacità dello stesso di rilevare i percorsi degli interessati). Poiché gli elementi forniti 
dai com une non risultavano rientrare rra le ipotesi individuate nel provvedimento 
generale del 2010  in cui è necessario sottoporre i sistemi di videosorveglianza alla veri­
fica preliminare dell’Autorità, non è stato dato seguito alla richiesta (note 13 settem ­
bre 2013  e 8 gennaio 2014).

U n’azienda di trasporti, partner di un progetto europeo volto a sviluppare un 
sistema di sicurezza del trasporro pubblico nelle città europee, ha chiesto la verifica 
preliminare per i trattamenti di dati personali effettuati tramite sistemi di videosor­
veglianza “intelligenti” ideati per la realizzazione del progetto. A seguito di un incon­
tro svoltosi presso l’Ufficio, è stato precisato che, in realtà, si sarebbero realizzare sol­
tanto delle rappresentazioni con arrori consenzienti e che l’azienda non avrebbe, 
quindi, trateato alcun dato personale dei passeggeri del trasporto pubblico. N el pren­
dere atto di quanto dichiarato, PUfficio ha com unicaco l’archiviazione della richiesta 
(nota 26 giugno 2013).

A nche la Citcà di Venezia ha form ulato una richiesta di verifica preliminare in 
ordine ad un sistema di videosorveglianza denom inato "Argos” volto a monitorare 
la navigazione nei rii, canali e tratti più interessaci dal Traffico acqueo. AJ fine di 
acquisite elem enti necessari all’esam e dei sistem i da utilizzare, sono scati avviati con­
tatti per le vie brevi e richiesci chiarim enti, anche in vista di un incontro da cencrsi 
presso la sede d ell’Ufficio. Alla luce delle indicazioni fornite, il trattamento dei dati 
personali non è risultato da qualificare tra quelli da sottoporre alla verifica prelim i­
nare dell’Autorità.

E srato dato seguito, invece, ad una richiesra di verifica preliminare presentata 
dalla Soprintendenza Speciale pet i beni archeologici di N apoli e Pompei in relazione 
all’intenzione di allungare i tempi di conservazione delle im m agini raccolce cramite il 
“Sistema di videosorveglianza dell’area archeologica di Pom pei”. La Soprincendenza 
ha soccoposto ai Garante la richiesta di prolungamenco dei periodo di conservazione 
delle im magini regiscrace m ediante talune telecamere dedicate a sorvegliare i carnieri 
e le aree di stoccaggio del “Grande Progetto Pom pei” nonché i varchi di accesso riser­
vati al transito del personale e dei mezzi diretti ai cantieri m edesim i, per un periodo 
superiore alla settimana, presentando, a supporto di tale istanza, una richiesta della 
Direzione investigativa antimafia - Centro operativo di Napoli. AJ riguardo, k  citara 
D irezione aveva valutato che Parco cemporale individuato appariva adeguato in con ­
siderazione dei tem pi occorrenti per il rescauro dei diversi siri archeologici, conside­
rato che le relative fasi di fornitura dei maceriali o il noleggio di mezzi, normalmcncc 
si esauriscono all’incerno di tale periodo temporale.

La Soprinrendenza Speciale ha dichiarato che l’attività di videosorveglianza inte­
ressata dalla verifica preliminare avrebbe supportato l’arrività della Prefettura volca a 
conrrollare, soprattutto a fini di prevenzione antim afia, la regolarità degli accessi e 
delle presenze in cantiere e non sarebbe stata quindi finalizzata al controllo dell’at­
tività dei lavoratori.

L’Aucorità ha richiamato il provvedim ento generale dell’8 aprile 2 0 1 0  c le spe­
ciali d isposizioni di legge, enrrace in vigore prima della normativa in maceria di pro- 
cezione dei daci personali, che prevedono la possibilità di installare im pianti audio­
visivi presso i m usei statali per il concrollo continuaci«) ed ininterrorro dei beni cul­
turali esposci o deposicaci, con finalirà di prevenzione e di tucela da azioni crim inose 
e danneggiam ene (d.l. 14 novembre 1992, n. 4 3 3 , convercico, con m odificazioni, 
dalla I. 14 gennaio 1993, n. 4); consideraci quindi gli elem enti acquisiri, anche suda 
scorta delle valutazioni espresse dalla Direzione investigativa antimafia, è stata rire- 
nuta sussisrente una specifica esigenza di sicurezza, in relazione ad una concreta
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situazione di rischio. £  scaco pertanto ritenuto congruo un allungamenco dei tempi 
di conservazione d elle im m agini per il petiodo richiesto, in quanto rispettoso del 
principio di proporzionalità, che prevede la conservazione dei dati personali oggetto  
di cratramento, in una forma che consenta l’identificazione dellinteressato per un 
arco di tem po non superiore a quello necessario agli scopi per i quali essi sono stati 
raccolti o successivam ente cractaci (art. 11, com m a 1, lett. e), del Codice; punco 3.4. 
del citato provvedim ento), pendente la rappresentata eccezionale necessità. È scato 
com unque precisato che, ove l’artività di sorveglianza dei cantieri consenta, pur non  
essendovi preordinata, un controllo a distanza dell’attività dei lavoratori, resta ferma 
l’esigenza che venga rispettato il provvedim ento genetale del Garante dell’8 aprile 
2 0 1 0 , con  particolare riferimento alle garanzie previste per i lavoratori dagli arre.
114 del C odice e 4 ,1 . 20  m aggio 1970, n. 3 0 0  (prow . 3 ottobre 2 0 1 3 , n. 4 2 8 , doc. 
web n. 27 2 4 8 4 0 ).

Analogamente, con riferimento all’istanza presentata da Sogei per ottenere l’auto­
rizzazione airallungamenco dei tempi di conservazione delle immagini videoregistrate Tempi di conservazione  

presso la sede della società, il Garanre ha am messo la conservazione per trenta giorni d elle  immagini 
delle immagini raccolte attraverso il sistema di videosorveglianza. È stata valutata, 
infatti, la peculiarità deli’atcivicà di Sogei, che conserva e custodisce nella propria 
banca dati l'intera Anagrafe tributaria, il cui Sistema Informativo della Fiscalità è ita i 
più complessi e strategici nell’am bito della p.a.

Il sistema di videosorveglianza descritto ha la finalità di proteggere le banche daci 
da accessi non autorizzati e di tutelare le apparecchiature hardware e i prodotti software 
utilizzati per la loro gestione, nonché i beni e le persone che operano alfincem o dei 
locali e nelle aree aziendali. La richiesta di estendere il periodo di conservazione delle 
immagini era scata motivata, in particolare, da specifiche esigenze di sicurezza finaliz­
zate a prevenire minacce terroristiche, rischi di intrusione e possibili azioni crim inose 
e in alcun m odo finalizzata ad un controllo dell’attività dei lavoratori.

N ell’accogliere la richiesta presentata, il Garante ha tenuto conto della particolare 
delicatezza e della m ole dei dati trattati dall’Anagrafe tributaria nonché delle specifi­
che esigenze di sicurezza e di protezione di banche dati, beni aziendali e persone, in 
relazione ad una concreta situazione di rischio, valutata anche dal Ministero dell’eco­
nomia e delle finanze - Organo centrale di sicurezza (prow. 28 novembre 201 3 , n.
532, doc. web n. 2803442).

A nche l’Enea (Agenzia nazionale per le nuove Tecnologie, l’energia e lo sviluppo  
econom ico sostenibile) - Centro ricerche Frascati, ha richiesto al Garanre di poter 
allungare i tempi di conservazione delle im m agini raccolte m ediante i sistemi di 
videosorveglianza fino a quarrordici giorni durante i periodi di chiusura del Centro.
Tale richiesta è scata mocivata sulla base della necessità di impedire l’accesso fraudo­
lento in alcuni locali dove si trovano im pianti e /o  sostanze potenzialm ence nocive 
per la salute, nonché ulteriori furti di rame, considerato il frequenre susseguirsi di 
tali eventi, da considerarsi “altam ente probabili e quindi incom benti”.

A  sostegno della citata richiesta, l’Agenzia ha rappresentato che nei laboratori del 
Cenrro vengono effettuate attività di ricerca e sviluppo di applicazioni delle radiazioni 
relarive a sorgenti laser (a gas, a sraro solido, a elettroni liberi) e applicazioni laser net 
cam po della diagnostica (ambientale, industriale e medicale) dei nano e micro sistemi, 
della metrologia e della visione laser; da ciò deriverebbero specifici rischi legati all’uti- 
lizzo di sosranze chim iche, gas pericolosi e radiazioni non ionizzanti e, con particolare 
riguardo alle attività nucleari, anche rischi di eventi delittuosi gravi.

Infine, è stato assicurato che, decorso il periodo di conservazione, le registra­
zioni verrebbero cancellate e com un.que non utilizzate per il controllo a distanza 
dei dipendenti.
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La specifica esigenza di sicurezza, riconnessa alla del ¡carezza dell’accivicà di ricerca 
svolta e ai concreti rischi di sottrazione indebita di mareriali ed apparecchiaci!re ha 
indotto il Garance ad accogliere la richiesta di verifica preliminare relativa all’allunga­
mento dei tempi di conservazione delle immagini registrate dagli impianti di video­
sorveglianza dail’Enea, chiarendo che l’accesso alle stesse avrebbe potuto essere effet­
tuato solo nel caso in cui fossero ravvisati o segnalati eventuali illeciti oppure ir, caso 
di richiesta in tal senso da parte dell’autorità giudiziaria (prow. 11 aprile 2013, n. 178, 
doc. web n. 2464185).

Le richieste di verifica preliminare non hanno riguardato soltanto l’allungamento 
Sistem i di dei tempi di conservazione delle immagini, ma anche trattamenti di dati personali
videosorvegtianza effettuati tramire sistemi di videosorveglianza cd. "intelligenti”. Si fa riferimento,
“in te lligen ti” segnaramente, alla richiesta di attivazione da parte di un comune di un particolare

sistema di videosorveglianza nell’ambito dell’attività di sicurezza urbana, al fine di evi­
rare atti vandalici e danneggiamenti a monumenti e sedi istituzionali. In particolare, il 
sistema di videosorveglianza sottoposto all’esame dell’Autorità risultava composto da 
dieci telecamere, con inquadratura fissa, che avrebbero azionato un allarme, a seguito 
della rilevazione della permanenza prolungata da parte di un individuo, per olrre 30 
secondi, nell’area virtuale contrassegnata da un’immaginaria linea di interdizione adia­
cente ai siti monumentali, e per oltre 60 secondi, per quella situata in prossimità delle 
sedi istituzionali. L’allarme, di tipo otrico/acusrico, si sarebbe manifestato sul monitor 
della postazione di controllo, richiamando l’attenzione dell’operatore di polizia locale 
addetto alla centrale operativa per il quale si sarebbero rese visibili le informazioni det­
tagliate dell’evento, al fine di consentire un eventuale pronto intervento.

11 sisrema descritto, in base al provvedimento del 2010 in materia di videosorve­
glianza, era staro corrertamenre sorroposto alla verifica preliminare dell’Autorità, in 
quanto rientrante tra i sistemi di ripresa “intelligenri” che non si limitano a ripren­
dere e registrare le immagini, ma sono in grado di rilevare automaticamente compor­
tamenti o eventi anomali, segnalarli ed eventualmente registrarli. Il Garante si è 
quindi espresso evidenziando che il sistema, per le sue cararteristiche, non avrebbe 
comportato in concreto un pregiudizio rilevante per i diritti e le libertà fondamentali 
dei cittadini, in quanto, nel rilevare la presenza prolungata degli interessati nell’area 
adiacente ai monumenti e alle sedi istituzionali, avrebbe avuto come unico effetto 
quello di richiamare l’attenzione dell’operarore di polizia addetto alla cencrale opera­
tiva al fine di favorire, se necessario, un Tempestivo intervento. Dalla documentazione 
trasmessa in atti non è risultare l’arrivazione di ulteriori funzionalità de) sistema, 
eventualmente legate al comportamento deU’interessaro ripreso, quali, ad esempio, la 
capacità di rilevarne i percorsi, l’analisi audio, la geolocalizzazione o il riconosci­
mento rramire incrocio con ulteriori specifici dati personali o confronto con una 
campionatura precostituita.

Il Garante ha rirenuro quindi proporzionato il trattamento dei dati personali che 
il comune intendeva effettuare per le finalità di sicurezza urbana, valutata l’esigenza di 
tutela dei siti monumentali -  già oggetro di atti vandalici -  e istituzionali, nonché la 
dichiarata inadeguatezza delle misure di conrrollo alternative determinata dall’esiguità 
del personale a disposizione. L’Autorità ha però richiesto che nell’informativa fossero 
chiaramente evidenziate le cararreristiche del sistema (con particolare riguardo alla rile­
vazione e segnalazione della presenza prolungata nelle aree delimitate dalla linea di 
interdizione virtuale in prossimità delle sedi e degli edifici selezionati), richiamando 
altresì l'attenzione sulle misure di sicurezza da adottare, al fine di consentire, in parti­
colare, la verifica delle attività sugli accessi alle immagini o sul controllo dei sistemi di 
ripresa, nonché sulla necessità di rispettare j tempi limitati di conservazione delle 
immagini registrate (prow. 21 marzo 2013, n. 136. doc. web n. 2380059).
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Sono scaci aJcresì fornici chiarimenci in merico aJI’inscaJla2Ìone di siscemi di video­
sorveglianza mobili, a seguico di una specifica istanza formulata da un comune che Sistem i mobili di 
incendeva inscallare cali siscemi “ai fine di combaccere efficacemence i! dilagarne videosorveglianza  

fenomeno dell’abbandono inconcrollaco di rifiuci (pericolosi e non) nel cencro abi- 
caco e nelle campagne”. Al riguardo è scaco rappresencaco che l'utilizzo di siscemi di 
videosorveglianza, anche di cipo mobile, risulca lecico con riferimenco alle accivicà 
di concrollo voice ad accertare l’ucilizzo abusivo di aree impiegace come discariche 
di maceriali e di soscanze pericolose solo se non risulca possibile, o si riveli ineffi­
cace, il ricorso a scrumenci e siscemi di conccoilo alcernacivi (cfc. punco 5.2 . del 
provvedim ene generale). AnaJogamence, l’ucilizzo di siscemi di videosorveglianza 
è lecico se risulcano inefficaci o inaccuabili alcre misure nei casi in cui si incenda 
monicorace il rispecco delle disposizioni concemenci modalità, cipologia ed orario 
di deposico dei cifiuci, la cui violazione è sanzionaca amminisccacivamenre (nora 19 
novembre 2013).

Sempre con riferimenco a siscemi mobili di videosorveglianza, si menziona la 
richiesca di chiarimenci da parce del Diparrimenco vigili del fuoco-soccorso pubblico 
e difesa civile in ordine aJla possibilicà di equipaggiare i veicoli in dotazione, impegnaci 
nel servizio di soccorso cecnico urgence, di un siscema di apparaci mobili di videosor­
veglianza di bordo; ciò consencirebbe la regiscrazione di flussi audio-video georeferen- 
ziali e la crasmissione in rempo reale delle informazioni rilevare alla sala operaciva di 
ciascun Comando provinciale, compecence per cerricorio, e al sisrema cenccale di 
gesrione ubicaco presso il Comando provinciale di Napoli.

Al riguardo, l’Ufficio ha rilevaco che calune disposizioni del Codice, era le quali 
quella riguardante l’obbligo di fornire una preveniva informaciva agli inceressaci, 
non sono applicabili al craccamento di daci personali efFeccuaco, anche socco forma 
di suoni e immagini, dal Cenerò elaborazione daci del Diparrimenro di pubblica 
sicurezza o da Forze di polizia sui daci descinaci a confluirvi in base alla legge, ovvero 
da organi di pubblica sicurezza o alcri soggerti pubblici per finalirà di rurela dell'or­
dine e della sicurezza pubblica, prevenzione, accercamenro o repressione dei reari, 
ove efferruari in base ad espressa disposizione di legge che preveda specificamenrc il 
trattamento (are. 53 del Codice).

AJla luce di tale previsione, è sraco rappresentato che per i predetti titolari del 
trattamento, tra i quali rientrano anche gli appartenenti al Corpo dei vigili del fuoco 
(art. 8 ,1. 27 dicembre 1941, n. 157Ó) quando pongono in essere rracramenti ricon­
ducibili a quelli previsti dall’art. 53 del Codice -  relativi, ad esempio, al contrasto 
di arti criminosi compiuti con l’uso di armi nucleari, batteriologiche, chimiche e 
radiologiche (cfr. art. 24, comma 5, lerr. a), d.lgs. 8 marzo 2006, n. 139) - ,  vale la 
regola secondo la quale l’informariva può non essere resa, sempre che appunto i dati 
personali siano trattaci pec il perseguimenco delle flnalicà di cucela dell’ordine e della 
sicurezza pubblica, prevenzione, accercamenro o repressione dei reati e il tratta­
mento sia comunque effettuato in base ad espressa disposiiione di legge che lo pre­
veda specificamente.

Al fine di rafforzare la tutela dei dirirti e delle libertà fondamentali degli inceres­
saci, l’Aucorità ha tuttavia ricenuro fortemente auspicabile che l’infocmativa -  ben­
ché non obbligatoria, laddove l’attività di videosorveglianza sia espletata ai sensi del- 
Tart. 53 del Codice -  sia com unque resa in tutti i casi nei quali non ostano in con­
creto specifiche ragioni di tutela e sicurezza pubblica o di prevenzione, accertamento
o repressione dei reati. Ciò naruralmente all esico di un prudente apprezzamento 
volto a verificare che l’informariva non ostacoli, ma anzi rafforzi, in concreto 1 esple- 
tamenro delle specifiche funzioni perseguite, tenuto anche conto che rendere palese 
l’utilizzo dei siscemi di videosorveglianza può, in moiri casi, svolgere una efficace



Camera dei D eputati -  5 8  - Senato  della Repubblica

XVII LEGISLATURA — DISEGNI DI LEGGE E RELAZIONI — DOCUMENTI — DOC. CXXXVI N. 2

funzione di deterrenza; in ogni caso, anche se i titolari si avvalessero della facoltà di 
fornire l’informativa, resta saJva la non applicazione delle restanti disposizioni del 
Codice cassacivamente indicare daH’art. 53, comma l, lecc. a) e b).

È srato sotcolineaco, al concrario, che deve essere fornita un’idonea informaciva 
in cucci i casi in cui i traccamenci di dati personali cffeccuaci cramice l’utilizzo di 
siscemi di videosorveglianza dalle Forze di polizia, dagli organi di pubblica sicurezza 
e da altri soggetti pubblici non siano riconducibili a queIJi espressamente previsti 
dall’art. 53 del Codice (cfr. punci 3.1.1. e 3. 1.2. del provvedimento generaie del
2010) (nota 5 marzo 2013).

L’Autoricà è altresì incervenuta, a seguico di notizie riporcace dagli organi di infor- 
VideosorvegUanza di inazione, per verificare la correttezza del trattamento dei dati personali effetruaro tra-
area marina protetta mite un sistema di videosorveglian2a previsto presso il territorio costiero dell’area

marina protetta Penisola del Sinis-Isola di MaJ di Ventre da un comune sardo in col­
laborazione con l’Agenzia conservatoria delle cosre della Sardegna; in particolare, sono 
staci richiesti elementi in ordine alle modalità di configurazione del sistema con le 

• quali si sarebbe inceso garancire il rispetto dei principi di necessità e di proporziona­
lità sia nella scelta delia modalità di ripresa e di dislocazione delle telecamere, su', nelle 
varie fasi del trattamento, avendo cura di specificare l'eventuale idenrificabilità dei sog­
getti ripresi nonché se fosse previsto l’inserimento delle immagini raccolte sulla rete 
internet (nota 17 giugno 2013)- Al riguardo, il comune ha chiarito che le telecamere, 
ancora da attivare e preordinate a verificare le condizioni meteo-marine nonché ;. valu­
tare l’erosione costiera, sarebbero state configurare in modo da non consentire di effet­
tuare riprese particolareggiate tali da rendere identificabili i soggetti ripresi.

Sempre in tema di videosorveglianza di aree marine, un comune sardo ha comu- 
'nicaro aJl’Autorità l’intenzione di installare alcune webeam presso spiagge e punti 
panoramici, con finalità di promozione turistica. Al riguardo, è sraro evidenziato che 
l’artività di rilevazione di immagini a scopi promozionali-turistici deve avvenire con 
modalità che rendano non identificabili i soggetti ripresi. Ciò in considerazione delle 
peculiari modalità del trattamento, dalle quali deriva un concreto rischio del verificarsi 
di un pregiudizio rilevante per gli interessati: le immagini raccolte tramite tali sistemi, 
infatti, vengono inserite direttamente sulla rete internet, consentendo a chiunque 
navighi sul web di visualizzare in tempo reale i soggetti ripresi e di utilizzare le mede­
sime immagini anche per scopi diversi dalle finalità promozionali-turistiche o pubbli­
citarie perseguite dal titolare del trattamento (punto 4.5 del provvedimento generale 
del 2010) (nota 22 luglio 2013).

L’Ufficio è stato interpellato dal Diparrimcnro per i trasporti, la navigazione e i 
Limiti di velocità sistemi informativi e statistici del Ministero delle infrastrutture e dei trasporti in

ordine alla legittimità di un dispositivo per l’accerramento a distanza della viola­
zione del limite di velocità -  rispetto al quale aveva ricevuto una richiesta di om o­
logazione -  anche attraverso riprese fronrali del veicolo con il quale viene commessa 
l’infrazione. Sul punto, come evidenziato nel corso di un incontro preliminare, sono 
state richiamate le indicazioni fornite dal Garante nel provvedimento del 2010, pre­
cisando che, in conformità al quadro normativo di settore in materia di violazioni 
al codice della strada, le risultanze video/fotografiche devono contenere solo gli ele­
menti previsti per la predisposizione del verbale di accertamento delle violazioni (tra
i quali, il giorno, l’ora e la località nei quali la violazione è avvenuta, le generalità e 
residenza del trasgressore, la targa di riconoscimento, la sommaria esposizione del 
fatto, nonché la citazione della norma violata, cfr. art. 383, d.P.R. n. 495/1992); 
pertanto, devono essere oscurate le immagini rilevate incidentalmente, non perti­
nenti rispetto alla finalità di predisposizione del verbale di accertamento delle viola­
zioni (nota 25 luglio 2013).
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Da ultimo, il Garante è intervenuto in merito alla possibilità che gli organismi 
sanirari possano usare sistemi di videosorveglianza aJl’interno dei propri servizi igie­
nici per il controllo della procedura di raccolta del campione urinario per accertare 
l’assenza di tossicodipendenza a fini certifìcacori, nonché di cura della salute, indivi­
duando talune cautele ed accorgimenti in un provvedimento generale (prow. 15 
maggio 2013, n. 243, doc. web n. 2475383), più diffusamente descritto nel par. 5.1.

4.9: /  trattamenti effettuati presso regioni ed enti locali

La disciplina in maceria di protezione dei dati personali continua a presentare cri­
ticità in ambito locale e regionale.

L'Ufficio è intervenuto con riferimento al quesito sottoposto da un comune in 
ordine all’utilizzo di apparecchiature video durame la seduca del consiglio comunale.
A tal proposito, è stato rappresentato che il cesto unico delle leggi suH’ordinamento 
degli enti locali stabilisce espressamente che gli atti e le sedute del consiglio comunale 
e delle commissioni sono pubbliche, salvi i casi previsti dal regolamento. Pertanto, si 
è ritenuto che spetti all’amministrazione comunale introdurre eventuali limiti a decco 
regime di pubblicità mediante un atto di natura regolamentare (arte. 10 e 38, d.lgs. 18 
agosto 2000, n. 267) e che non competa all’Autorità sindacare le scelte effettuate con 
il regolamento nel quale si sono disciplinati i limiti e le modalità di pubblicità delle 
sedute consiliari. Ove sia consentita l’effettuazione di riprese delle sedute del consiglio 
comunale, agli interessati deve essere fornita, da parte del comune, l’informativa pre­
vista dalTart. 13 del Codice (nota 1° ottobre 2013).

Si segnala LI riproporsi della problematica inerente al trattamento dei dati effertuato 
da soggetti escerni airamminiscrazione comunale per l’esercizio di funzioni isticuzio- Outsourcing nella p.a. 
nali (outsourcing). In particolare, un’associazione di consumatori ha formulato un que­
sito in ordine alla possibilità per la polizia municipale di affidare al personale di società 
il trattamento di dati personali effettuato, dopo Paccerramenro da parte degli agenti 
della polizia municipale, di attività quali la digitalizzazione delle immagini derivami 
da forogrammi acquisite da apparecchiature autovelox, la scampa delle visure del 
Pubblico registro automobilistico (Pra), la stampa di verbali, etc.

Analogamente sono pervenute segnalazione di cittadini relative alla notifica di ver­
bali di infrazione delle disposizioni del codice della strada a mezzo di società cui ven­
gono affidate dai comuni le ateività di stampa, imbustamento e spedizione dei verbali.

In proposiro è stato rappresentato che nello svolgimento dei propri compiti istitu­
zionali, ciascun soggetto pubblico, in qualità di titolare del trattamento (art. 4, comma 
1, lett. f ) ,  del Codice), può avvalersi del contributo di soggetti esterni, anche privati 
(cd. outsourcing), affidando a essi determinate attività, che restano nella sfera della tito­
larità deH’amminisrrazione stessa, atteso che comportano decisioni di fondo sulle fina­
lità e sulle modalità di utilizzazione dei dati. Tuttavia, in questa ipotesi, l’amminisrra- 
zione pubblica titolare del trattamento deve designare il soggetto esterno come 
“responsabile del trattamento” con un apposito atto scritto che specifichi i compiti 
affidati e contenga puntuali indicazioni, anche per ciò che riguarda la sicurezza e l’u­
tilizzo dei dati (art. 29, commi 1-5, del Codice). In caso contrario, il trattamento di 
dati personali si configura come una comunicazione e, in quanto tale, è assoggetcaca 
alle norme più stringenti previste per tale operazione (art. 19, comma 3, del Codice).
Inoltre, è stato precisato che le persone fisiche che materialmente trattano i dati per­
sonali devono essere designate “incaricati del trattamento” con un arto scritto che indi­
vidui puntualmente lam bito del travamento che essi possono effettuare (art. 30, 
comma l, del Codice) (nota 28 maggio 2013).
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In un altro caso, è staca lamentata la notificazione di una comunicazione in mate­
ria tributaria da parte di un comune, effettuata su un foglio piegato in tre parti c spil­
lato, al cui esterno erano stati indicari dati personali eccedenti quelli strettamente 
necessari per la notifica (quali la data di nascita e il codice fiscale della destinataria della 
missiva). 11 Garante ha evidenziato che i dati riguardanti la data di nascita e il codice 
fiscale degli interessati (ancorché utilizzati dall’Amministrazione procedente, insieme 
alle altre informazioni anagrafiche derenute, al fine di verificare la sussistenza di even­
tuali omonimie), non possono essere apposti sulla parte esterna del plico che deve 
riporrare solo le informazioni necessarie alla notificazione della comunicazione del 
destinatario (cioè nome, cognome e indirizzo). Il trattamento di tali dati oggetto di 
segnalazione è risultato eccedente e non pertinente rispetto alla finalità perseguita di 
inoltrare il plico all’indirizzo delle persone cui la comunicazione è diretta, in quanto 
la condotta segnalata aveva comportato l'ingiustificata conoscenza delle predette infor­
mazioni da parte di terzi, in violazione dell’art. 11, comma 1, lett. d), del Codice. 
Pertanto, nel dichiarare illecito il trattamento, il Garante ha prescritto aJ comune di 
adottare per il futuro opportune cautele al fine di prevenire la conoscenza ingiustifi­
cata di dati personali eccedenti e non pertinenti da patte di soggetti terzi (prow. 18 
aprile 2013, o. 201, doc. web n. 2501014).

L’Autorità, interessata in ordine alla legittimità dell’apposizione delle generalità del­
l'interessato sui contrassegni forniti agli agenti di commercio per l’accesso e la sosra 
nella zona a traffico limitato (Ztl) cittadina, in aggiunta ad un ologramma per la let­
tura ottica e alla targa dell’autovertura, si è espressa sulla tipologia di dati da riportate 
sui predetti contrassegni nel rispetto della disciplina di riferimento (che attribuisce ai 
comuni la facoltà di delimitare le Ztl tenendo conto degli efferti del traffico sulla sicu­
rezza della circolazione, sulla salute, sull’ordine pubblico, sul patrimonio ambientale e 
culturale e sul territorio, subordinando il transito e la sosta dei veicoli, anche al servi­
zio delle persone disabili, a particolari condizioni ai sensi degli artt. 7, comma 9, 158, 
188, 198 e 201, d.lgs. 30 aprile 1992, n. 285 (Nuovo codice della strada).

Il Garante ha quindi constatato che il comune in questione, con riferimento ai con­
trassegni rilasciati agli “operatori di commercio e servizi”, aveva previsto l’apposizione 
sugli sressi della ragione sociale dell’azienda che, qualora esercitata in forma di impresa 
individuale, deve contenere almeno la sigla o il cognome dell’imprenditore (art. 2563
c.c.), sì da identificare dirertamence l’interessato (art. 4, comma l, lett. b), del Codice).

Benché tali dati debbano essere utilizzati daJl’amminisrrazione procedente al fine 
di rilasciare il concrassegno per il cransito e la sosta nelle Ztl, la relativa indicazione 
sulla parte del contrassegno esposta, leggibile da chiunque, non è risultata conforme 
all’art. 74, commi 1 e 2, del Codice e ha comportato una diffusione di dati personali 
da parte di un soggetto pubblico, operazione ammessa unicamente quando è prevista 
da una norma di legge o di regolamento (art. 19, comma 3, Codice). Il Garante ha 
pertanto prescritto al comune di non apporre in futuro sulla parte dei contrassegni che 
devono essere esposti sui veicoli, il nome e cognome dell’interessato eventualmente 
contenuti nella ragione sociale dell’azienda esercitata in forma di impresa individuale, 
ma di indicare solo i dati riguardanti l’autorizzazione, fissando in sei mesi il termine 
per adempiete (ptow. 24 aprile 2013, n. 2 1 /, doc. web n. 2439150).

4.10. Le comunicazioni di dati personali tra soggetti pubblici

Per quanto riguarda la trasmissione di dati fra soggetti pubblici l’Aurorirà ha 
risposro a un quesito de) Miniscero deH’mrerno (Dipartimento per le libertà civili e 
l’immigrazione - Direzione cencrale per i servizi deH’immigrazione e dell’asilo) in
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merico alla comunicazione di daci personali al Garante per la protezione dell’infanzia 
e dell’adolescenza di una regione. La questione aveva ad oggetto la richiesta di que- 
sc’ultimo di oteenere da una prefettura della regione l’elenco nominarivo dei minori 
accompagnati dai propri genirori presenri in un Centro di accoglienza per richiedenti 
asilo (Cara) e di conoscere il numero complessivo delle presenze presso il Centro, sud­
diviso per sesso, nonché l’elenco nominativo delle donne in gravidanza. L’Autorità ha 
precisaro che il titolare del trattamento dei dati oggetto di richiesta è renuro a verifi­
care l’esistenza di una norma di legge o di regolamento che ammetta la comunica­
zione al Garante per la protezione dell’infanzia e dell’adolescenza dei dati personali 
richiesti. In mancanza di una specifica normativa, con riferimento ai soli dati diversi 
da quelli sensibili e giudiziari, la comunicazione è aJtresì ammessa quando risulti 
comunque necessaria per lo svolgimento di funzioni isricuzionali del soggetto richie- 
denre, sempre che le modalità della comunicazione rispettino il principio di perti­
nenza e non determinino presso l’amministrazione ricevente un afflusso esuberante 
di dati rispetto alle finalità perseguite (art. 11, comma 1, lett. d), del Codice). In tal 
caso è però necessario comunicare previamente aJl’Autorità tale iniziativa, eviden­
ziando le funzioni istituzionali che il Garante per la protezione deU’infanzia e del­
l’adolescenza è cenuro a svolgere e per le quali sarebbe necessario ottenere i dari 
richiesti e verificando altresì che cali funzioni siano effectivamente realizzabili unica­
mente attraverso l’acquisizione dei predetti dati (artt. 19, comma 3, e 39, comma l, 
lett. a), del Codice) (nota 23 seteembre 2013).

4.11. L’attività giudiziaria

Nella Relazione 2012 si è riferito dell’awio da parte del Garante degli accertamenti 
volti a verificare l’idoneità delle misure di sicurezza adottate in relazione ai trattamenti Siturejza nelle 
di dati personali svolci presso le Procure della Repubblica, anche tramite la poJizia giù- intercettazioni 
diziaria o soggetti terzi, nell’ambito delle attività di intercettazione di conversazioni o 
comunicazioni, anche informatiche e telematiche, effettuate per ragioni di giustizia 
nonché di controllo preventivo (artt. 266 e ss. c.p.p.; art. 226 disp. att. c.p.p.). Al fine 
di individuare modalità operative e di cooperazione più efficaci, l’Autorità ha inol­
trato una richiesta volta ad acquisire elementi conoscitivi utili da alcune Procure 
della Repubblica di medie dimensioni, dislocate in diverse aree del territorio nazio­
nale e che hanno sede presso capoluoghi di provincia.

Acquisiti rale elementi, dai quali è emerso un quadro sufficientemente ampio ed 
esaurienre delle procedure attraverso cui detti uffici acquisiscono e gestiscono le infor­
mazioni raccolte e delle misure di sicurezza adottare da ciascuna Procura, il Garante 
ha rilevato l’esigenza sia di realizzare alcuni interventi volti ad assicurare un rafforza- 
menco del livello di protezione dei dari personali trattati e dei sistemi utilizzati -  com­
misurato alla particolare importanza e delicarezza delle informazioni detenute e alla 
necessaria efficacia delle indagini giudiziarie nel cui ambito le intercettazioni vengono 
compiute - ,  sia di estendere l’adozione di tali interventi alla generalità degli uffici 
inquirenti, anche al fine di assicurare una tendenziale omogeneità delle misure e degli 
accorgimenti adorrati.

Il Garante ha quindi prescritto alle Procure della Repubblica misure e accorgimenti, 
di narura sia fisica, sia informatica, per incrementare la sicurezza dei daci personali rac­
colti e utilizzati nello sv o lg im en to  delle intercettazioni, anche nei casi di cd. remoriz- 
zazione degli ascolti, consistente nel reindirizzamento dei flussi delle comunicazioni dai 
Centri intercettazioni telecomunicazioni (C.I.T.) presso le Procure verso gli uffici di 
polizia giudiziaria delegata (provv. 18 luglio 2013, n. 356, doc. web n. 2551507).
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procedura di 
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Un Tribunale ha posto al Gatanre un quesito relativo alla legittimità del rifiuto, 
opposto da parte di alcune società telefoniche, di esibire in giudizio dei tabulati 
telefonici a fronte della richiesta congiunta delle parti interessate e dell’otdine di esi­
bizione dell’autorità giudiziaria in sede civile, ¿xart. 210 c.p.c. Al riguardo l’Aucorità 
ha, in primo luogo, ricordato che, trascorso il periodo di sei mesi di conservazione 
dei dati per finalità di fatturazione previsto daJl'arc. 123 del Codice, i dati relativi al 
traffico telefonico possono essere conservati dal fornitore per ventiquattro mesi dalla 
data della comunicazione per le sole finalità di accertamento e repressione di reati, 
potendo essere acquisiti entro tale termine con decreto motivato del pubblico mini­
stero, mentre il difensore delPimputato o della persona sottoposta alle indagini può 
acquisire i dati relativi alle utenze incescate al proprio assistito con le modalità indi­
cate dall’articolo ò9\-quater c.p.p. (art. 132 del Codice). Ciò premesso, l'Autorità ha 
richiamato il provvedimento generale sulla sicurezza dei dati di craffico telefonico e 
telematico del 17 gennaio 2008 (doc. web n. 1482111), con il quale ha precisato che
11 vincolo secondo cui i dati conservati obbligatoriamente per legge -  per l’intervallo 
temporale sopra precisato (profilo da riconsiderare, uniramente ad altri non meno 
rilevanti, alla luce della sentenza della Corre di Giustizia dell’8 aprile 2014, Digital 
Rights [reland e Seidinger and Others, Cause tinnire C-293/12, C-594/12, avente ad 
oggetto la direttiva 2006/24/CE) -  possono essere utilizzati solo per fìnalirà di accer­
tamento e repressione di reati comporta una precisa limitazione per i fornitori nel l'e­
ventualità in cui essi ricevano richieste volte a perseguire scopi diversi, quale quello 
di corrispondere a eventuali richieste riguardanti tali dari formulate nell’ambiro di 
una controversia civile, amminisrrativa e conrabile. Nella specie, quindi, il diniego 
opposto dalle società telefoniche alla richiesca di fornite i tabulati, ancorché d ’otdine 
deH’autorità giudiziaria, ma in sede civile, ex are. 210 c.p.c., risulta legittimo. I: trat­
tamento dei dari relativi al rtafFico telefonico -  peraltro, limitaramenre a quelli strer- 
ramente necessari a fini di fatturazione -  è ammesso in sede civile solamente per con­
troversie attinenti alla fattura telefonica.

Un ufficio periferico del Dipartimento deH’amministtazione penirenziaria del 
Ministero della giusrizia ha posto un quesito attinente alla legittimità della comuni­
cazione ad una università, sulla base di un protocollo sotroscrirco dalle parti e pet 
finalità di ricerca, di dati sensibili e giudiziari di soggetti condannati ammessi all’ese­
cuzione penale esterna. L’Autorità, premesso che, in tali casi, occorre previamente 
valutare se, ai fini della ricerca scientifica, non sia sufficiente il trattamento di dati 
anonimi, ha ricordato che il trattamento dei dari personali effettuato per scopi stati­
stici e scientifici è regolato dagli attr. 104-110 del Codice e dalle disposizioni del 
codice di deontologia e di buona condotca per i trattamenti di dati personali per 
scopi statistici e scientifici (provv. 16 giugno 2004, n. 2 , doc. web n. 1556635) — tra 
le quali assumono particolare rilievo quelle derrate dall’art. 9 -  il cui rispetto costi­
tuisce condizione essenziale per la liceità e correttezza de) trarramenro dei dati (are.
12 del Codice) (nota 18 aprile 2013).

Nel fornire riscontro ad una segnalante che lamentava il mancato rilascio da parte 
di un’assistente sociale di documenci telativi alla procedura di affidamento di sua figlia, 
¡’Ufficio ha rilevato che la questione non rientra nella competenza del Garante (v. in 
argomento supra par. 4.3). Ove, infatti, si tratti di arci amministrativi, arresa la distin­
zione fra diritto di accesso ai dati personali e diritto di accesso agli ani ed ai documenti 
amministrativi di cui alla 1. n. 241/1990, il rifiuto del destinatario a consentire l’ac­
cesso può essere oggetto di istanza di riesame avanti alla Commissione per l’accesso ai 
documenti amministrativi o di impugnazione avanci al competente tribunale ammi­
nistrativo regionale. Ove, invece, si tratti di atti che fanno parte di un procedimento 
giudiziario -  in quanto nella segnalazione veniva riferito che la procedura era gestita
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da un tribunale per i m inorenni -  ogni doglianza sul com portam cnto delJ’assistente 
sociale, ivi com preso il negato rilascio degli atei, deve essere sottoposta alla com petente 
autorità giudiziaria (nota 17 ottobre 2013).

Anche nel 2 0 1 3  sono pervenute aH’Autorirà segnalazioni relative al regime di pub­
blicità nell’am bito dei procedim enti di espropriazione forzata introdotto dalla riforma 
del processo esecutivo (d.l. 14 marzo 2005 , n. 35, converciro, con modificazioni, dalla
1. 14 m aggio 2005 , n. 80), che prevede la pubblicazione su appositi siti internet di 
copia dell’ordinanza del giudice che dispone sulla vendita forzata e della relazione di 
stima dei beni da espropriare.

Sul tem a è srato presentato un quesito con cui si è chiesro di conoscere se sia legit­
tim o, com e accaduto nel caso segnalaro, che negli avvisi d ’asta pubblicati nei quoti­
diani e nei siti internet dei vari tribunali siano conrenure m olteplici informazioni con­
cernenti gli im m obili posri all'asta, tenuto conto che chiunque, tramite detta pubbli­
cità, può individuare l’interessato di cui conosca l’indirizzo di abitazione. Al riguardo, 
il Garante ha evidenziato che la normativa in materia di aste giudiziarie prevede, tra 
l’altro, la pubblicità degli avvisi d’asta, contenenti ogni informazione ritenuta utile e 
necessaria a descrivere gli im m obili aJ fine del corretto espletam ento della procedura 
di vendita, con l’om issione dell’indicazione del debitore (art. 490  c.p.c., com e m odi­
ficato dall’art. 174, com m a 9, del C odice). Tenuto conto di ciò, con provvedimento 
generale del 7  febbraio 2008  (doc. web n. 1490838) il Garante ha invitato gli uffici 
giudiziari e  i professionisti delegari alle operazioni di vendita nelle esecuzioni im m o­
biliari ad applicare le vigenti disposizioni del codice di rito, sottolineando la necessità 
di om ettere l’indicazione del debitore e di eventuali terzi estranei alla procedura dagli 
avvisi d ’asta e dalla docum entazione ad essi allegata. L’Ufficio ha quindi evidenziato 
che nell’ipotesi in cui, com e nella specie, venga rispettata la prescrizione che im pone 
di omerrere l’indicazione del debirore, la pubblicità delle informazioni, anche detta­
gliate, concernenti gli im m obili posti all’asta risulta conform e alla normativa di set­
tore, nonché lecita sotto il profilo della disciplina in materia di protezione dei dati 
personali, e più specificatamenre del principio di pertinenza e non eccedenza dei dari 
(arr. 11 , com m a l, letr. d), del C odice) (nora 5 settembre 2013).

Pubblicità dei dati nei 
procedimenti di 

espropriazione forzata

Diffusione di avvisi 
d’asta

4. / 1 .1. Uniformatici! giuridica
Con riferimento alla segnalazione concernente Ja pubblicazione di una sentenza sul 

sito web di un ufficio giudiziario, recante l'indicazione in chiaro del nominativo del 
segnalante, l’Ufficio, nel richiamare le “Linee guida in materia di trattamento di dati 
personali nella riproduzione di provvedim enti giurisdizionali per finalità di informa­
zione giuridica”, a d o ra te  dal Garante il 2  dicem bre 2 0 1 0  (doc. web n. 1774813), 
ha ricordaro che il C odice prevede all’art. 52  una specifica procedura, awiara ad 
istanza dell’interessato prima che sia definito il relarivo grado di giudizio con richie­
sta deposirara nella cancelleria o segreteria dell’ufficio che procede (com m i 1 - 4), per 
om ertete i dati personali sulle sentenze e sugli altri provvedim enti giudiziari pubbli­
cati per finalità di informazione giuridica. L’Aurorirà ha aggiunto che l’anonimizza- 
zione delle pronunce è imposta dalla legge per i dati concernenri l’idenrirà di minori 
oppure delle parti nei procedimenti in materia di rapporti di famiglia e di stato delle 
persone (com m a 5). Eccetruari i suddetti casi, il C odice ammerre la diffusione in 
ogni forma del conrenuto anche integrale di sentenze e di altri provvedimenti giuri­
sdizionali (com m a 7) (nora 7 ottobre 2013).

Il Garante per l’infanzia e l'adolescenza di una regione e l’Associazione nazionale 
famiglie adottive e affidatane hanno segnalare che in una rivista di inform azione 
giuridica era stata pubblicata online una sentenza di un Tribunale per i m inorenni 
emessa in un procedim ento in materia di adortabilirà di una m inore, in versione

Pubblicazione di 
sen tenze a finì di 

informazione giuridica
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inregrale, ovvero recante in chiaro il nom inativo della m inore e alrri dati idonei ad 
identificarla, ivi com presi il luogo c la daca di nascita e il nom e della madre. 
L’Aurorirà, nel chiedere al gestore della rivista l’im mediata anonim izzazione della 
sentenza, m ediante l’om issione di ogn i dato dal quale poteva desumersi, anche indi­
rettamente, l’identirà della m inore nonché della madre, della quale veniva riportare 
l’episodio di una violenza sessuale, ha ricordato i divieti di diffondere dati da cui 
possa desumersi anche indirettam ente l’identità di minori (arr. 52 , com m a 5> del 
C odice) e le generalità delle persone offese (tra l’altro) da atti di violenza sessuale 
senza il loro consenso (art. 734-é/V c.p ., richiamare anche dal cicato com m a 5 del- 
l’art. 52) (nota 5 sertembre 2013).

C on successiva nota l’Autorirà ha preso atto della espunzione della sentenza dal sito 
della rivista, ricordando altresì che l’anonim izzazione deve essere curata anche con rife­
rimento alle eventuali massime esrrarte dai provvedimenti giurisdizionali, che non  
devono contenere informazioni dalle quali sia possibile risalire all’identità dei soggetti 
tutelati (nota 17 settembre 2013).

Notificazioni di atti 
giudiziari a mezzo posta

Notificazioni di atti 
giudiziari presso il 

luogo di lavoro

4.11.2. Le notificazioni di atti e comunicazioni
N el 2013  sono pervenute diverse segnalazioni circa le modalità di notificazione di 

atti giudiziari in m odo non conform e alle prescrizioni del Codice.
In una segnalazione si è lamentato che sulla busta di notificazione di un atto giu­

diziario destinato al segnalante e proveniente da uno scudio legale, era staca apposra la 
dicitura “a mani proprie perché è una separazione x il portalettere”.

L’U fficio norifìche della Corte d ’appello com petente ha rappresencato che era 
consuetudine dell’ufficio, per la m ole di lavoro e la carenza di personale, ricevere atti 
per la notificazione a m ezzo del servizio postale già com pleti di busta e carrolina 
verde precom pilati dai richiedenti e che, nella specie, la busta era stata già com pi­
lata con tutte le diciture a cura di un ufficio legale. Al riguardo l’U fficio ha eviden­
ziato che la normativa di settore in tema di notifìche di atti giudiziari affida all’uf­
ficiale giudiziario, se non è disposto altrimenti, il com pito di eseguire le notifica­
zioni (art. 137 c.p.c.) e, quando quesre vengono effettuate a m ezzo posta, gli uffi­
ciali giudiziari devono fare uso di speciali buste sulle quali non son o apposti segni o  
indicazioni dai quali possa desum ersi il contenuto dell’atro (art. 2 , l. n. 8 9 0 / 1982 , 
com e m odificato dall’art. 174 del C odice). Si è pertanto titenuto che l’ordinam ento  
giuridico affida all’ufficiale giudiziario il com pito e la responsahilità, anche al fine 
del risarcimento dell’eventuale danno provocare da! non corretto trattamenre dei 
dati, di curare gli adem pim enti relativi alla notificazione di atti giudiziari, e che non  
assume rilievo la circostanza ch e l’indirizzam ento sulla busta sia predisposto da altri 

(nota 16 gennaio 2013).
Un cittadino ha segnalato di avere ricevuro, neH’am bito di alcuni procedimenri 

penali che lo vedono coinvolto a vario titolo, notifìche di atti giudiziari da parte di 
una Procura della Repubblica presso il luogo di lavoro, anziché al dom icilio  eletto  
presso il proprio difensore, con la conseguenza della conoscenza del contenuro degli 
atti da parte di un num ero di soggetti maggiore di quelli che sarebbero stati coinvolti 
nel caso in cui la notifica fosse stata effettuata presso il dom icilio eletto. Effettuate le 
necessarie verifiche, l’Autorità ha rilevato che anche i trattamenti effettuati per 
ragioni di giustizia debhono rispettare il principio posto dall’art. 11 del C odice rela­
tivo alla non eccedenza del trattamento rispetto alle finalità per le quali i dati perso­
nali sono raccolti o  successivamente trattati. La disciplina legale delle form e di noti­
fica di atti giudiziari, com e pure modificata dal C odice (art. 174), garantisce la tutela 
della riservatezza dei dati personali, unitam ente all’esigenza di assicurare io svolgi­
m ento delle funzioni giudiziarie. Poiché nella vicenda risultava che, in un caso, la


