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L attività svolta 
Garante

Il Garante e le pubbliche 
amministrazioni

4. 1. /  regolamenti sui trattamenti di dati sensibili e giudiziari

Nel 2013 il Garante ha espresso parere favorevole sullo schema tipo aggiornato di 
regolamento per il trattamento di dati sensibili e giudiziari presso i consigli e le assem­
blee legislative delle Regioni e delle Province autonome (p row . 25 luglio 2013, n. 370, 
doc. web n. 2576905). La revisione dello schema tipo è stato fructo di un complesso 
e proficuo lavoro di collaborazione deH’Autoricà con la Conferenza, dei presidenti delle 
assemblee legislative delle Regioni e delle Province autonome. Il nuovo testo, predi­
sposto dalla Conferenza, tiene conco della necessità di adeguare i regolamenti regio­
nali sul trattamento di dati sensibili e giudiziari al mutato quadro normativo in vari 
settori di attività di competenza dei consigli e delle assemblee legislative.

A tale proposito, come è noto, il Codice prevede che, per poter trattare dati sen­
sibili e giudiziari indispensabili allo svolgimento delle attivicà istituzionali, le 
Regioni e le Province autonome — non diversamente dagli altri soggetti pubblici — 
debbano dotarsi di specifici regolamenci volti a individuare quali informazioni ven­
dono utilizzate, per quali finalirà e mediante quali operazioni di trattamento (artt. 
20 e 21 del Codice).

Al riguardo, sin dal 2005 il Garante ha intrapreso un’attività di collaborazione con 
la Conferenza dei presidenti delle assemblee legislative delle Regioni e delle Province 
autonome che ha condotto, in un primo tempo, all’elaborazione di un pruno schema 
tipo di regolamento, sul quale l’Autorità ha espresso un parere condizionato al rispetto 
di alcune indicazioni (provv. 29 dicembre 2005, doc. web n. 1210939), successiva- 
menre modificato ed inregrato (in merito cfr. il parere condizionato adottato con 
prow. 12 giugno 2008, doc. web n. 1537639); nel corso del 2013 e stato poi appron­
tato uno schema tipo aggiornaro di regolamento che ha renuto conto degli approfon­
dimenti e delle indicazioni suggeriti dall'Uffìcio in via collaborativa, volti a perfezio­
nare il tesro e a renderlo pienamente conforme alla disciplina in materia di protezione 
dei dati personali: le osservazioni formulate hanno riguardato, tra l’altro, il rispetto dei 
principi di pertinenza e non eccedenza nel trattamento dei dari sensibili di titolari di 
incarichi politici e di vertice, nonché di incarichi dirigenziali, di collaborazione e di 
consulenza in attuazione degli obblighi di pubblicazione previsti dalla disciplina in 
materia di trasparenza e di contrasto della corruzione; le cautele da adottare nel trat­
tamento delle informazioni sulla vita sessuale delle persone soggerte a misure restrit­
tive della liberrà personale da parte dai Garanti regionali per i diritti dei detenuti; i 
limiti da rispettare nell’utilizzo di dari sensibili e giudiziari di terzi nel! ambito delle 
attivirà di sindacato isperrivo. di indirizzo politico e di documentazione dell attività 
istituzionale dei consigli e delle assemblee legislative.

Cionondimeno, nell’esprimere il parere, l’Autorirà ha chiesto 1 inregrazione dello 
schema con la previsione di specifiche garanzie in cerna di accesso dei consiglieri regio-
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nali a documenti amministrativi; in particolare, il Garante ha richiesto di specificare 
che le istanze di accesso ai documenti da parte dei consiglieri possano essere accolte 
solo se riconducibili alle “esclusive” finalità di rilevante interesse pubblico “diretta­
mente connesse all’espletamento di un mandato elettivo” (art. 65, comma 4, del 
Codice) e che possano essere soddisfatte soltanro con modalicà tali da assicurare che 
l’accesso del consigliere comporti il minor pregiudizio possibile alla vita privata delle 
persone cui si riferiscono i dati contenuti nei documenti oggetto dell’istanza di 
accesso. Ciò anche al fine di garantire che il diritto di accesso in questione sia eserci­
tato con riguardo ai dati effettivamente utili per l’esercÌ2Ìo del mandato, fermo 
restando che i dati personali eventualmente acquisiti dal consigliere possono essere uti­
lizzati per le sole finalità realmente pertinenti al mandato (cfr. prow. 25 luglio 2013, 
n. 369, doc. web n. 2536172, illustrato infra par. 4.3).

4.2. Le grandi banche dati pubbliche

Il Garante ha espresso parere favorevole sulle linee guida redatte dall’Agenzia per 
Linee guida AglD (art. l’Italia Digitale (AglD) ai sensi dell’art. 58, comma 2, d.lgs. 7 marzo 2005, il. 82
58, comma 2, del Cad) (Cad), il quale prevede che le amministrazioni titolari di banche dati accessibili per via

telematica predispongano apposite convenzioni, aperte all’adesione di tutte le ammi­
nistrazioni interessate, volte a disciplinare le modalicà di accesso ai dati da parte delle 
stesse amministrazioni procedenti, senza oneri a loro carico (prow. 4 luglio 2013, n. 
332, doc. web n. 2574977).

NeU’aprile 2011, DigitPA, ora AglD, aveva pubblicato una prima versione delle 
predette linee guida in relazione alle quali, in collaborazione con rUffìcio, erano state 
apportate modifiche e integrazioni voice, in particolare, a migliorare gli aspetti rela­
tivi alle convenzioni aventi per oggetto l’accesso a dati personali e a rendere conformi 
alla disciplina in materia di protezione dei dati personali i trattamenti ivi previsti.

Il testo, modificato nel 2013, oltre a prevedere il necessario rispetto delle misure 
minime di sicurezza previste dal Codice (art. 33), teca anche le misure necessarie pre­
scritte dal Garante ai destinatari delle linee guida (“erogatore” e “fruitore” dei dati) al 
fine di ridurre ai minimo i rischi di accesso non autorizzato o di trattamento non con­
sentito o non conforme alle finalità della raccolta dei dati, anche in relazione alle cono­
scenze acquisite in base al progresso tecnico, alla natura dei dati e alle specifiche carat­
teristiche del trattamento (art. 31 del Codice), salvo che le convenzioni medesime o le 
modalità di accesso alle banche dati siano già state oggetto di esame da parte del 
Garance nell’ambiro di specifici provvedimenti.

In caso di convenzioni già stipulate ai sensi del predetto art. 58, comma 2, del Cad, 
anceriocmence all’adozione delle nuove linee guida, le misure necessarie individuate 
nel provvedimenco dovranno essere adottare in occasione del rinnovo delle stesse e, 
comunque, entro e non oltre il 30 giugno 2014.

Il Garante ha ritenuto altresì necessario che l’AglD segnali aU’Autorità le difformità 
relative agli aspetti di sicurezza e protezione dei dati personali rilevate nell’ambito dei 
controlli effettuati dail’Agenzia stessa sulle convenzioni-quadro e mena a disposizione 
del Garante, per via telematica, un documento aggiornato concenence i dati relativi 
alle convenzioni, ai fine di agevolare le procedure di conrrollo dell’Aucoiità, anche in 
coordinamento con la medesima Agenzia.

Le misure necessarie prescritte dal Gatance hanno riguardato, in particolare, le 
modalità d ’accesso e gli aspetti di protezione dei dati personali, individuando anche 
accorgimenti volti ad assicurare la correttezza del trattamento e a ridurre rischi nel- 
l’urilizzo dei dati personali, con specifica attenzione ai presupposti per l’accesso alle
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banche dari verificandone periodicamente la base normariva, le finalità istiruzionali 
perseguire dal fruitore, la narura e la qualirà dei dati richiesti. Deve essere inoltre 
prescelta la modalità telematica di accesso alle banche dati più idonea rispetto alle 
cararrerisriche anche infrastrutturali e organizzative del fruitore, al volume e alla fre­
quenza dei trasferimenti, al numero di soggetti abilitati all’accesso, offrendo -  nel 
rispetto dei principi di pertinenza e non eccedenza in relazione a ciascuna delle fina­
lità perseguite dal fruitore -  un livello minimo di accesso ai dati, anche limitando i 
risultati delle intetrogazioni a valori di tipo booleano (ad es,, web service che forni­
scono un risultato di tipo vero/falso nel caso di controlli sull’esistenza o sulla corret­
tezza di un dato oggetto di autocertificazione).

Per la cooperazione applicativa, viene specificato che i web service devono essere 
integrati soltanto in applicativi che gestiscono procedure amministrative volre al 
raggiungimento delle finalità istituzionali per le quali è consentita la comunica­
zione delle informazioni contenute nella banca dari. In ogni caso, il fruitore deve 
garantire che i servizi resi disponibili dall’erogatore vengano esclusivamente inte­
grati con il proprio sistema informativo e che non siano resi disponibili a terzi per 
via informatica.

Oltre a garantire il risperro delle misure minime di sicurezza previste dagli arrr. 
33 e ss. del Codice, e dai telarivo Allegaro B, al fine di adempiere agli obblighi di 
sicurezza di cui all’arr. 31 del Codice, per quanto riguarda la fruibilità dei dati 
oggerro della convenzione (sia in caso di accessi via web che di cooperazione appli­
cativa), l’erogatore e il fruitore devono assicurare, in parricolare, che gli accessi alle 
banche dati avvengano soltanto tramite l’uso di postazioni di lavoro connesse alla 
rete lp dell’ente autorizzato e/o dorare di certificazione digirale in modo che sia 
identificata univocamente la postazione di lavoro nei confronti dell’erogatore, anche 
attraverso procedure di accreditamento che consentano di definite reti di accesso 
sicure (circuiti privati virtuali).

Inoltre, i sisremi software, i programmi utilizzati e la protezione antivirus devono 
essere costantemente aggiornati sia sui server che sulle postazioni di lavoro e, in caso 
di accessi via web, deve essere di regola esclusa la possibilità di effettuare accessi con- 
remporanei con le medesime credenziali da postazioni diverse.

Turre le operazioni di trattamento di dati personali effettuate dagli urenti autoriz­
zati, ivi comprese le utenze di ripo applicativo e sisremisrico, devono poi essere ade­
guatamente tracciare e il fruitore deve fornire all’erogatore, conrestuaJmenre ad ogni 
transazione effettuata, il codice identificarivo dell’utenza che ha posto in essere l’ope­
razione; codice che, anche nel caso in cui l’accesso avvenga attraverso sistemi di coo­
perazione applicativa, deve essere comunque univocamente riferito aJ singolo utente 
incaricato del trattamento che ha dato origine alla transazione.

L’erogatore e il fruitore devono predisporre idonee procedure di andit sugli accessi 
alle banche dati basate sul monitoraggio statistico delle transazioni e su meccanismi di 
alert che individuino comportamenti anomali o a rischio, i cui esiti devono essere 
documentati secondo le modalicà definite nelle convenzioni.

A ral fine, nelle applicazioni volte all’uso interattivo da parte di incaricati deve 
essere inserito un campo per l’indicazione obbligaroria dei numero di riferimento 
della pratica (ad es., numero del protocollo o del verbale) nell’ambico della quale 
viene effettuata la consultazione.

È comunque compito dell’erogatore valutare l’introduzione di eventuali ulteriori 
misure e accorgimenti al fine di salvaguardare la sicurezza dei propri sistemi informa­
tivi, anche in considerazione delle cararrerisriche delle banche dati accessibili attraverso 
la convenzione (ad es., delicatezza e rilevanza delle informazioni accedute, rilevanti 
dimensioni della banca dati o del numero di utenti o del volume di trasferimenti).
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Banca nazionale dei 
contratti pubblici

A ccessi abusivi

Anagrafe nazionale  

degli abilitati alla guida

Il Garante ha espresso parere favorevole sulle m odifiche alla deliberazione n. 
1 1 1 /2012  dell’Autorità per la Vigilanza sui Contratti Pubblici (AVCP) concernente il 
trattamento dei dati nell’am bito della Banca nazionale dei contratti pubblici (parere 
1° agosto 2013 , n. 377 , doc. web n. 2576925).

Le m odifiche, finalizzate ad agevolare le stazioni appaltanti nel porre in essere gli 
adem pim enti previsti dal C odice, hanno riguardato, in particolare, l’utilizzo della 
CEC-PAC (Com unicazione Elettronica Certificata -  Pubblica Amministrazione 
Cittadino) e di caselle di posta ordinaria opportunam ente configurate e con specifiche 
cautele di gestione che sostituiscano la Pec personale unicamente fino al termine del 
regime facoltativo di utilizzo del sistema AVCpass (previsto per il 31 dicembre 2013).

Il Garante ha inoltre verificato che l’AVCP, valutato quanto prescritto nel prece­
dente parere del 19 dicembre 2012 , n. 420  (doc. web n. 2171106), ha individuato il 
termine di sei mesi per la conservazione dei dari relativi agli accessi e alle operazioni 
com piute sul sistema AVCpass.

H anno altresì formato oggetto d’esame segnalazioni relative ad accessi abusivi al 
sistema informativo dell’Inps che, a seguito di accertamenti di carattere ispetdvo svolti 
anche in collaborazione con  il N ucleo della Guardia di finanza, hanno portato alla 
segnalazione dei fatti alle com petenti Procure della Repubblica.

Gli estratti contributivi dei segnalanti erano stati acquisiti dal sistema informativo 
dcll’Inps attraverso utenze regolarmente rilasciare dall’istituto a soggetti, operanti 
presso patronati convenzionati, che avevano fatto accesso ai dati personali dei segna­
lanti in assenza della prescritta delega (note 15 e 22  ottobre 2013).

Inolrre, su segnalazione dell’Inps e di alcuni privati, l’Autorità ha collaborato con  
la Polizia postale in relazione ad un caso m olto grave concernente innumerevoli accessi 
a banche dati pubbliche, com preso il sistema informativo dell’istituto (nota 22  otto­
bre 2013). Al riguardo si è potuto presumere l’utilizzo illegittimo di credenziali asse­
gnare ad operatori di patronato, riscontrando un elevato numero di connessioni a! pre­
detto sistema informativo originate da singoli indirizzi lp con modalità di interroga­
zione compatibili con l’utilizzo di cd. robot per estrarre i dati. Le indagini di polizia 
giudiziaria, poste in essere dal Centro nazionale anticrimine informatico per la prote­
zione delle inftasttucture critiche (Cnaipic), hanno così permesso di porre fine ad un 
illecito servizio Online realizzato utilizzando abusivamente le credenziali assegnate agli 
operatori di patronato per ricavare posizioni previdenziali e contributive. In partico­
lare, una società è risultata offrire a pagamento tale servizio sul proprio sito web, a sog­
getti interessati all’accesso ad informazioni patrimoniali (in particolare, professionisti
o società finanziarie), anche attraverso un sistema di ricariche prepagate.

C on  riferimento, invece, ad una segnalazione relativa ad un presunto accesso abu­
sivo all’Anagrafe tributaria, l’Ufficio ha richiesto all’Agenzia delle entrate di verificare 
eventuali accessi non autorizzati ai dati personali del segnalante. In seguito all’inter­
vento dell'Autorirà, l’Agenzia, dopo aver effettuato un’attività di tracciamento degli 
accessi avvenuti sui propri sistemi informativi, ha com piuto una complessa attività di 
auditall’esito della quale sono emerse condotte valutabili dal punto d i vista penale che 
sono state comunicare, a cura della stessa Agenzia, alla Procura della Repubblica per le 
attività di competenza (nota 25 luglio 2013).

C on  provvedim ento del 24 gennaio 2013 , n. 25 (doc. web n. 22 5 6 6 1 7 ), del 
quale si è dato conto nella Relazione annuale 2 0 1 2  (p. 7 3 ), i) Garante aveva pre­
scritto al M inistero delle infrasrrurture e dei trasponi che, a partire dalla data del 
provvedim ento, le com unicazioni agli interessati — anche nella forma della consul­
tazione diretta tramire il cd. portale deU’auromobilista -  relative alle variazioni di 
punteggio della patente (decurtazioni e attribuzioni di punti) avrebbero dovuto  
contenere i dari relativi alla totalità delle variazioni dei punti della patente, ancor­
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ché effettuate in m od o autom atizzato, ivi comprese l’attribuzione di punti che, suc- 
cessivamenre, si rivelasse non legittim am ente effettuata, in m odo da rendere co n o ­
scibile aM’interessaro la relativa operazione di annullam ento. C on riferimento agli 
eventi passati, il Garante aveva altresì prescritto che, su richiesta deH’interessaro, 
avrebbe dovuto essere assicurata la conoscibilità, nel dettaglio e cronologicam ente, 
dei dari concernenti la totalità delle variazioni di punteggio della patente.

In data 8 agosto 201 3 . il M inistero delle infrastrutture e dei trasporti ha fornito 
riscontro alle richieste formulate dai Garante nel ciraro provvedimento, com unicando  
di aver adeguato le procedure informatiche del sistema informativo per conformarsi 
alle sopram enzionate prescrizioni dcli’Autorirà.

4.3. L'accesso ai documenti amministrativi

Le tematiche riguardanti l’accesso ai docum enti amministrativi continuano ad 
essere oggetto di intervento deH’Autorirà a causa delle numerose segnalazioni e richie­
ste di chiarimenti presentate sia dalle pp.aa., sia dai singoli. Tra le questioni più rile­
vanti, si registra il caso in cui il Garante ha risconrraro l'illiceità del rrarramenro dei 
dati personali effettuato in una Regione nella quale si è consentita la messa a disposi­
zione e consultazione, da parte di alcuni dirigenti, dei fascicolo personale di un dipen­
dente -  peraltro contenente dari idonei a rivelarne lo srato di salute -  in violazione 
degli artt. 11, com m a 1, lett. d), 20 , com m i 1 e 2 , e 2 2 , com m i 3 e 5, del Codice  
(prow. 24  ottobre 2013 , n. 469 , doc. web n. 2799174).

L’U fficio è sraro nuovam ente interessato da quesiti relativi alla possibilità di rendere 
ostensibile a testate giornalistiche docum entazione in possesso dell’amministrazione. 
In particolare, il Servizio bilancio, contabilità, provveditorato ed assistenza al collegio  
dei revisori dei conri di un C onsiglio regionale ha chiesto di pronunciarsi sulla istanza 
formulata da una restara giornalistica televisiva volta ad ottenere informazioni circa l’e­
rogazione delle indennità a un consigliere regionale. In merito, è sraro ribadito che il 
C odice non ha abrogato le norme vigenti in materia di accesso ai docum enti am m i­
nistrativi (artt. 59  e  60) e che “i presupposti, le modalirà, i limiti per l’esercizio del 
diritto di accesso a docum enti amministrativi contenenti dati personali, e  la relativa 
turela giurisdizionale, restano disciplinari dalla I. 7 agosto 1990, n. 241, e successive 
modificazioni e dalle altre disposizioni di legge in materia, nonché dai relativi regola­
menti di attuazione, anche per ciò che concerne i ripi di dati sensibili e giudiziari e le 
operazioni di trattamento eseguibili in esecuzione di una richiesta di accesso” (art. 59, 
com m a I). Per tale motivo, le  valutazioni relative alle determinazioni assunte dall’am ­
ministrazione interpellata aventi ad oggetto le richieste di accesso ai docum enti esu­
lano dall’ambito di com petenza del Garanre e rimangono sindacabili di fronre alle 
autorità com petenri (art. 25,1- n. 2 41 /1990 ).

In ordine, poi, alle eventuali richieste di accesso formulate dagli organi di stampa, 
la disciplina in materia di protezione dei dati personali -  non avendo inciso in m odo  
restrittivo sulla normativa posta a salvaguardia della trasparenza amminisrrativa -  non  
può essere invocata per negare, in via di principio, l’accesso ai docum enti. D i conse­
guenza, rimane “affìdara alla responsabilirà del giornalista l’utilizzazione lecita del dato 
raccolto e quindi la sua diffusione secondo i parametri dell’essenzialità rispetto al fatto 
d’inreresse pubblico narrato, della correttezza, della pertinenza e della non eccedenza, 
avuto altresì riguardo alla natura del darò m edesim o”. Tale indicazione — contenuta già 
nei chiarimenti del Garante del 6  m aggio 2004 (doc. web n. 1007634) — è rivolta a 
chi, nell’esercizio dell’attività giornalistica, urilizza la documenrazione a cui ha avuto 
legittim am ente accesso e costituisce un’applicazione dei principi generali già dettati
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dal Codice (cfr. in pacticolare Tare. ) 37) nonché dalle disposizioni del codice di deon­
tologia relativo al trattamento dei dati personali nell’esercizio dell’attività giornaliscica 
(Allegato A.1 al Codice) (nota 23 settembre 2013).

Sul bilanciamento tra il diricto dei consiglieri regionali ad accedete alle informa- 
A ccesso  dei consiglieri zioni utili all’espletamento del loro mandato e il diritto alla riservatezza, in particolare
regionali quando la richiesta di accesso riguarda documentazione sanitaria riferita a terze per­

sone, è intervenuto il Garante a seguirò delle segnalazioni di due amministrazioni 
regionali destinatarie di istanze di accesso a certificati medici e cartelle cliniche per 
verificare la correttezza dei servizi erogati dagli organi sanitari regionali (prow. 25 
luglio 2013, n. 369, doc. web n. 2536172).

Nel primo caso, il Presidente di un Consiglio regionale aveva chiesto di conoscere
i nominativi del personale medico e infermieristico giudicato inabile a svolgere alcune 
mansioni presso Asl, aziende e presidi ospedalieri del Servizio sanitario regionale non­
ché di visionare le copie delle certificazioni di invalidità e di verificare la composizione 
degli organi di accertamento dello stato invalidante. Nel secondo caso, un consigliere 
regionale aveva formulato istanza di accesso ad una Asl con riguardo alla cartella cli­
nica di un paziente sottoposto a trattamento sanitario obbligacorio (Tso) per effettuare 
delle verifiche.

A tale proposito, il Garante ha richiamato la disciplina sul franamento di dati sen­
sibili effettuato da soggetti pubblici, che considera di rilevante interesse pubblico il 
trattamento delle sole informazioni indispensabili per esclusive finalità direttamente 
connesse aH’esplecamenro di un mandato elettivo, quale, appunto, quello dei consi­
glieri regionali (att. 65, comma 4, lett. b), del Codice).

Su tale base, PAurorità ha sottolineato come il diritto di accesso a dati sensibili da 
parte dei consiglieri regionali incontri un limite nel rispetto dei principi di indispen­
sabilità e di diretra riconducibilità alla funzione perseguita (arrt. 20 e 22 del Codice), 
precisando che l’osservanza di rati principi deve essere particolarmente accurato 
quando l’isranza ha ad oggetto, come nei casi segnalati, documentazione sanitaria, rife­
rita a persone identificate o identificabili, in relazione alla quale l’ordinamento prevede 
un particólate regime di tutela, oltre ai comuni obblighi di rispetto del segreto profes­
sionale del medico.

La protezione dei dati di carattere personale, con particolare riferimento a quelli 
attinenti alla salute, gioca infatti un ruolo fondamentale per l’esercizio del diritto al 
rispetto della vita privata e familiare garantito dall'art. 8 della Convenzione europea 
per la salvaguardia dei diritti dell’uomo e delle libertà fondamentali. Come ha rilevare 
la Corte europea dei diritti dell’uomo, il rispetto del carattere confidenziale delle infor­
mazioni idonee a rivelare lo srato di salute costituisce un principio essenziale del 
sistema giuridico di tutti i Paesi europei aderenri alla Convenzione, ciò non soltanto 
al fine di proteggere la vita privata dei pazienti, ma anche di salvaguardare la fiducia 
generale nei confronti del personale medico e dei servizi sanitari in generale (cfr. Corre 
EDU, Z  v. Fintando sentenza 25 febbraio 1997).

Pertanto, seppure tra i compiti affidati all’Aurotirà non rientra quello di autoriz­
zare o negare l’accesso ai documenti amministrativi, il Garante ha rirenuto opportuno 
precisare, in relazione alle peculiari vicende prospettate, che le richieste avanzate dai 
consiglieri regionali possono essere soddisfatte attraverso modalità che assicurino che 
l’esercizio delle attività di controllo neH’espletamenro del mandato del consigliere 
avvenga, in concreto, in modo da comportate il minor pregiudizio possibile alla vita 
privata delle persone interessate. Ciò anche al fine di garantire che il diritto di accesso 
sia esercitato con riguardo ai dati effettivamente utili per l’esercizio del mandato e ai 
fini di questo, fermo resrando che i dati personali evenruaJmente acquisiti dal consi­
gliere possono essere utilizzati per le sole finalità pertinenti al mandato.



Camera dei D eputati -  4 1  - Senato  della Repubblica

XVII LEGISLATURA — DISEGNI DI LEGGE E RELAZIONI — DOCUMENTI — DOC. CXXXVI N. 2

Tornando quindi ai casi sopra richiamaci, nel primo l’Autoricà ha prescricco che il 
Presidente del Consiglio regionale possa accedere alle informazioni richieste solo pre­
vio oscuramento dei nominativi del personale giudicato inabile a svolgere alcune man­
sioni. Nel secondo, il Garante ha disposto che il consigliere regionale istante possa 
accedere alla cartella clinica del paziente sottoposto a Tso solo dopo avere interpellaco 
la persona interessata (o il suo legale rappresentante) ai fine di consentire ali’inreres- 
sato di opporsi per motivi legictimi al craccamento di informazioni che lo riguardano 
{are. 7, comma 4, del Codice).

Sulle misure prescritte alle due Regioni il Garante ha rirenuro opportuno acquisire 
il previo parere della Commissione per l’accesso ai documenti amministrativi presso la 
Presidenza del Consiglio dei Miniscri.

Anche le problemaciche riguardanti l’accesso di consiglieri comunali agli atti degli 
enti locali di apparrenenza sono scate sottoposte all’attenzione dell’Aurorità da una 
società trasporto passeggeri e da un comune. Sul punto è staro ricordato che il Garance 
ha sempre evidenziato la piena vigenza della specifica disposizione di legge che rico­
nosce ai consiglieri comunali e provinciali il “diritto di ottenere dagli uffici, risperriva- 
mence, del comune e della provincia, nonché dalle loro aziende ed enti dipendenti, 
cutre le nocizie e le informazioni in loro possesso, urili all’esplecamenro del proprio 
mandato” (art. 43, comma 2, d.lgs. 18 agosto 2000, n. 267). Anche in tal caso, la 
disciplina di riferimenro demanda al soggetro inorpellato -  che non deve chiedere 
alcun consenso agli interessari (arrt. 24, comma 1, lett. a), del Codice), né aJcuna auto­
rizzazione all’Autorità -  l’obbligo di accertare l’ampia e qualificata posizione di pretesa 
all’informazione ratione officii dei consiglieri degli enri locali inreressati, nel rispetro 
dei limici e delle condizioni stabilire dalla richiamara normativa di settore (art. 43, 
comma 2, d.lgs. n. 267/2000) (noce 28 maggio c 5 novembre 2013).

4.4. La trasparenza amministrativa

Per quanto riguarda il rema della trasparenza e della pubblicazione su internet di 
informazioni personali sono pervenute numerose istanze in ordine al corretto tratta­
mento dei dati personali contenuci in acci e delibere diffusi sui siri web di organi isci- 
ruzionali statali nonché di regioni ed enei locali.

In proposico il Garanre aveva già adorrato le "Linee guida in materia di tratta­
mento di dati personali contenuti anche in atti e documenti amministrativi, effet­
tuato da soggetti pubblici per finalità di pubblicazione e diffusione sul web (prow.
2 marzo 2 011, n. 88, doc. web n. 1793203). Tali linee guida -  attualmente in fase 
di revisione e aggiornamento a seguito dell’entrata in vigore del d.lgs. 14 marzo 2013, 
n. 33, in relazione al quale il Garante ha, come detco, reso un proprio parere (p ro w .

7 febbraio 2013, n. 49, doc. web n. 2243168, sul quale v. supra par. 3.2.2) -  indi­
viduavano un primo quadro unitario di misure e accorgimenti destinati a rurre le 
pp.aa. che effettuano, in attuazione alle disposizioni normative vigenri, ardvicà di 
comunicazione o diffusione di dati personali sui propri siti isciruzionali per finalità 
di trasparenza, pubblicità dell’azione amministrativa, nonché di consultazione di 
atti su iniziariva di singoli.

Sul rema, si ev idenz ia  la condotta, cenura da 27 comuni e segnalata dalla Guardia 
di finanza, consistente nella pubblicazione delle ordinanze del sindaco sui siti istiru- Diffusione di daii 
zionali nelle quali, riportando in chiaro i dati identificaiivi e la patologia sofferta dai relativi a Tso 

soggetti sottoposti a Trattamento sanitario obbligatorio (Tso) (ed in molti casi indiciz­
zando i predetti dati nei principali motori di ricerca generalisci), si autorizzavano i 
menzionati trattamene) sanitari. In cali fattispecie è stato rilevato che l’art. 22, comma
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8, del Codice prevede che nel trattamento effettuato da soggetti pubblici i “dati ido­
nei a rivelate lo scaro di salute non possono essere diffusi” (cft., in tal senso, anchc l'art. 
65, comma 5, e Patt. 68, comma 3, del Codice) e che, pertanto, è vietata la diffusione 
di dati da cui si possa desumere lo stato di malattia o l’esistenza di patologie dei sog­
getti interessati, compreso qualsiasi riferimento alle condizioni di invalidità, disabilicà
o handicap fisici e/o psichici. Per questa cagione, è stara vierata l’ulteriore diffusione 
su internet di tali dati prescrivendo ai comuni di arrivarsi presso i responsabili dei prin­
cipali motori di ricerca, al Fine di sollecitare la rimozione delle copie web delle ordi­
nanze di Tso dagli indici e dalla cache dei motori di ricerca [cfr. prow.ti 3 ottobre 
20)3 , n. 432 (doc. web n. 2747962); 4 aprile 2013, n. 160 (doc. web n. 2488234), 
n. 159 (doc web n. 2473879), n. 158 (doc. web n. 2460997), n. 157 (doc. web n. 
2452536), n. 156 (doc. web n. 2448446), n. 155 (doc. web n. 2433468), n. 154 (doc. 
web n. 2427771); 21 marzo 2013, n. 140 (doc. web n. 2389232), n. 137 (doc. web 
n. 2390451), n. 139 (doc. web n. 2390632), n. 138 (doc. web n. 2390488); 14 marzo 
2013, n. 121 (doc. web n. 2389148), n. 120 (doc. web n. 2388972), n. 119 (doc. web 
n. 2388608), n. 118 (doc. web n. 2388550), n. 117 (doc. web n. 2388358); 7 marzo 
2013, n. 102 (doc. web n. 2352966), n. 101 (doc. web n. 2350940), n. 100 (doc. web 
n. 2343470), n. 99 (doc. web n. 2324649), n. 98 (doc. web n. 2324625), n. 97 (doc. 
web n. 2322279), n. 96 (doc. web n. 2322248), n. 95 (doc. web n. 2322211), n. 94 
(doc. web n. 2322055), n. 93 (doc. web n. 2322036); 21 febbraio 2013, n. 76 (doc. 
web n. 2358792), n. 75 (doc. web n. 2355041)].

Analogo provvedimento è stato adotrato nei confronti di un comune (prow. 3 
orrobre 2013, n. 432, doc. web n. 2747962) che aveva pubblicato una determinazione 
dirigenziale avente ad oggetto la concessione di un benefìcio economico a un malato, 
indicando in chiaro la patologia nonché i dati anagrafici (nominativo, luogo e data di 
nascita) dell’inceressaro e del proprio “familiare referenre” (comprensivi del codice 
fiscale e del numero Iban su cui accredirare le somme). Anche in questa circostanza, è 
stato rilevato che i soggetti pubblici non possono diffondere dati idonei a rivelare lo 
stato di salute (arrr. 22, comma 8, 65, comma 5 e 68, comma 3, del Codice), vietando, 
come nel caso precedente, l’ulteriore diffusione dei dati sul web e prescrivendo la 
rimozione della copia web della predetta determinazione dirigenziale dagli indici non­
ché dalla cache dei motori di ricerca.

Sempre in materia di trasparenza, si segnalano alcuni interventi funzionali a richia­
mare l’attenzione sulla necessità che la diffusione di dati personali sia sempre prevista 
da idonei presupposti normativi. Si richiamano, a titolo esemplificativo, le segnala­
zioni ricevute in ordine al trattamento effettuato da due comuni che hanno proceduto 
alla pubblicazione dei dati dei bambini ammessi (e non) al servizio di trasporto scola­
stico, con indicazione del nominativo di ciascuno e di ulteriori informazioni (quali il 
codice fiscale, il numero di linea del mezzo utilizzato, l’orario di partenza e di ritorno), 
lasciando peraltro che i nominativi fossero indicizzagli dai motori di ricerca. L’Ufficio 
ha ritenuto tali condotte non conformi al Codice attesa l’assenza di idonei presuppo­
sti normativi per la diffusione (art. 19, comma 3, del Codice) (note 10 aprile e 21 
novembre 2013).

Continuano a pervenire segnalazioni relarive alla diffusione di dati personali sul- 
Albo pretorio online l'albo pretorio onlìne degli enti locali o di altri soggetti pubblici rispetto alle quali si

è più volte riscontrata una condotta non conforme alla disciplina in materia di dati 
personali per la mancanza di un idoneo presupposto normativo per la pubblicazione 
oppure in ragione della persistenre diffusione dei dari personali sul web oltre il 
periodo previsro per l’affissione all’albo (ad es., quindici giorni per l’albo pretorio; 
cfr. artt. 19, comma 3, del Codice e 124, d.lgs. 18 agosto 2000, n. 267) (note 5 gen­
naio e 19 aprile 2013).
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Si segnalano inoltre alcuni interventi sulla questione della pubblicazione sui siti 
web istituzionali dei comuni dei nomi dei soggetti destinatari di sanzioni ammini­
strative. Ai riguardo, l’Ufficio ha ritenuto che la pubblicazione dei dati personali degli 
autori di illeciti amministrativi costituisca una sanzione accessoria che, in quanto 
tale, può essere prevista solo da una legge. In base alla normativa di settore e come 
ribadito dalla costante giurisprudenza di legittimità, infatti, anche per le sanzioni 
amministrative accessorie è necessario rispettare il principio di legalità alla luce del 
quale “nessuno può essere assoggettato a sanzioni amministrative se non in Forza di 
una legge che sia entrata in vigore prima della commissione della violazione” (art. 1, 
comma 1,1. 24 novembre 1981 n. 689; cfr., explurimis, Corte cost. 5 aprile 2012, 
n. 82) (nota 24 aprile 2013).

Sulla medesima questione è stata ritenuta illecita la pubblicazione sul sito web isti­
tuzionale di un comune dei verbali di violazione del codice della strada contenenti dati 
personali, in quanto priva di un idoneo presupposto normativo (art. 19, comma 3, del 
Codice) (nota 22 luglio 2013).

Sanzioni

am m inistrative su siti 

istituzionali

4.5. La documentazione anagrafica e la materia elettorale

Nel periodo di riFerimento, la materia anagrafica ed elettorale è stata oggetto di 
attenzione da parte dell’Aurorità.

Nel caso di una richiesta di chiarimenti da parte di alcuni comuni in ordine alla 
legittimità del rilascio di copia delle liste elettorali ad associazioni (anche onlus), Liste elettorali 

l’Ufficio ha precisato che la normariva di settore ammette il rilascio di elenchi degli 
iscritti nell’Anagrafe della popolazione residente solamente verso le pp.aa. “che ne 
facciano motivata richiesta, pet esclusivo uso di pubblica utilità”, mentre il rilascio di 
dati anagrafici a privati può essere disposto dall’ufficiale di anagrafe solo se si tratta 
di dati “resi anonimi e aggregati” e per “fini statistici e di ricerca” (art. 34, commi 1 
e 2, d.P.R. 30 maggio 1989 n. 223). A tali comuni è stata pertanto richiamata la nor­
mativa di settore che, invece, prevede che le “liste elettorali possono essere rilasciate 
in copia per finalità di applicazione della disciplina in materia di elettorato attivo e 
passivo, di studio, di ricerca statistica, scientifica o storica, o carattere socio-assisten­
ziale o per il perseguimento di un interesse collettivo o diffuso” (art. 177, comma 5, 
del Codice, che ha sostituito l’art. 51, comma 5, d.P.R. 20 marzo 1967, n. 223) (note
29 aprile e 28 maggio 2013).

Un altro caso ha riguardato la richiesta, formulata da un dipartim ento di sanirà . 
pubblica del Servizio sanitario regionale, volta ad acquisire elenchi e vari dati ana- Elenchi anagrafici 
grafici relativi a cittadini residenti in 74 comuni della regione, allo scopo di rea­
lizzare un progetto volto a migliorare le conoscenze relative agli aspetti ambientali 
e a valutarne l’im patto sulla salute dei cittadini (Progetto “Supersito” -  Regione 
Emilia Romagna). A m ente di quanto previsto dall’arr. 19, comma 2, del Codice, 
l’Ufficio ha richiamato la disciplina di settore che prevede il rilascio alle pp.aa. di 
elenchi di iscritti all’Anagrafe “per esclusivo uso di pubblica utilità”, nonché di 
dati “resi anonimi ed aggregati, agli interessati che ne Facciano richiesta per fini 
statistici e di ricerca” (art. 34, comma 1, d.P.R. 30 maggio 1989, n. 223); è inol­
tre previsto il rilascio di “dari anagrafici, resi anonim i ed aggregati, agli interessati 
che ne facciano richiesta per fini statistici e di ricerca” (arr. 34, com m a 1, d.P.R.
30 maggio 1989, n. 223). Nel caso di specie, il Garante ha precisato che i tratta­
menti che il D ipartim ento di sanità pubblica del Servizio sanitario regionale, in 
collaborazione con l’Agenzia regionale per la protezione ambientale (Arpa), 
andava ad effettuare, ove finalizzati alla ricerca scientifica in campo medico, bio-
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m edico o ep id em iologico  (in particolare, con dati già raccolti presso strutture 
sanitarie o  esercenti le professioni sanitarie per fini di cura della salute o  pet l'ese­
cu zion e di precedenti progetti di ricerca) avrebbero dovuto essere conform i alle 
specifiche disposizioni sulla ricerca scientifica in cam po m edico, b iom edico ed 
ep id em io log ico  (arrr. 106 e 1 10 del C odice; A llegato A .4 , cod ice di deontologia  
e buona condotta  per i trattam enti di dati personali per scopi statistici e scienti­
fici, doc. web n. 1556635; autorizzazione generale al rrarramento dei dati perso­
nali efferruato per scopi di ricerca scientifica, del 1° marzo 2 0 1 2 , n. 8 5 , doc. web  
n. 1878276). O ve, invece, i m edesim i Trattamenti fossero preordinari al persegui­
m en to  di finalirà am m inistrative correlate ai com piti del Servizio sanitario, 
avrebbe dovuto essere rispettato il quadro generale di garanzie previsto dalla legi­
slazione in materia di rrarramento di dati sensibili e dallo specifico regolam ento  
regionale adortaro in conform ità allo schem a tipo (sul quale il Garante ha espresso 
parere favorevole con provvedim ento del 13 aprile 200 6 , doc. w eb n. 1272225)  
(nota  17 dicem bre 2013 ).

Si segnala altresì il caso di un cittadino che aveva lamentato l'attivazione, sul siro 
Certificati online w eb istituzionale del proprio com une di residenza, del servizio online attraverso il

quale era possibile scaricate certificati (fra gli altri, di residenza, cittadinanza, nascita, 
esistenza in vira, stato civile, godim ento dei diritti politici, iscrizione nelle liste d et- 
torali, m atrim onio, stato di famiglia) senza alcun tipo di autenticazione o accesso 
selezionato, ma inserendo sem plicem ente il codice fiscale dellinteressaro. L’Ufficio ha 
richiesto informazioni al D ipartim ento per gli affari interni e territoriali presso il 
M inistero dell interno, il quale ha evidenziato, tra l'altro, che PAgenzia per l’Italia 
D igitale, interpellata al riguardo, si era espressa nel senso che, ai sensi dell’art. 64, 
d.lgs. 7 marzo 2005 , n. 8 2  (Cad), ai fini dell’identificazione online, l’inserim ento del 
so lo  codice fiscale non rientra tra gli “strum enti diversi dalla carta d’idenrirà elettro­
nica e dalla carta nazionale dei servizi” (ex com m a 2  dell’arr. 64  cit.) utili all’indivi­
duazione del soggetto richiedente il servizio. È. staro inoltre rappresentato che la solu­
zione tecnologica "timbro digitale” per l’autenticazione delle certificazioni anagrafi­
che e di staro civile, autorizzata dallo stesso M inistero dell’interno in via sperinien- 
rale in alcuni com uni, prevede che la richiesta, da parte del cittadino, della certifica­
zione avvenga previa aurenticazione informatica e  riconoscim ento “con C IE /C B N S  
e user id-password per i servizi richiesti da web”. In tale quadro, pertanto, il com une  
in questione è staro invitato a voler renere in considerazione le corrette m odalità, così 
individuate, per consentire l’accesso ai predetti certificati in conform ità alla disciplina 
di serrore (nota 5 luglio 2013).

In tema di anagrafe elettorale dei soggetti residenti all’estero l’Ufficio è intervenuto 
Anagrafe elettorale per fornite informazioni in merito alla cancellazione di un nom inativo dalle liste elet­

torali della circoscrizione consolare estera di residenza. In proposito, è  stato rappresen­
taro che la normativa di settore stabilisce che “sono iscritti di ufficio nelle liste eletto­
rali i cittadini che., possedendo i requisiti per essere elettori e non essendo incorsi nella 
perdita definitiva o  tem poranea del diritto elettorale attivo, son o compresi 
nell’Anagrafe della popolazione residenre nel com une o nell’Anagrafe degli italiani 
residenri all’estero (Aire)” (art. 4 , d.P.R. 20  marzo 1967, n. 223) e che “sono elerrori 
rutti i cittadini italiani che abbiano com piuto il diciottesim o anno di età” salvo ecce­
zioni previsre dalla legge (cfr., in particolare, am . I e 2  del decreto citato); disposizioni 
normative puntuali disciplinano espressamente, inoltre, le ipotesi di rettifica e revi­
sione delle liste elettorali (cfr., in particolare, artt. 20  e 32 del decreto ciraro). E stato 
penanro chiarirò che, al di fuori delle ipotesi che la normativa di serrare ha preso in 
considerazione, non è possibile otrenere la cancellazione del proprio nominativo dalle 
liste elettorali (nota J0 settembre 2013).
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Analogamente, con riferimento alla segnalazione di un cittadino relativa aJla rice­
zione di un messaggio di propaganda elettorale al proprio indirizzo di residenza alle- Aire 
stero, è stato evidenziato che, già con il provvedimento del 7 settembre 2005 (doc. 
web n. 1165613) — richiamato dal provvedimento del 10 gennaio 2013, n. 1 (doc. 
web n. 2181429) —, per attività di propaganda elettorale sono utilizzabili senza con­
senso i dati contenuti “nelle liste elettorali che ciascun comune tiene, aggiorna costan­
temence e rilascia in copia anche su supporto elettronico” nonché l’“elenco aggior­
nato dei cittadini italiani residenti all’estero finalizzato a predisporre le liste elettorali, 
realizzato unificando i dati dell’anagrafe degli italiani residenti all’estero (Aire) e degli 
schedari consolari”. In merito, la specifica normativa di settore prevede che “Il 
Governo, mediante unificazione dei dati dell’anagrafe degli italiani residenti all’estero 
e degli schedari consolari, provvede a realizzare l’elenco aggiornato dei cittadini ita­
liani residenti all’estero finalizzato alla predisposizione delle lisre elettorali” (art. 5, 
comma 1,1. n. 459/2001) e che nell’elenco aggiornato dei cittadini italiani residenti 
all’estero di cui aJl’art. 5, comma 1, I. n. 459/2001, “sono registrati i seguenti dati: 
nome e cognome del cittadino italiano, cognome del coniuge per le donne coniugate
0 vedove, luogo e data di nascita, sesso, stato di residenza, indirizzo, casella postaJe, 
ufficio consolare, comune di iscrizione aJl’anagrafe degli italiani residenti all’estero”
(art. 5, comma 1, d.P.R. 2 aprile 2003, n. 104). La medesima normativa prevede 
altresì che “dopo la realizzazione dell’elenco aggiornato con le modalità di cui al pre­
sente articolo, il Ministero dell’interno comunica in via informatica al Ministero 
degli affari esteri, entro il sessantesimo giorno antecedente la data delle votazioni in 
Italia, l’elenco provvisorio dei residenti all’estero aventi diritto al voro, ai fini della 
successiva distribuzione in via informatica agli uffici consolari per gli adempimenti 
previsti dalla legge” (art. 5, comma 8 , d.P.R. n. 104/2003). AJla luce di tali elementi, 
non sono stati ravvisati gli estremi per promuovere l’adozione di un provvedimento 
del Garante (nota 29 maggio 2013).

Sotto un diverso profilo, il Dipartimento per gli affari interni e territoriali presso il 
Ministero del l’interno (nota 31 maggio 2013) ha informato l’Autorità di aver piena­
mente aderito all’orientamento da questa espresso (nota 29 agosto 2012, in Relazione
2012, p. 77) in ordine ad una richiesta presentata da Andrei s.p.a. di ottenere copia 
delle liste elettorali in qualità di responsabile del trattamento designata da taluni enti 
non profit, che agiscono quali titolari del trattamento per finalità comprese tra quelle 
previste dalle vigenti disposizioni in materia (art. 51. comma 5, d.P.R. n. 223/1967, 
come modificato dall’art. 177, comma 5, del Codice). Nella richiesta era previsto che
1 predetti dati sarebbero stati successivamente trasmessi per l’elaborazione a Consodaca 
s.p.a., anch’essa designata responsabile e da questa consegnati ai suddetti enti. A tal 
proposito è staro rappresentato dall'Ufficio che le organizzazioni non lucrative, legit­
timate ad ottenere dai comuni il rilascio di copia delle liste elettorali e ad utilizzarle 
per il perseguimento delle finalità individuate dalla normativa vigente, possono 
richiedere a soggetti esterni (nel caso di specie Ancitel s.p.a. e Consodata s.p.a.) lo 
svolgimento di specifiche operazioni di trattamento. 1 dati, però, non possono essere 
comunicati ad altri titolari e possono essere utilizzaci solo per le finalità perseguite 
dagli enei titolari del trattamento riconducibili a quelle tassativamente individuare 
dal citato art. 51, comma 5, d.P.R. n. 223/1967.

In prossimità delle consultazioni elettorali tenute nel mese di febbraio 2013 per 
le elezioni dei consigli regionali delle Regioni Lombardia e Molise nonché pet le 
consultazioni tenute a maggio per le elezioni dei sindaci, dei consigli comunali non­
ché dei consigli circoscrizionali, e per le consultazioni tenute nel mese di giugno pet 
l’elezione del Presidente e del Consiglio regionale della Regione Autonoma Valle 
d’Aosta, l’Autorità ha approvato alcuni p ro v v e d im e n ti (prow.ti 10 gennaio 2013,
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n. 1 , doc. web n. 2 1 8 1 4 2 9 ; 24 aprile 2 0 1 3 , n. 228 , doc. w eb n. 2 4 0 4 3 0 5 ) che con ­
fermano le prescrizioni già stabilite da) provvedim ento generale del 7 settembre 
2 0 0 5  (doc. web n. 1 165613), prevedendo speciali casi di esonero tem poraneo dal­
l’informativa per partiti, m ovim enti politici, sostenitori e singoli candidaci in rela­
zione all’uso dei dati personali a fini di com unicazione politica e di propaganda elet­
torale. Il cicaco provvedim ento del 24 aprile 201 3 , n. 228 , ha ribadito che i citta­
d ini devono essere sem pre informaci sull'uso eFecruaro dei loro dati. Tuccavia, par- 
cici, m ovim enci policici, sostenitori e singoli candidati son o  scaci esoneraci dal pre- 
decco obbligo di informaciva sino al 31 agosco 20 1 3  solo per i daci raccolci da regi- 
scri ed elenchi pubblici, e ucilizzati per l’invio di mareriale propagandiscico di 
d im ensioni così ridocre da non consentire di inserirvi una informaciva, anche sinte- 
cica. Trascorso tale term ine il Garance ha altresì previsto che i m edesim i soggetti 
devono fornire agli interessati un’idonea informaciva entro il 31 ottobre 20 1 3  o 
altrim enti cancellare le inform azioni personali. E scaco altresì rappresencaro che, alla 
luce del quadro normacivo successivo alle m odifiche all’arc. 130 del C odice e della 
isriruzione del "Registro pubblico delle opposizioni” (are. 13, com m a 3, del Codice; 
d.P.R. 7 seccembre 2 0 1 0 , n. 178), per i craccamenci efFeccuaci per l’inolrro di messaggi 
elettorali e politici è necessario il consenso informaro degli intestarari di utenze pub­
blicate negli elenchi telefonici; è staca inolrre ribadita la necessirà del consenso degli 
interessati per ralune modalicà di com unicazione (in particolare per l’uso di sisremi 
aucomarizzati di chiamaca senza l’inrervenro di un operarore, nonché medianre 
d isp ostiv i quali, ad es., posca eleccronica, telefax, messaggi del cipo m m s o sms), 
com e previsro dall’art. 130, com m i 1 e 2, del C odice.

4 .6 . L'istruzione scolastica ed universitaria

A nche nel 2 0 1 3  l’Autoricà è inrervenuca fornendo chiarimenri in relazione al 
rrarramenco di daci personali effertuaro nell’amhico dell’isrruzione scolascica ed uni­
versitaria.

In parcicolare. una scuola ha posto un quesico circa la necessicà di acquisire la pre­
ventiva aucorizzazione del Garance al fine di pocer isrituire un “ambienee di apprendi­
m ento” online con servizi disponibili per gli srudenci. Al riguardo, l’Ufficio, ne) preci­
sare che. salvo i casi espressamenre previsci, i craccamenci di daci personali non devono 
essere previamence autorizzaci dal Garance, ha ribadito il dovere di rispettare la disci­
plina in mareria di protezione dei dati personali, evidenziando, in particolare, la neces­
sirà di sottoporre a verifica preliminare i craccamenci che presentano specifici rischi per
i diritri e le libertà fondamentali, nonché pet Ja dignicà d d l’inceressaro, in relazione 
alla nacura dei daci o alle modalicà del craccamenco o agli effetti che possono decermi- 
nare (arre. 17, 4 0  e 41 del Codice; noca 25 giugno 2013).

È scaca segnalare una presunta violazione della disciplina in maceria di daci perso­
nali presso una scuola superiore di secondo grado in relazione alla somministrazione 
agli alunni di un test nom inativo riguardante una ricerca promossa dal Dipattimenco 
di psicologia dell’Universicà di Firenze, effeccuara senza fornire preventivamence 
l’informaciva sul craccamenco dei daci personali (are. 13 del Codice). A seguico dell’in- 
cervenro dell’U fficio, il dirigente scolastico ha garantito di aver proceduto aJla distru­
zione dei cesc com pilati dagli scudenri, dopo averli messi in sicurezza ai fine di impe­
dirne l’accesso a chiunque (ivi compresi i ricercatori dell’Universirà), e di aver succes­
sivamente consencico la som ministrazione del cest solo dopo che fosse stata fornica 
idonea informaciva agli studenti. Considerate le garanzie e le idonee assicurazioni for­
nire,voice ad evirare la ripetizione per il futuro della condocra lamentata, e salva la veri-
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fica dei presupposti per Ja contestazione di eventuali sanzioni amministrative, non 
sono state intraprese iniziative per l’adozione di provvedimenti da parte del Garante 
(nota 30 maggio 2013).

È giunta all’Aurorità una segnalazione con la quale veniva rappresentato che, ai fini 
dell’iscrizione all’asilo nido di un comune, venivano raccolti dati personali ritenuri 
eccedenri e non pertinenti. In particolare, attraverso la modulistica predisposta per l’i­
scrizione, si richiedeva una pluralità di informazioni inerenti: “il motivo di assenza di 
uno dei genirori dal nucleo (amiliare, la presenza di un procedimento di affido o ado­
zione in corso, l’origine straniera di uno o entrambi i genitori, con l’indicazione del­
l’anno di ingresso in lraiia, la professione o la scuola frequentata da altri figli compo- 
nenri il nucleo familiare, il nome, il cognome, la data di nascita, la residenza dei nonni 
del minore e se risulrano residenti nel territorio del comune, anche l’occupazione, ivi 
compteso l’orario settimanale di lavoro, lo stato di salute e l’invalidità”. L’Ufficio ha 
poturo accerrare che, in base al regolamento comunale, le domande per l’iscrizione 
all’asilo nido contenenti le informazioni richieste relative alle “situazioni parricolari 
che caratterizzano il nucleo familiare” concernevano esclusivamente la presenza di uno 
o più componenti con invalidità certificata ai sensi della legislazione vigente, superiore 
al 67% nonché del nucleo familiare in situazione di fragilità in carico ai servizi sociali.
Su tali basi, rilevato il disallineamento tra la più ampia rosa di dati personali richiesti 
dal comune e quelli efFettivamente necessari per verificare la sussistenza dei requisiti di 
ammissione all’asilo nido, il Garante ha ritenuto indebita l’acquisizione dei dati per­
sonali eccedenti. L’Autorità ha, pertanto, vietato al comune la raccolta ed il successivo 
trattamento dei predetti dati personali nonché di ogni altra informazione non rile­
vante ai fini della verifica dei criteri previsti nel regolamento comunale, m quanto ciò 
avrebbe comportato un trattamento di dati personali eccedenri, non pertinenti e, con 
specifico riferimento ai dati sensibili, non indispensabili rispetto alle finalità perseguite 
(prow. 6 giugno 2013, n. 273, doc. web n. 2554925).

Una provincia aveva richiesto, ai sensi dell’art. 39 del Codice, al Ministero dell’i­
struzione, dell’universicà e della ricerca i dati relativi ai codici fiscali degli srudenti della Comunicazione ai sensi 
scuola secondaria della provincia “frequentanti, trasferiti, ritirati, bocciaci, etc., del dell'art. 39 del Codice 
primo e ultimo anno di corso, con riferimenro agli anni 2012/2013 e 2013/2014”, 
per lo svolgimento delle proprie funzioni istituzionali inerenci la vigilanza sull’assolvi- 
menco delPobbligo scolastico e la realizzazione di un pcogecco di concrasto aJla disper­
sione scolastica (art. 68, 1. 17 maggio 1999, n. 144 e D.G.R. 1891 del 22 giugno 
2011). Sul punto (’Ufficio ha preliminarmente evidenziato che il Codice dispone, in 
via generale, che i soggetti pubblici possano comunicare dari personali, diversi da 
quelli sensibili e giudiziari, solo se rale specifica operazione di trattamento sia previsra 
da una norma di legge 0 di regolamento (cfr. art. 19, comma 3). Inoltre, come ipotesi 
residuale, in mancanza di una specifica norma di legge o di regolamento che lo pre­
veda, le amministrazioni pubbliche possono comunicare ad altri soggetti pubblici dati 
personali, non aventi natura sensibile, allorquando tale trattamento sia necessario per
lo svolgimento delle proprie funzioni istituzionali. Le amministrazioni coinvolte nel 
flusso di dari che si intende attivare devono, pertanto, preliminarmente ed attenta­
mente accertare che tale flusso di dati non sia già previsto dalla specifica normativa di 
settore. In tal caso, il titolare è tenuto ad effettuare una comunicazione preventiva al 
Garante e il trattamento potrà avere inizio decorsi quarantacinque giorni della pre­
detta comunicazione, salva diversa determinazione anche successiva dell’Autorirà (attt.
18, comma 2, 19, comma 2 e 39 del Codice). Su tali basi, rilevata la sussistenza di spe­
cifiche disposizioni di regolamento che espressamente disciplinano il flusso di dari 
necessari alla provincia pet l’assolvimento delle funzioni istituzionali concernenti l’ob­
bligo di frequenza di arrività formarive fino al diciottesimo anno di erà e di preven-
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zione e contras co dia dispersione scolastica, PUfficio ha ritenuto che le comunicazioni 
di dati personali per le predette finalicà possano avvenire solo nei limici previsti dalla 
disciplina di settore (art. 3, commi 2, 3, 4, e 5, e are. 8, comma 2, d.P.R. 12 luglio 
2000, n. 257; are. 3, comma 2, d.m. 5 agosco 2010, n. 74 e punto 3 sezione “pro­
filo D ” dell’allegato tecnico al d.m. n. 74/2010 cit.) (nota 27 febbraio 2013).

Similmente, i) Miniscero dell’istruzione, dell’universirà e della ricecca (Miur) ha 
comunicaco all’Aucorità, ai sensi degli attr. 19, comma 2 e 39, comma 2, del Codice, 
di aver ricevuto da parce di un comune la richiesta dei dari relativi agli alunni iscritti 
dal 2007 alle scuole di ogni ordine e grado della provincia di appartenenza (nome, 
cognome, dara e luogo di nascita, scuola frequentata ed anno di frequenza) per il per- 
seguimenro della funzione istituzionale di partecipazione al concrasto all’evasione 
fiscale, con particolare riferimento all’accerramenro delle residenze fittizie all’estero 
attraverso la vigilanza sui soggetti che hanno richiesto l’iscrizione ali’Aire (in partico­
lare, art. 44, d.P.R 29 settembre 1973, n. 600 e ss. mm. e att. 83, commi 16 e 17, d. 
I. 25 giugno 2008, n. 112, convertito dalla 1. 6 agosto 2008, n. 133 e ss. mm.).

Al riguardo, PUfficio ha rilevato che la normativa di setrore stabilisce specifiche 
regole per il reperimento da parte dei comuni delle informazioni necessarie per la par­
tecipazione al contrasto all’evasione fiscale (cfr. an. 1, d.l. 30 settembre 2005, n. 203 
convertito, con modificazioni, dalla 1. 2 dicembre 2005, n. 248 e modificato dall’arc. 
18, d.l. 31 maggio 2010, n. 78, convertito dalla I. 30 luglio 2010, n. J 22; provvedi­
menti del Direttore dell’Agenzia delle entrare del 3 dicembre 2007 e dei 26 novembre 
2008; art. 44, d.P.R. n. 600/1973; art. 83, commi 16 e 17, d.l. n. 112/2008). Tenuto 
conto della citata normativa, PUfficio ha ritenuto quindi non applicabile la disciplina 
prevista dagli arrr. 19, comma 2 e 39, comma 2, del Codice (cfr. in particolare, i citati 
artt. 44, d.P.R. n. 600/1973 e 83, d.l. n. 112/2008) (nota 21 maggio 2013).

Relarivamenre al seccore universitario, una studentessa ha segnalaro alPAurorità 
che, presso PUniversità degli Srudi di Roma la Sapienza, attraverso un sistema infor­
matico, ogni docente, inserendo le proprie credenziali, poteva visionare i dari perso­
nali di qualunque scudence iscricco. L’Universicà, nel confermare il contenuto della 
segnalazione, ha messo a punto specifiche soluzioni operative in base alle quali, in par­
ticolare, “a partire dall’anno accademico 2013/2014, tutte le carriere degli studenti 
iscritti ai corsi [...] porranno essere visualizzate da docente sul predetto sistema infor­
matico [...] solo ed esclusivamenre nel caso che lo studente si sia già iscritto a soste­
nere Pesame di profitto di competenza; relativamente alle carriere, ad esaurimento, dei 
vecchi ordinamenti, per le quali non sono attivi filtri aucomarici di concrollo sul piano 
di scudio, è possibile sviluppare una nuova funzione del siscema [...] che consenca allo 
studente di autorizzare l’accesso ai propri dati di carriera ai docenti con i quali intenda 
sostenere esami di profitto; in tal modo ogni docente potrà accedere esclusivamenre 
alle carriere che sono di pertinenza della propria attività istituzionale”. Sulla base di taJi 
specifiche assicurazioni PUfficio, salva la verifica dei presupposti per la contestazione 
di eventuali sanzioni amministrative, non ha promosso l’adozione di specifici provve­
dimenti da parte del Garante (nota 5 aprile 2013).

4 .7. L’attività fiscale e tributaria

L’Agenzia ha richiesto al Garante una verifica preliminare sul trattamento di dati 
Redditometro personali che intendeva effettuare ai fini dellaccertamenco sintetico del reddito delle

persone fìsiche di cui all’arc. 38, commi 4 e 5, d.P.R. 29 settembre 1973, n. 600 (il 
nuovo cd. redditomerro), modificato dall’art. 22, d.l. 31 maggio 2010, n. 78, conver- 
cico, con modificazioni, dalia 1. 30 luglio 2010, n. 122.


