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l._l - ]; attivita svolta
dal Garante

4 Il Garante e le pubbliche
amministrazioni

4.1. { regolamenti sui trartamenti di dati sensibili e giudiziari

Nel 2013 il Garante ha espresso parere favorevole sullo schema tipo aggiornaro di
regolamento per il traccamento di dati sensibili e giudiziari presso i consigli ¢ le assem-
blee legislative delle Regioni e delle Province autonome (provv. 25 luglio 2013, n. 370,
doc. web n. 2576905). La revisione dello schema tipo & stato fructo di un complesso
e proficuo lavoro di collaborazione del Autorica con la Conferenza dei presidenti delle
assemblee legislative delle Regioni e delle Province autonome. Il nuovo testo, predi-
sposto dalla Conferenza, tiene conto della necessic di adeguare i regolamenti regio-
nali sul tractamento di dati sensibili e giudiziari al mutato quadro normativo in vari
secori di attivica di competenza dei consigli e delle assemblec legislacive.

A tale proposito, come & noto. il Codice prevede che, per poter trattare dati sen-
sibili ¢ giudiziari indispensabili allo svolgimento delle attiviaa istituzionali, le
Regioni ¢ le Province autonome — non diversamente dagli altri soggerti pubblici —
debbano dotatsi di specifici regolamenti volti a individuare quali informazioni ven-
gono utilizzace, per quali finalira e mediante quali operazioni di tractamento (aru.
20 e 21 del Codice).

Al riguardo, sin dal 2005 il Garante ha intrapreso un’attivita di collaborazione con
la Conferenza dei presidenti dellc assemblee legislative delle Regioni e delle Province
autonome che ha condotto, in un primo terpo, all’elaborazione di un priro schema
tipo di regolamento, sul quale I'Autorita ha espresso un parere condizionato al rispetto
di alcune indicazioni (provv. 29 dicembre 2005, doc. web n. 1210939), successiva-
menre modificato ed inregrato (in merito cfr. il parere condizionato adottato con
provv. 12 giugno 2008, doc. web n. 1537639); nel corso del 2013 & stato poi appron-
tato uno schema tipo aggiornaro di regolamento che ha renuto conto degli approfon-
dimenti e delle indicazioni suggeriti dall'Ufficio in via collaborativa, volti a perfezio-
nare il tesro ¢ a renderlo pienamente conforme alla disciplina in materia di protezione
dei dati personali: le osservazioni formulate hanno riguardato, tra I'altro, il rispero dei
principi di pertinenza e non eccedenza nel tratcamento dei dari sensibili di titolari di
incarichi politici e di vertice, nonché di incarichi dirigenzial, di collaborazione e di
consulenza in atwazione degli obblighi di pubblicazione previsti dalla disciplina in
materia di trasparenza ¢ di contrasto della corruzione; Je cautele da adotrare nel trar-
tamento delle informazioni sulla vita sessuale delle persone soggerte a misure restrit-
tive della liberra personale da parte dai Garanti regionali per i diritci dei detenudi; i
limit da rispettare nell'utilizzo di dari sensibili e giudiziari di terzi nellambito delle
attivira di sindacato ispertivo. di indirizzo politico e di documentazione dell’arcivica
istituzionale dei consigli e delle assemblee legislative.

Cionondimeno, nell’egprimere il parere, Autoricd ha chiesto Iinregrazione dello
schema con la previsione di specifiche garanzie in tema di accesso dei consiglieri regio-
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Linee guida AgID (art.
58, comma 2, del Cad)

nali a documenti amminiscracivi; in parricolare, il Garante ha richiesto di specificare
che le istanze di accesso ai documenti da parte dei consiglieri possano essere accolte
solo se riconducibili alle “esclusive” finalica di cilevantce interesse pubblico “diretta- -
mente connesse all'espletamento di un mandato elettivo™ (art. 65, comma 4, del
Codice) e che possano essere soddisfatte soltanro con modalicd cali da assicurarc che
Jaccesso del consigliere comporti il minor pregiudizio possibile alla vica privata delle
persone cui si tiferiscono i dati contenuti nei documenti oggetto dell’istanza di
accesso. Cid anche al fine di garantire che il diritco di accesso in questione sia eserci-
tato con riguatdo ai dadi effeccivamente udili per 'esercizio del mandarto, fermo
restando che i dati personali eventualmente acquisiti dal consigliere possono essere uti-
lizzati pet le sole finalid realmente pertinend al mandaro (cfr. provv. 25 luglio 2013,
n. 369, doc. web n. 2536172, illustrato infra par. 4.3).

4.2. Le grandi banche dati pubbliche

I Garante ha espresso parere favorevole sulle linec guida redatte dall’Agenzia pet
I'Tralia Digitale (AgID) ai sensi dell'art. 58, comma 2, d.lgs. 7 marzo 2005, n. 82
(Cad), il quale prevede che le amministrazioni titolari di banche dari accessibili per via
telematica predispongano apposite convenziont, aperte all'adesione di tutre le ammi-
nistrazioni interessate, volte a disciplinare le modalica di accesso ai darti da parce delle
stesse amministrazioni procedenti, senza oneri a loro carico (provv. 4 luglio 2013, n.
332, doc. web n. 2574977).

Nell'aprile 2011, DigitPA, ora AgID, aveva pubblicato una prima versione delle
predette linee guida in relazione alle quali, in collaborazione con I'Ufficio, erano state
apportate modifiche e integrazioni volte, in particolare, a migliorare gli aspetti rela-
tivi alle convenzioni aventi per oggetto V'accesso a dati personali e a rendere conformi
alla disciplina in materia di protezione dei dati personali i trattamenri ivi previsti.

Il testo, modificato nel 2013, oltre a prevedere il necessario rispetto delle misure
minime di sicurezza previste dal Codice (art. 33), teca anche le misure necessarie pre-
scritte dal Garante ai destinatari delle linee guida (“erogatore” e “fruitore” dei dati) al
fine di ridurce al minimo i rischi di accesso non autorizzato o di trattamento non con-
sentito o non conforme alle finalica delfa raccolta dei dati. anche in relazione alle cono-
scenze acquisite in base al progresso tecnico, alla nacura dei dati e alle specifiche carar-
teristiche del trattamento (art. 31 del Codice), salvo che le convenzioni medesime o le
modalicd di accesso alle hanche dati siano gid state oggerro di esame da parce del
Garante nell’'ambiro di specifici provvedimenti. _

In caso di convenzioni gia stipulate ai sensi del predetto art. 58, comma 2, del Cad,
anteriormente all'adozione delle nuove linee guida, le misure necessarie individuace
nel provvedimento dovranno essere adorrare in occasione del rinnovo delle sicsse e,
comunque, entro ¢ non oltre il 30 giugno 2014.

[l Garanre ba ritenuro altresi necessario che 'AglD segnali all’Autorica le difformica
relarive agli aspeti di sicurezza e protezione dei dati personali rilevate nell'ambiro dei
controlli effercuari dall’Agenzia stessa sulle convenzioni-quadro e merra a disposizione
del Garante, per via telematica, un documento aggiornaro contenente i dari relativi
alle convenzioni, al fine di agevolare le procedure di conrrollo dell’Aurorita, anche in
coordinamento con la medesima Agenzia. '

Le misure necessarie prescritte dal Gacante hanno riguardato, in particolare, le
modalick d’accesso e gli asperti di protezione dei dati personali, individuando anche
accorgimenti vold ad assicurare la correttezza del trattamento c a ridurre rischi pel-
I'urilizzo dei daci personali, con specifica attenzione ai presupposti per 'accesso alle
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banche dati verificandone periodicamente la base normariva, le finalicd isticuzionali
perseguice dal fruitore, la natura e la qualica dei dati richiesti. Deve essere inolre
prescelta la modalica celematica di accesso alle banche dati piti idonea rispecro alle
cararcerisciche anche infrascrutturali e organizzative del fruitore, al volume e alla fre-
quenza dei trasferimenti, al numero di soggetti abilitati all'accesso, offrendo — nel
rispetco dei principi di pertinenza e non eccedenza in relazione a ciascuna delle fina-
lica perseguite dal fruitore — un livello minimo di accesso ai dati, anche limitando i
cisulraci delle intetrogazioni a valori di tipo booleano (ad es., web service che forni-
scono un tisultato di tipo vero/falso nel caso di controlli sull’esistenza o sulla corret-
tezza di un dato oggetro di autocertificazione). ,

Per la cooperazione applicativa, viene specificato che i web service devono essere
integrati solcanto in applicativi che gestiscono procedure amministrative volee al
raggiungimento delle finalicd iscituzionali per le quali & consentita la comunica-
zione delle informazioni contenute nella banca dari. In ogni caso, il fruitore deve
garantire che i servizi resi disponibili dall’erogatore vengano esclusivamente inte-
grati con il proprio sistema informativo e che non siano resi disponibili a terzi pec
via informarica.

Olrre a garanrire il risperto delle misure minime di sicurezza previste dagli acre.
33 e ss. del Codice, ¢ dal telarivo Allegaro B, al fine di adempiere agli obblighi di
sicurezza di cui all’art. 31 del Codice. per quanto tiguarda la fruibilica dei dari
oggetro della convenzione (sia in caso di accessi via web che di cooperazione appli-
cativa), I'erogarore e il fruitore devono assicurare, in particolare, che gli accessi alle
banche dati avvengano soltanto tramite 'uso di postazioni di lavoro connesse alla
rete Jp dell’ente autorizzaro efo dorate di certificazione digirale in modo che sia
identificata univocamente la posrazione di lavoro nei confronti dell’erogarore, anche
attraverso procedure di accreditamento che consentano di definite ten di accesso
sicure (circuiri privat virtuali).

Inoltre, i sistemi soffware, | programuni utilizzar e la prorezione antivirus devono
essere costantemente aggiornati sia sui server che sulle posrazioni di lavoro e, in caso
di accessi via web, deve essere di regola esclusa la possibilita di effertuare accessi con-
temporanei con Je medesime credenziali da postazioni diverse.

Turre le operazioni di trarramento di dati personali effettuare dagli urenti auroriz-
zati, ivi comprese le utenze di ripo applicarivo e sistemistico, devono poi essere ade-
guatamente tracciate e il fruirore deve fornire all’erogartore, contestualmente ad ogni
rransazione effettuara, il codice identificarivo dell’'utenza che ha posto in essere J'ope-
razione; codice che, anche nel caso in cui Paccesso avvenga attraverso sistemi di coo-
perazione applicativa, deve essere comunque univocamente riferiro al singolo utente
incaricato del tractamento che ha daro origine alla transazione.

Lerogatore e il fruitore devono predisporte idonee procedure di audis sugli accessi
alle banche dari basate sul monitoraggio statistico delle transazioni e su meccanismi di
alere che individuino comporttamenti anomali o a rischio, i cui esiti devono essere
documenrati secondo le modalita definite nelle convenzioni.

A tal fine, nelle applicazioni volte all’'uso interattivo da parte di incaricati deve
essere inserito un campo per 'indicazione obbligatoria del numero di riferimenrto
della pratica (ad es., numero del protocollo o del verbale) nell'ambito della quale
viene effettuara la consulrazione.

E comunque compito dell’erogatore valutare Vintroduzione di eventuali ulteriori
misure e accorgimenti al fine di salvaguardare la sicurezza dei propri sistemi informa-
tivi, anche in considerazione delle cararteristiche delle banche dari accessibili actraverso
la convenzione {ad e¢s., delicatezza e rilevanza delle informazioni accedute, clevanti
dimensioni della banca dati o del numero di utentt o del volume di trasferimenti).
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Banca nazionale dei
contratti pubblici

Accessi abusivi

Anagrafe nazianale
degli abilitati alla guida

I} Garante ha espresso parere favorevole sulle modifiche alla deliberazione n.
111/2012 dell’Autoricd per la Vigilanza sui Contratci Pubblici (AVCP) concernente il
trattamento dei daci nell’ambito della Banca nazionale dei contratni pubblici (parere
1° agosto 2013, n. 377, doc. web n. 2576925).

Le modifiche, finalizzate ad agevolare le stazioni appaltanti nel porre in essere gli
adempimenti previsti dal Codice, hanno riguardato, in particolare, l'utilizzo della
CEC-PAC {Comunicazione Eletrronica Certificara — Pubblica Amministrazione
Cittadino) e di caselle di posta ordinaria opportunamente configurate e con specifiche
cautele di gestione che sostituiscano la Pec personale unicamente fino al termine del
cegime facoltativo di utilizzo del sistema AVCpass (previsto per il 31 dicembre 2013).

I} Garante ha inoltre verificato che I'AVCP, valutato quanto prescritto nel prece-
dente parere del 19 dicembre 2012, n. 420 (doc. web n. 2171106), ha individuaro il
termine di sei mest per la conservazione dei dari relativi agli accessi ¢ alle operazioni
compiute sul siscema AVCpass.

Hanno altresi formato oggetto d'esame segnalazioni relative ad accessi abusivi al
sistema informarivo dell'Inps che, a seguito di accertamenti di caratterc ispettivo svolti
anche in collaborazione con il Nucleo della Guardia di finanza, hanno portato alla
segnalazione dei fati alle competenti Procure della Repubblica.

Gli estratti contributivi dei segnalanti erano stati acquisiti dal sistema informativo
dcl'Inps attraverso utenze regolarmente rilasciare dalllstiruto a soggetd, operanti
presso patronali convenzionati, che avevano fatto accesso ai dati personali dej segna-
landi in assenza della prescritea delega (note 15 ¢ 22 otrobre 2013).

Inolrre, su segnalazione dell’Inps e di alcuni privari, I'Autoritk ha collaborato con
la Polizia postale in relazione ad un caso molro grave concernente innumerevoli accessi
a banche dati pubbliche, compreso il sistema informativo dell'Istituto (nota 22 otto-
bre 2013). Al riguardo si & potuto presumere Putilizzo illegitimo di credenziali asse-
gnate ad operarori di patronato, riscontrando un elevato numero di connessioni al pre-
derto sistema informativo originate da singoli indirizzi /p con modalita di interroga-
zione compatibili con ['urilizzo di cd. robot per estrarre i dad. Le indagini di polizia
giudiziaria, poste in essere dal Centro nazionale anticrimine informatico per la prote-
zione delle infrastcurcure critiche (Cnaipic), hanno cosl permesso di porre fine ad un
illeciro servizio online realizzato urilizzando abusivamente le credenziali assegnate agli
operatori di patronato per ricavare posizioni previdenziali e contributive. In partico-
lare, una sociera & risultata offrire a pagamenco rale servizio sul proprio sitwo web, a sog-
getti interessaci all'accesso ad informazioni pacrimoniali (in particolare, professionisti
o socierd finanziarie), anche attraverso un sistema di ricariche prepagate.

Con riferimento, invece, ad una segnalazione relativa ad un presunto accesso abu-
sivo all'Anagrafe tributaria, 'Ufficio ha tichiesto all’Agenzia delle entrate di verificare
evencuali accessi non autorizzati ai dati personali del segnalante. In seguito all'inter-
vento dell'Autorira, I’Agenzia, dopo aver effettuato un'atdivica di tracciamento degli
accessi avvenuti sui propri sistemi informativi, ha compiuto una complessa artivica di
audit all’esito della quale sono emerse condotte valucabili dal punto di vista penale che
sOno state comunicare, a cura della stessa Agenzia, alla Procura della Repubblica per le
atrivita di competenza (nota 25 luglio 2013).

Con provvedimento del 24 gennaio 2013, n. 25 (doc. web n. 2256617), del
quale si & daro conto nella Relazione annuale 2012 (p. 73), IJ Garante aveva pre-
scritto al Ministero delle infrastrurrure e dei trasporri che, a parttire dalla dara del
provvedimento, le comunicazioni agli interessati — anche nella forma della consul-
tazione diretta rramire il cd. portale dell’'automobilista — relative alle variazioni di
punteggio della patente (decurtazioni ¢ attribuzioni di punn) avrebbero dovutwo
contenere i dari relacivi alla toralith delle variazioni dei punti della patente, ancor-
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ché effeccuate in modo automatizzaro, ivi comprese 'ateribuzione di punti che, suc-
cessivamenre, si rivelasse non legictcimamente effetruara. in modo da rendere cono-
scibile all'inceressato la relativa operazione di annullamenro. Con riferimento agli
eventi passatt, il Garante aveva altrest prescricto che, su richiesta dell’inceressaro,
avrebbe dovuro essere assicuraca la conoscibilicd, nel detcaglio e cronologicamente,
dei dari concernena la roralira delle variazioni di punteggio della patene.

[n darta 8 agosto 2013, il Ministero delle infrastructute e dei trasporti ha fornico
risconcro alle richieste formulace dal Garante nel cirato provvedimento, comunicando
di aver adeguaro le procedure informaciche del sistema informativo per conformarsi
alle sopramenzionate prescrizioni dell’ Aurorira.

4.3. Laccesso ai documenti amministrativi

Le tematiche riguardanti I'accesso ai documenti amministrativi conrinuano ad
essere oggerteo di incervento dell’Aurorica a causa delle numerose segnalazioni e richie-
ste di chiarimenti presentate sia dalle pp.aa., sia dai singoli. Tra le questioni pili rile-
vanri, si registra il caso in cui il Garanre ha risconrraco I'illiceicd del rarramenro dei
dari personali efferruaro in una Regione aella quale st & consenrita la messa a disposi-
zione e consultazione, da parte di alcuni dirigenri, del fascicolo personale di un dipen-
dente — peraltro contenente dari idonei a rivelarne lo srato di salute — in violazione
degli arte. 11, comma 1, lett. 4), 20, commi | e 2, ¢ 22, commi 3 e 5, del Codice
{provv. 24 ottobre 2013, n. 469, doc. web n. 2799174).

L’Ufficio & staro nuovamente interessato da quesii relativi alfa possibilira di rendere
ostensibile a testate giornalistiche documentazione in possesso dell’amministrazione.
[n particolare, il Servizio bilancio, conrabilicd, provvediroraro ed assistenza al collegio
dei revisori dei conri di un Consiglio regionale ha chiesto di pronunciarsi sulla istanza
formulara da una restara giornalistica televisiva volra ad ottenere informazioni circa I'e-
rogazione delle indennira a un consigliere regionale. In meriro, & srato ribadito che il
Codice non ha abrogaro le norme vigend in matena di accesso ai documenti ammi-
nistrativi (acee. 59 e 60) e che “i presupposti, le modalira, i limiti per I'esercizio del
diricto di accesso a documenti amministrativi contenenti dati personali, e la relativa
turela giurisdizionale, restano disciplinari dalla . 7 agosto 1990, n. 241, e successive
modificazioni e dalle alere disposizioni di legge in materia, nonché dai relarivi regola-
menti di artuazione, anche per cid che concerne i dpi di dad sensibili e giudiziari e le
operazioni di trattamenro eseguibili in esecuzione di una richiesta di accesso” {art. 59,
comma 1). Per rale motivo, le valurazioni relative alle determinazioni assunte dall’am-
ministrazione interpellata aventi ad oggertro le richieste di accesso ai documena esu-
lano dal’ambito di competenza del Garanre e rimangono sindacabili di fronre alle
aurorita competenti (art. 25, 1. n. 241/1990).

In ordine, poj, alle eventuali richieste di accesso formulate dagli organi di scampa,
la disciplina in materia di protezione dei dati personali ~ non avendo inciso in modo
restritrivo sutla normativa posra a salvaguardia della trasparenza amministrativa - non
pud essere invocata per negare, in via di principio, P'accesso at documenti. Di conse-
guenza, rimane “affidara alla responsabilica del giornalisca Purilizzazione lecira del daro
raccolto e quindi la sua diffusione secondo i parametri dell’essenzialita risperto al fatro
d’inreresse pubblico narraro, della corrertezza, della pertinenza e della non eccedenza,
avuro altresi riguardo alla natura del daro medesimo”. Tale indicazione — contenura giz
nei chiarimenci del Garanre del 6 maggio 2004 (doc. web n. 1007634) — & rivolta 2
chi, nell’esercizio dell’attivicd giornalistica, urilizza la documenrazione a cui ha avuro
legitimamente accesso e costituisce un‘applicazione dei principi generali gix dercaci
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Accesso dei consiglieri
regionali

dal Codice (cfr. in pacticolare I'arc. 137) nonché dalle disposizioni del codice di deon-
tologia relativo al rrattamento dei dati personali nell’esercizio dell'activicd giornalistica
(Allegato A.1 al Codice) (nota 23 seccembre 2013).

Sul bilanciamento tra il diritto dei consiglieri regionali ad accedere alle informa-
zioni udli all'espletamento del loro mandato e il diritco alla riservatezza, in particolare
quando la richiesta di accesso riguarda documentazione sanitaria riferita a terze per-
sone, & intervenuto i} Garante a seguiro delle segnalazioni di due amministrazioni-
regionali destinatarie di istanze di accesso a certificaci medici ¢ cartelle cliniche per
verificare la corrercezza dei servizi erogati dagli organi sanitari regionali (provv. 25
luglio 2013, n. 369, doc. web n. 2536172).

Nel primo caso, il Presidente di un Consiglio regionale aveva chiesto di conoscere
i nominativi del personale medico e infermieristico giudicarto inabile a svolgere alcune
mansioni presso Asl, aziende e presidi ospedalieri del Servizio sanirario regionale non-
ché di visionare le copie delle certificazioni di invalidita e di verificare la composizione
degli organi di accertamento dello stato invalidante. Nel secondo caso, un consigliere
regionale aveva formularo isranza di accesso ad una Asl con riguardo alla carcella cli-
nica di un pazience sottoposto a tracramento sanitario obbligacorio (Tso) per effetruare
delle verifiche..

A rale proposiro, il Garante ha richiamaro la disciplina sul tractamenro di dari sen-
sibili effercuaro da soggerti pubblici, che considera di rilevante interesse pubblico il
traccamento delle sole informazioni indispensabili per esclusive finalich diretramente
connesse all’'espletamento di un mandaro elettivo, quale, appunro, quello dei consi-
glieri regionali (atr. 65, comma 4, lert. ), del Codice).

Su tale base, I'Auroritd ha sotrolineato come il diritro di accesso a dari sensibili da
parte del consiglieri regionali incontei un limite nel rispetro dei principi di indispen-
sabilica e di direrra riconducibilica alla funzione perseguira (art. 20 e 22 del Codice),
precisando che 'osservanza di rali principi deve essere particolarmente accurato
quando l'isranza ha ad oggetro, come nei casi segnalati, documentazione saniraria, rife-
rira a persone identificate o idencificabili, in relazione alla quale 'ordinamento prevede
un particclate regime di turela, oltre ai comuni obblighi di rispecto del segreto profes-
sionale del medico.

La protezione dei dari di carattere personale, con particolare riferimento a quelli
attinenti alla salure, gioca infacti un ruolo fondamentale per I'esercizio del dicicco al
rispetto della vira privara e familiare garantito dall'arc. 8 della Convenzione europea
per la salvaguardia dei diritci dell'uomo e delle liberta fondamentali. Come ha rilevaro
la Corre europea dei diritri del’uomo, i) rispetto del caratrere confidenziale delle infor-
mazioni idonee a tivelare lo srato di salure cosriruisce un principio essenziale del
sistema giuridico di tutii i Paesi europei aderenti alla Convenzione; cid non solanto
al fine di proteggere la vita privaca dei pazienti, ma anche di salvaguardare la fiducia
generale nei confronti del personale medico e dei servizi sanirari in generale {cft. Corte
EDU, Z v Finland, sentenza 25 febbraio 1997).

Perranto, seppure tra i compiti affidati all'Auroricd non rientra quello di autoriz-
zare o negare I'accesso ai documenci amministrarivi, il Garante ha rirenuto oppottuno
precisare, in relazione alle peculiari vicende prosperrare, che le richieste avanzare dai
consiglieri regionali possono essere soddisfatte attraverso modalita che assicurino che
Pesercizio delle artivica di controllo nelfesplecamenro del mandato del consigliere
avvenga, in concrero. in modo da comportate il minor pregiudizio possibile alla vita
privata delle persone intetessate. Cid anche al fine di garanrire che il diritro di accesso
sia esercirato con riguardo ai dati effettivamente udili per I'esercizio del mandaro e ai
fini di questo, fermo restando che i dati personali eventualmente acquisiti dal consi-
gliere possono essere utilizzari per le sole finalira percinend al mandaro.
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Tornando quindi ai casi sopra richiamatdi, nel primo I'Autoritd ha prescritto che il
Presidente del Consiglio regionale possa accedere alle informazioni richieste solo pre-
vio oscuramento dei nominacivi del personale giudicato inabile a svolgere alcune man-
sioni. Nel secondo, il Garante ha disposto che il consigliere regionale istante possa
accedere alla cartella clinica del paziente sotoposto a Tso solo dopo avere interpellato
Ja persona interessata {o il suo legale rappresentante) al fine di consentire all'inreres-
sato di opporsi per motivi legictimi al craccamento di informazioni che lo riguardano
{art. 7, comma 4, del Codice).

Sulle misure prescritee alle due Regioni il Garante ha rirenuro opportuno acquisire
il previo parere della Commissione per I'accesso ai documenti amministracivi presso la
Presidenza del Consiglio dei Ministri.

Anche le problematiche riguardandi I'accesso di consiglieri comunali agli acti degli
enti locali di appartenenza sono stace sortoposte all’attenzione dell’Aurorica da una
socieca trasporto passeggeri e da un comune. Sul punco 2 staro ricordaro che il Garante
ha sempre evidenziato la piena vigenza della specifica disposizione di legge che rico-
nosce ai consiglieri comunali e provinciali il “diritco di ottenere dagli uffici, risperriva-
mente, del comune e della provincia, nonché dalle loro aziende ed enu dipendent,
tutre le notizie e Je informazioni in loro possesso, urili all'espletamenro del proprio
mandaro” (art. 43, comma 2, dlgs. 18 agosto 2000, n. 267). Anche in al caso, [a
disciplina di riferimenro demanda al soggetro interpellato — che non deve chiedere
alcun consenso agl interessari (arrc. 24, comma 1, lett. 4), del Codice), né alcuna auro-
rizzazione all’Autorica — 'obbligo di accerrare 'ampia e qualificata posizione di pretesa
allinformazione rasione officii dei consiglieri degli enti locali inreressadi, nel rispetro
dei limidi e delle condizioni stabilire dalla richiamara normativa di settore (art. 43,
comma 2, d.lgs. n. 267/2000) (note 28 maggio ¢ 5 novembre 2013).

4.4. La trasparenza amministrativa

Per quanto riguarda il rema della trasparenza e della pubblicazione su internet di
informazioni personali sono pervenute numerose istanze in ordine al corretto trarta-
menro dei dati personali contenuti in aci e delibere diffusi sui siri web di organi isti-
ruzionali statali nonché di regioni ed enti locali.

In proposito il Garanre aveva gia adorrato le “Linee guida in materia di rratta-
mento di dati personali contenuti anche in atti ¢ documenti amministrativi, effet-
ruaro da soggetti pubblici per finalita di pubblicazione ¢ diffusione sul web” (provv.
2 marzo 2011, n. 88, doc. web n. 1793203). Tali linee guida — attualmente in fase
di revisione ¢ aggiornamento a seguito dell’entrata in vigore del d.lIgs. 14 marzo 2013,
n. 33. in relazione al quale il Garante ha, come detto, reso un proprio parere (provv.
7 febbraio 2013, n. 49, doc. web n. 2243168, sul quale v. supra par. 3.2.2) — indi-
viduavano un ptimo quadro unitario di misure e accorgimenti destinadi a rurte le
pp-aa. che effertuano. in attuazione alle disposizioni normative vigenri, artivita di
comunicazione o diffusione di daci personali sui propri siti istiruzionali per finalid
di rrasparenza, pubblicica dell’azione amministrativa, nonché di consultazione di
atti su iniziariva di singoll.

Sul rema, si evidenzia la condotta, tenura da 27 comuni ¢ segnalata dalla Guardia
di finanza, consistente nella pubblicazione delle ordinanze del sindaco sui sit istitu-
zionali nelle quali, riportando in chiaro i dat identificarivi e la patologia soffera dai
soggetti SOrtOpOosti a [rattamento sanitario obbligatorio (Ts0) (ed in molti casi indiciz-
zando i predetti dati nei principali motori di ricerca generalisti), si autorizzavano i
menzionari traccamend sanitari. [n rali fattispecie & stato rilevato che I'art. 22, comma

Diffusione di dati
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8, del Codice prevede che nel wattamento effectuato da soggetei pubblici i “dati ido-
nei a tivelate Jo staro di salute non possono essere diffusi” (cft., in tal senso, anche ['act.
65, comma 5, ¢ I'ate. 68, comma 3, del Codice) e che, percanto, & vietara la diffusione
di dati da cui si possa desumere lo stato di malactia o Vesistenza di patologie det sog-
gettl intetessati, compreso qualsiasi riferimento alle condizioni di invalidica, disabilica
o handicap fisici efo psichici. Per questa ragione, ¢ stara vierata l'ulteriore diffusione
su internee di tali dati prescrivendo ai comuni di arrivacsi presso 1 responsabili dei prin-
cipali morori di ricerca, al fine di sollecitare la rimozione delle copie web delle ordi-
nanze di Tso dagli indici e dalla cache dei motori di ricerca [cfr. provv.d 3 otobre
2013, n. 432 (doc. web n. 2747962); 4 aprile 2013, n. 160 (doc. web n. 2488234),
n. 159 (doc. web n. 2473879), n. 158 (doc. web n. 2460997), n. 157 (doc. web n.
2452536), n. 156 (doc. web n. 2448446), n. 155 (doc. web n. 2433468), n. 154 (doc.
web n. 2427771); 21 marzo 2013, n. 140 (doc. web n. 2389232), n. 137 (doc. web
n. 2390451), n. 139 (doc. web n. 2390632), n. 138 (doc. web n. 2390488); 14 marzo
2013, n. 121 (doc. web n. 2389148), n. 120 (doc. web n. 2388972), n. 119 (doc. web
n. 2388608), n. 118 (doc. web n. 2388550), n. 117 (doc. web n. 2388358); 7 marzo
2013, n. 102 (doc. web n. 2352966), n. 101 (doc. web n. 2350940), n. 100 (doc. web
n. 2343470), n. 99 {doc. web n. 2324649), n. 98 (dac. web n. 2324625), n. 97 {doc.
web n. 2322279), n. 96 (doc. web n. 2322248), n. 95 (doc. web n. 2322211), n. 94
{doc. web n. 2322055), n. 93 (doc. web n. 2322036); 21 febbraio 2013, n. 76 (doc.
web n. 2358792), n. 75 (doc. web n. 2355041)].

Analogo provvedimento ¢ stato adotrato nei confronei di un comunc (provv. 3
orobre 2013, 1. 432, doc. web n. 2747962) che aveva pubblicaro una determinazione
dirigenziale avente ad oggetto la concessione di un beneficio economico a un malaro,
indicando in chiaro la parologia nonché i daci anagrafici (nominativo, luogo e data di
nascita) dell'interessaro e del proprio “familiare referenre” (comprensivi del codice
fiscale e del numero Iban su cui accredirare le somme). Anche in questa circostanza, &
stato rilevaro che i soggertti pubblici non possono diffondere dari idonei a rivelare lo
staro di salute (artr. 22, comma 8, 65, comma 5 € 68, comma 3, del Codice), vierando,
come nel caso precedente, I'ulteriore diffusione dei dati sul web e prescrivendo la
rimozione della copia web della predetra dererminazione dirigenziale dagli indici non-
ché dalla cache dei morori di ricerca.

Sempte in mareria di trasparenza, si segnalano alcuni interventi funzionali a richia-
mare l'atcenzione sulla necessica che la diffusione di dati personali sia sempre previsra
da idonei presupposti normarivi. Si richiamano, a tirolo esemplificarivo, le segnala-
zioni ricevute in ordine al trattamento effertuaro da due comuni che hanno proceduto
alla pubblicazione dei dati dei bambini ammessi (e non) al secvizio di trasporto scola-
stico, con indicazione def nominacivo di ciascuno e di ulteriori informazioni (quali il
codice fiscale, il numero di linea del mezzo utilizzaro, 'orario di partenza e di ticorno),
lasciando peraltro che i nominarivi fossero indicizzabili dai morori di ricerca. LUfficio
ha ritenuro tali condotte non conformi al Codice attesa I'assenza di idonei presuppo-
sti normarivi per la diffusione (art. 19, comma 3, del Codice) (note 10 aptile e 2)
novernbre 2013).

Continuano a pervenire segnalazioni relarive alla diffusione di dati personali sul-
I'albo pretorio online degli enti locali o di altei soggerti pubblici rispero alle quali si
& pilt volte riscontrara una condotra non conforme alla disciplina in marteria di dati
personali per la mancanza di un idoneo presupposto normativo per la pubblicazione
oppure in ragione della persistenre diffusione dei dari personali sul web olcre il
periodo previsro per l'affissione all'albo (ad es., quindici giorni per I'albo pretorio;
cfr. arre. 19, comma 3, del Codice e 124, d.lgs. 18 agosto 2000, n. 267) {note > gen-
naio e 19 aprile 2013). '
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Si segnalano inoltre alcuni intervendi sulla questione della pubblicazione sui siu
web isticuzionali dei comuni dei nomi dei soggetti destinacari di sanzioni ammini-
strative. Al riguardo, I'Ufficio ha ritenuto che la pubblicazione dei dati personali degli
aurort di illeciti amministrativi costiruisca una sanzione accessoria che, in quanto
tale, pud essere prevista solo da una legge. In base alla normativa di sertote e come
ribadito dalla costante giurisprudenza di legittimitd, infaut, anche per le sanzioni
amministrative accessorie & necessario rispercare il principio di legalitd alla luce del
quale “nessuno pud essere assoggettato a sanzioni amministcative se non in forza di
una legge che sia entrata in vigote ptima della commissione della violazione” (art. 1,
comma [, L. 24 novembce 1981 n. 689; cfr., ex plurimis, Corte cost. 5 aprile 2012,
n. 82) (nota 24 aprile 2013).

Sulla medesima questione ¢ staca ritenuta illecica la pubblicazione sul sito web isti-
tuzionale di un comune dei verbali di violazione del codice della strada contenenti dati
personali, in quanto priva di un idoneo presupposto normativo (art. 19, comma 3, del

Codice) (nota 22 luglio 2013).

4.5. La documentazione anagrafica e la materia eletrorale

Nel periodo di riferimento, la materia anagrafica ed eletrorale ¢ stara oggerro di
attenzione da parte dell’Aucoria.

Nel caso di una richiesta di chiarimenti da parte di alcuni comuni in ordine alla
legictimica del rilascio di copia delle liste eleccorali ad associazioni (anche onlus),
I"Ufficio ha precisato che la normativa di settore ammerte il rilascio di elenchi degli
iscritti nell’Anagrafe della popolazione residente solamente verso Je pp.aa. “che ne
faccianc motivata richiesta, pet esclusivo uso di pubblica ucilica”, mentee il rilascio di
dati anagrafici a privati pud essere disposto dall'ufficiale di anagrafe solo se si tratea
di dari “resi anonimi e aggregati” e per “fini statiscici e di ricerca” {art. 34, commi 1
e 2, d.PR. 30 maggio 1989 n. 223). A tali comuni & stata pertanto richiamarta fa nor-
mativa di setcore che, invece, prevede che le “liste elertorali possono essere rilasciate
in copia per finalita di applicazione della disciplina in marteria di elettorato attivo ¢
passivo, di studio, di ricerca statistica, scientifica o storica, 0 carattere socio-assisten-
ziale o per i} perseguimento di un inreresse collettivo o diffuso” (art. 177, comma 3,
del Codice, che ha sostituito I'art. 51, comma 5, d.2R. 20 marzo 1967, n. 223) (note
29 aprile e 28 maggio 2013).

Un altro caso ha riguardato la richiesta, formulara da un dipartimento di sanira .

pubblica del Servizio sanitario regionale, volta ad acquisire elenchi ¢ vari dav ana-
grafici relarivi a citradini residenti in 74 comuni della regione, allo scopo di rea-
lizzare un progetto volto a migliorare le conoscenze relative agli aspetri ambientali
¢ a valutarne Pimparro sulla salute dei cictadini (Progetto “Qupersito” — Regione
Emilia Romagna). A mente di quanto previsto dall'art. 19, comma 2, del Codice,
I'Ufficio ha nchmmato la dlsc1plma di settore che prevede il rilascio alle pp.aa. di
elenchi di iscricti all'Anagrafe “per esclusivo uso di pubblica utilita”, nonché di
dati “resi anonimi ed aggregadi, agli interessati che ne facciano richiesta per fini
statistici e di ricerca” (art. 34, comma 1, d.PR. 30 maggio 1989, n. 223); ¢ inol-
tre previsto il rilascio di “dari anagrafici, resi anonimi ed aggregati, agli intetessati
che ne facciano richiesta per fini statistici e di ricerca” (art. 34, comma 1, d.PR.
30 mango 1989, n. 223). Nel caso di specie, il Garante ha precnsato che i tratta-
menti che il Dipactimenco di sanica pubblica del Servizio sanitario regionale, in
collaborazione con l'Agenzia regionale per la protezione ambientale (Arpa),
andava ad effertuare, ove finalizzati alla ricerca scientifica in campo medico, bio-
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medico o epidemiologico (in particolare, con daci gid raccolti presso strurcurce
sanitarie o esercenti le professioni sanitarie per fini di cura della salute o pet I'ese-
cuzione di precedenti progetd di ricerca) avrebbero dovuto essere conformi alle
specifiche disposizioni sulla ticerca sciencifica in campo medico, biomedico ed
epidemiologico (artr. 106 € 110 del Codice; Allegato A.4, codice di deontologia
¢ buona condotra per i trattamenti di daci personali per scopi seacisici e sciend-
fici, doc. web n. 1556635; autorizzazione generale al cratramenco dei daci perso-
nali effertuaco per scopi di ricerca scientifica, del 1° marzo 2012, n. 85, doc. web
n. 1878276). Ove, invece, i medesimi rrattamenti fossero preordinari al persegui-
menco di finalih amminiswacive correlate ai compiri del Servizio sanitario,
avrebbe dovuro essere rispertato il quadro generale di garanzie previsto dalla legi-
slazione in mareria di trattamenco di dad sensibili e dallo specifico regolamento
regionale adorcato in conformird allo schema tipo (sul quale il Garante ha espresso
parere favorevole con provvedimento del 13 aprile 2006, doc. web n. 1272225)
{nora 17 dicembre 2013).

Si segnala altresi il caso di un cittadino che aveva lamentaro I'activazione, sul sito
web istituzionale del proprio comune di residenza, del servizio online actraverso il
quale era possibile scaricate certificaci (fra gli aleri, di residenza, citradinanza, nascita,
esistenza in vira, stato civile, godimento dei diritt politici, iscrizione nelle liste elet-
torali, matrimonio, stato di famiglia) senza alcun tipo di autenricazione o accesso
selezionaro, ma inserendo semplicemente il codice fiscale dell'interessato. L'Ufficio ha
richiesto informazioni al Diparrimento per gli affari interni e rerricoriali presso il
Ministero dell'interno, il quale ha evidenziaco, tra l'altro, che ’Agenzia per I'lralia
Digitale, interpellata al riguardo, si era espressa nel senso che, ai sensi dell'art. 64,
d.lgs. 7 marzo 2005, n. 82 (Cad), ai fini dell'identificazione on/ine, I'inserimento del
solo codice fiscale non rientra tra gli “strumenti diversi dalla carra d’idenrira eletcro-
nica e dalla carra nazionale dei servizi” {(ex comma 2 dell’arr. 64 cic.) urili all'indivi-
duazione del soggetro richiedente il servizio. E staro inoltte rappresentaro che la solu-
zione tecnologica “rimbro digirale” per 'autenticazione delle cerrificazioni anagrafi-
che e di staro civile, autorizzara dallo stesso Ministero dell’interno in via sperimen-
tale in alcuni comuni, prevede che la richiesta, da parte del cittadino, della certifica-
zione avvenga previa autenticazione informatica e riconoscimenco “con CIE/CBNS
e user id-password per i servizi richiesti da web”. In rtale quadro, pertanco, il comune
in questione & stato invitato a voler tenere in considerazione le corrette modalira, cost
individuare, per consentire I'accesso ai predetti cerrificari in conformica alla disciplina
di setrore (nora 5 luglio 2013).

In tema di anagrafe elettorale dei soggetti residenti all’estero I'Uffficio ¢ intervenuro
per fornite informazioni in meriro alla cancellazione di un nominacivo dalle lisce elet-
torali della circoscrizione consolare estera di residenza. In proposito, ¢ stato rappresen-
waro che la normaciva di settore stabilisce che “sono iscritti di ufficio nelle liste eleuo-
rali i cicradini che, possedendo i requisiti per essere elettori e non essendo incotsi nella
perdita definitiva o temporanea del diritto eletrorale attivo, sono compresi
nell'Anagrafe della popolazione residente nel comune o nell’Anagrafe degli italiani
residenti all'estero (Aire)” (arr. 4, d.PR. 20 marzo 1967, n. 223) e che “sono elerrori
ructi i cittadini icaliani che abbiano compiuto il diciotresimo anno di era” salvo ecce-
zioni previste dalla legge (cfr., in particolare, arrt. 1 ¢ 2 del decrero citaro); disposizioni
normative puncuali disciplinano espressamente, inoltre, le iporesi di recoifica N revi-
sione delle liste elerrorali (cfr., in particolare, artt. 20 e 32 del decrero ciraro). E stato
pertanro chiarito che, al di fuori delle iporesi che la normativa di sertore ha preso in
considerazione, non & possibile ottenete la cancellazione del proprio nominarivo dalle
liste elerrorali (r'10ta 10 sectembre 2013).
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Analogamente, con riferimento alla segnalazione di un cittadino celativa alla rice-
zione di un messaggio di propaganda eletcorale al proprio indirizzo di residenza all’e- Aire
stero, & staco evidenziato che, gid con il provvedimento del 7 setrembre 2005 (doc.
web n. 1165613) — richiamato dal provvedimento del 10 gennaio 2013, n. 1 (doc.
web n. 2181429) —, per atriviea di propaganda eletrorale sono urilizzabili senza con-
senso i darci concenuci “nelle lisce clerrorali che ciascun comune tiene, aggiorna costan-
temente e rilascia in copia anche su supporto eletcconico™ nonché “elenco aggior-
nato dei cirradini italiani residenti all’estero finalizzato a predisporre le liste eletcorali,
realizzato unificando i dati dell’anagrafe degli icaliani residenti all'estero (Aire) e degli
schedari consolari”. In meriro, la specifica norinativa di seccore prevede che “Il
Governo, mediante unificazione dei dati dell’anagrafe degli italiani residenti all'estero
e degli schedari consolari, provvede a realizzare ['elenco aggiornaro dei cirtadini ira-
liani residenti all’estero finalizzaro alla predisposizione delle lisre eleccorali”™ (art. 5,
comma 1, l. n. 459/2001) e che nell’elenco aggiornaro dei citradini italiani residenci
all’esteto di cui all’arc. 5, comma 1, I. n. 459/2001, “sono regjsteaci i seguenti dati:
nome e cognome del cittadino iraliano, cognome del coniuge per le donne coniugate
o vedave, luogo e data di nascira, sesso, stato di residenza, inditizzo, casella postale,
ufficio consolare, comune di iscrizione all'anagrafe degli italiani residenti all’estero”
(art. 5, comma 1, d.PR. 2 aprile 2003, n. 104). La medesima normativa prevede
altrest che “dopo la realizzazione dell’elenco aggiornaro con le modalica di cui al pre-
sente articolo, il Ministeto dell’interno comunica in via informarica al Ministero
degli affari esteri, ento il sessantesimo giorno antecedente la data delle vorazioni in
Iealia, 'elenco provvisorio dei residenti all’estero aventi diritto al voto, ai fini della
successiva distribuzione in via informarica agli uffici consolari per gli adempimenti
previsti dalla legge” (art. 5, comma 8, d.P.R. n. 104/2003). Alla luce di rali elementi,
non sono stari ravvisat gli estremi per promuovere J'adozione di un provvedimento
del Garante (nota 29 maggio 2013).

Sotto un diverso profilo, il Dipartimento per gli affari interni ¢ territoriali presso il
Ministero dell'interno (nota 31 maggio 2013) ha informaro 'Aurorita di aver piena-
mente aderico all’orientamento da questa espresso (nota 29 agosto 2012, in Relazione
2012, p. 77) in ordine ad una richiesta presentara da Ancirel s.p.a. di ottenere copia
delle liste efertorali in qualira di responsabile del trattamento designara da raluni entt
non profit, che agiscono quali titolari del traccamento per finalicd comprese tra quelle
previste dalle vigent disposizioni in materia (art. S1. comma S, d.PR. n. 223/1967,
come modificaro dall’art. 177, comma 5, del Codice). Nella richiesta era previsto che
i predeti dati sarebbero stati successivamente trasmessi per I'claborazione a Consodara
s.pa., anch'essa designata responsabile e da questa consegnati ai sudderti enti. A wl
proposito & stato rapptesentato dall'Ufficio che le organizzazioni non lucrarive, legi-
timate ad ortenere dai comuni i) rilascio di copia delle liste elecrorali e ad utilizzarle
per il perseguimento delle finalicd individuate dalla normativa vigente, possono
richiedere a soggetti esterni (ne) caso di specie Ancitel s.p.a. e Consodara s.p.a.) lo
svolgimento di specifiche operazioni di tractamento. 1 dati, perd, non possono esscre
comunicati ad altri ditolari e possono essere utilizzaci solo per le finalita perseguice
dagli eni ticolari del tratramento riconducibili a quelle rassativamente individuate
dal citato art. 51, comma 5, d.PR. n. 223/1967.

In prossimita delle consultazioni elecrorali tenute nel mese di febbraio 2013 per
le elezioni dei consigli regionali delle Regioni Lombardia e Molise nonché pet le
consultazioni tenure a maggio per le elezioni dei sindaci, dei consigli comunali non-
ché dei consigli circoscrizionali, e per le consultazioni tenute nel mese di giugno pet
I'elezione del Presidente e del Consiglio tegionale della Regione Autonoma Valle
d’Aosta, I'Autorita ha approvaro alcuni provvedimenti (provv.ti 10 gennaio 2013,
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n. 1, doc. web n. 2181429; 24 aprile 2013, n. 228, doc. web n. 2404305) che con-
fermano le prescrizioni gia stabilite dal provvedimenro generale del 7 settembre
2005 (doc. web n. 1165613), prevedendo speciali casi di esonero temporaneo dal-
I'informativa per partiti, movimenti politici, sostenitori e singoli candidati in rela-
zione all’uso dei dati personali a fini di comunicazione politica e di propaganda elet-
corale. Il citato provvedimento del 24 aprile 2013, n. 228, ha ribadito che i citra-
dini devono essere sempre informati sull'uso effetruaro dei loro dati. Tuttavia, par-
titi, movimenti politici, sostenitori e singoli candidati sono stati esonerati dal pre-
detto obbligo di informativa sino al 31 agosto 2013 solo per i dati raccolti da regi-
stri ed elenchi pubblici, e ucilizzad per Vinvio di mareriale propagandiscico di
dimensioni cosi ridotre da non consentire di inserirvi una informativa, anche sinte-
tica. Trascorso tale termine il Garante ha alerest previsto che i1 medesimi soggerti
devono fornire agli interessati un'idonea informativa entro il 31 orcobre 2013 o
altrimenti cancellare le informazioni personali. E stato altresi rappresentaro che, alla
luce del quadro normativo successivo alle modifiche all'art. 130 del Codice e della
sstiruzione del “Registro pubblico delle opposizioni” (art. 13, comma 3, del Codice;
d.PR. 7 sectembre 2010, n. 178), per i tractamendi effectuati per l'inolrro di messaggi
clerrorali e polirici & necessario il consenso informaro degli intestarari di utenze pub-
blicate negli elenchi relefonici; & stata inolrre ribadita la necessira del consenso deglt
inreressati per ralune modalich di comunicazione (in particolare per F'uso di sistemi
automarizzati di chiamara senza I'intervenro di un operarore, nonché medianre
disposirivi quali, ad es., posta elettronica, telefax, messaggi del tipo mms o sms),
come previsto dall'art. 130, commi 1 e 2, del Codice.

4.6. Listruzione scolastica ed universitaria

Anche nel 2013 l'Autoritd & inrervenuta fornendo chiarimenri in relazione al
rrarramento di dadi personali effertuaro nell’amhito dell’istruzione scolastica ed uni-
versitaria.

In particolare. una scuola ha posto un quesito circa la necessita di acquisire {a pre-
ventiva autorizzazione del Garante al fine di poter isrituire un “ambiente di apprendi-
mento” online con servizi disponibili per gli scudenti. Al riguardo, I'Ufficio, ne} preci-
sare che, salvo i casi espressamente previsti, i tratcamenti di dati personali non devono

-essere previamente aurorizzati dal Garante, ha ribadito il dovere di rispertare la disci-
plina in mareria di protezione dei dati personali, evidenziando, in particolare, la neces-
sira di sottoporre a verifica preliminare i craccamenti che presentano specifici rischi per
t dirierd e le liberca fondamentali, nonché per la dignicd dell’inceressaro, in relazione
alla nacura dei dati o alle modalita del cratramento o agli effetti che possono derermi-
nare (arte. 17, 40 e 41 del Codice; nota 25 giugno 2013).

E staca segnalara una presunta violazione della disciplina in mareria di dadi perso-
nali presso una scuola superiore di secondo grado in relazione alla somminiscrazione
agli alunni di un test nominativo riguardante una ricerca promossa dal Dipartimento
di psicologia dell’Universicd di Firenze, effertuara senza fornire prevencivamentce
Pinformativa sul cracamento dei dari personali (arc. 13 del Codice). A seguiro dell’in-
tervento dell’Ufficio, il dirigente scolastico ha garancito di aver proceduto alla distru-
zione dei test compiladi dagli studenri, dopo averli messi in sicurezza al fine di impe-
ditne I"accesso a chiunque (ivi compresi i ricercarori dell'Universica), e di aver succes-
sivamente consentito la somministrazione del test solo dopo che fosse stata fornita
idonea informativa agli studenti. Considerare le garanzie e le idonee assicurazioni for-
nice, volee ad evirare la ripetizione per il futuro della condotra lamenrata, e salva la veni-
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fica dei presupposti per la conrestazione di evencuali sanzioni amministrative, non
sono state intraprese iniziative per I'adozione di provvedimenti da parte del Garante
(nora 30 maggio 2013).

E giuara alP Aurorita una segnalazione con la quale veniva rappresentato che, ai fini
dell’iscrizione all’asilo nido di un comune, venivano raccolti dati personali ritenuri
eccedenti e non pertinenti. In particolare, attraverso la modulistica predisposta per I'i-
sctizione, si richiedeva una pluralich di informazioni inerenti: “il motivo di assenza di
uno dei genirori dal nucleo familiare, la presenza di un procedimento di affido o ado-
zione in corso, l'otigine straniera di uno o enrrambi 1 genitori, con I'indicazione del-
I'anno di inggesso in lralia, la professione o la scuola frequenrara da alti figli compo-
nenri il nucleo familiare, il nome, il cognorre, la dara di nascica, la residenza dei nonni
del minore e se risulrano residenti nel territorio del comune, anche I'occupazione, ivi
compreso Porario settimanale di lavoro, lo stato di salute e I'invalidicd”. LUfficio ha
poturo accerrare che, in base al regolamento comunale, le domande per l'iscrizione
all’asilo nido contenenti le informazioni richieste relative alle “situazioni parricolari
che caratterizzano il nucleo familiare” concernevano esclusivamente la presenza di uno
o pilt componenti con invalidic cercificara ai sensi della legislazione vigente, superiore
al 67% nonché del nucleo familiare in situazione di fragilicd in carico ai servizi soctali.
Su tali basi, rilevato il disallineamento tra la pitt ampia rosa di dati personali richiesti
dal comune e quelli effertivamente necessari per verificare la sussistenza dei requisiti di
ammissione all’asilo nido, il Garance ha ritenuto indebita Pacquisizione dei dati per-
sonali eccedenti. LAutorit ha, pertanro, vietaro al comune la raccolta ed il successivo
trattamento dei prederti dati personali nonché di ogni altra informazione non rile-
vante ai fini della verifica dei criceri previsti nel regolamento comunale, in quanto cid
avrebbe comportato un tracramento di dati personali eccedenti, non pertinena e, con
specifico riferimento ai dati sensibili, non indispensabili rispetto alle finalica perseguite
{provv. 6 giugno 2013, n. 273, doc. web n. 2554925).

Una provincia aveva richiesto, ai sensi dell’art. 39 del Codice, al Ministero dell'i-
struzione, dell’universita e della ricerca i dati relativi ai codici fiscali degli scudenti della
scuola secondaria della provincia “frequentant, trasferiti, riciraci, bocciati, ezc., del
primo e ultimo anno di corso, con riferimento agli anni 2012/2013 ¢ 2013/20147,
per lo svolgimento delle proprie funzioni istituzionali inerenti la vigilanza sull’assolvi-
mento dell’ obbligo scolastico e la realizzazione di un progerto di contrasto alla disper-
sione scolastica (art. 68, I. 17 maggio 1999, n. 144 ¢ D.G.R. 1891 del 22 giugno
2011). Sul punto 'Ufficio ha preliminarmente evidenziato che il Codice dispone, in
via generale, che i soggetti pubblici possano comunicare dari personali, diversi da
quelli sensibili e giudiziari, solo se rale specifica operazione di trattamento sia previsra
da una norma di legge o di regolamento (cfr. art. 19, comma 3). Inoltre, come ipotesi
residuale, in mancanza di una specifica norma di leogc o di regolamento che lo pre-
veda, le amministrazioni pubbliche possono comunicare ad aJm soggerti pubblici dati
personali, non aventi natura sensibile, allorquando tale tratramento sia necessario pet
lo svolgimento delle proprie funzioni istituzionali. Le amministrazioni coinvolee nel
flusso di dadi che si intende attivare devono, pettanto, preliminarmente ed arrenta-
mente accertare che tale flusso di dari non sia gia previsto dalla specifica normariva di
seteore. In tal caso, il titolare & renuto ad effetruare una comunicazione preventiva al
Garante e il tratramento potra avere inizio decorsi quatantacinque giorni della pre-
detra comunicazione, salva diversa determinazione anche successiva dell’Autorira (atet.
18, comma 2, 19, comma 2 e 39 del Codice). Su tali basi, rilevara la sussistenza di spe-
cifiche dlsposmom di regolamento che espressamente disciplinano il flusso di dari
necessari alla provincia pet Passolvimento delle funzioni istituzionali concernenti I'ob-
bligo di frequenza di arrivita formarive ‘fino al diciottesimo anno di era e di preven-

Comunicazione ai sensi
dell’art. 39 del Codice
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zione e contrasco alla dispersione scolastica, I'Ufficio ha ritenuto che le comunicazioni
di dact personali per le predette finalica possano avvenire solo nej Jimici previsti dalla
disciplina di settore (art. 3, commi 2, 3, 4, € 5, e art. 8, comma 2, d.PR. 12 luglio
2000, n. 257; art. 3, comma 2, d.m. 5 agosto 2010, n. 74 e punto 3 sezione “pro-
filo D” dell’allegaro tecnico al d.m. n. 74/2010 cir.) (nota 27 febbraio 2013).

Similmente, 1] Ministero dell’istruzione, dell’universira e della ricetca (Miur) ha
comunicato all'Autoria}, ai sensi degli attr. 19, comma 2 e 39, comma 2, del Codice,
di aver ricevuro da parte di un comune la richiesra dei dari relativi agli alunnt isctitri
dal 2007 alle scuole di ogni ordine e grado della provincia di appartenenza (nome,
cognome, dara e luogo di nascira, scuola frequenrata ed anno di frequenza) per il per-
seguimento della funzione istituzionale di partecipazionc al contrasto all'evasione
fiscale, con particolare riferimento all’accertamento delle residenze fittizie all’estero
artraverso la vigilanza sui soggerti che hanno richiesto liscrizione all’Aire (in partico-
late, arc 44, d.BR. 29 settembre 1973, n. 600 e ss. mm. e att. 83, commi 16e 17, d.
l. 25 giugno 2008, n. 112, convertito dalla L. 6 agosto 2008, n. 133 e ss. mm.).

Al riguardo, I'Ufficio ha rilevato che la normariva di setrore stabilisce specifiche
regole per il reperimento da parte dei comuni delle informazioni necessarie per la par-
tecipazione al contrasto all’evasione fiscale (cfr. arr. 1, d.L. 30 setcembre 2005, n. 203
convertito, con modificazioni, dalla |. 2 dicembre 2005, n. 248 e modificato dall’art.
18, d.I. 31 maggio 2010, n. 78, convertito dalla l. 30 luglio 2010, n. 122; provvedi-
menti del Direttore dell’Agenzia delle entrate del 3 dicembre 2007 ¢ del 26 novembre
2008; art. 44, d.PR. n. 600/1973; arc. 83, commi 16 e 17, d.I. n. 112/2008). Tenuro
conro della citara normatciva, 'Ufficio ha ritenuto quindi non applicabile la disciplina
prevista dagli arcr. 19, comma 2 e 39, comma 2, del Codice (cfr. in parcicolare, i citati
arte. 44, d.PR. n. 600/1973 ¢ 83, d.|. n. 112/2008) (nora 21 maggio 2013).

Relativamentre al secrore universitario, una studenressa ha segnalaro all’Aurorica
che, presso I'Universita degli Studi di Roma la Sapienza, attraverso un sistema infor-
matrico, ogni docente, inserendo le proprie credenziali, poteva visionare i dati perso-
nali di qualunque studente iscritro. L'Universid, nel confermare il conrenuro della
segnalazione, ha messo a punto specifiche soluzioni operative in base alle quali, in par-
ticolare, “a partire dall’anno accademico 2013/2014, rucre le carriere degli studenti
iscritti ai corsi [...} porranno essere visualizzate da docente sul predetto sistema infor-
marico [...] solo ed esclusivamente nel caso che lo studente si sia gii iscritto a soste-
nere 'esame di profitto di comperenza; relativamente alle carriere, ad esaurimenro, dei
vecchi ordinamenti, per le quali non sono artivi fileri aucomarici di conerollo sul piano
di studio, & possibile sviluppare una nuova funzione del sistema [...] che consenta allo
studente di autorizzare |'accesso ai propri dati di carriera ai docenti con i quali intenda
sostenere esami di proficro; in tal modo ogni docente potra accedere esclusivamente
alle carriete che sono di perrinenza della propria acivici isticuzionale”, Sulla base di cali
specifiche assicurazioni I'Ufficio, salva la verifica dei presupposti per la contestazione
di eventuali sanzioni amministrative, non ha promosso I'adozione di specifici provve-
dimenti da parte del Garanre (nota 5 aprile 2013).

4.7. Lattivita fiscale e tributaria

I’Agenzia ha richiesto al Garante una verifica preliminare sul tratamento di dati
personali che intendeva efferruare ai fini dell'accertamento sinterico del reddito delle
persone fisiche di cui all’art. 38, commi 4 e 5, d.PR. 29 settembre 1973, n. 600 (il
nuovo cd. redditomerro), modificaro dall’arr. 22, d.l. 31 maggio 2010, n. 78, conver-
tito, con modificazioni, dalla 1. 30 luglio 2010, n. 122.



